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they evolve and are perceived; 2) code forks are used as an organising 
mechanism; 3) niche groups find, and cooperate with, each other more 
easily online; and 4) entrepreneuring practices cannot be severed from 
the digital artefacts upon which they rely.

It finds that being reliant on a digital infrastructure is not as democ-
ratising as previously theorised: relational practices (like stigma, the 
formation of standards, and cooperation) anchor entrepreneurs in their 
chosen digital infrastructures, which limits the options open to them. 
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The introductory chapter delves into the overall contribution; the first 
two papers examine infrastructural artefacts’ mediating role in organ-
ising, facilitating and constraining digital entrepreneuring, and the last 
three papers show how digital artefacts mediate in traditional areas of 
entrepreneurship research; namely in the formation of entrepreneurial 
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Chapter 1  

Introductory Chapter 
 





 

 
 
 

Introduction  
In the middle of his presentation, a grey-haired senior partner stood up, yelled “PONZI 
SCHEME!” and stormed out. “Most generalist venture capitalists do not believe in this 
[Peer-to-peer finance] sector,” Stephens says.” “Cryptocurrency mania fuels hype and 
fear at venture firms” (Wired, November 9, 2017) 

I began writing this thesis in 2013, back when crowdfunding was new, cryptocur-
rencies were only used by fringe actors, and the field of finance was not yet feeling 
the extent of the threat that peer-to-peer innovations would pose to “business as 
usual” for them. After the 2008 financial crisis, the finance sector faced a dearth of 
trust,1 and a number of actors, most of them entrepreneurs, had begun to offer 
peer-to-peer services—powered by digital information technologies (DITs)—that 
could offer services quickly, more efficiently, and more transparently than those 
mediated by established financial infrastructures.  

These services tapped into individuals’ expectation—likely driven by 
smartphones—to be able to do more of their everyday activities instantaneously and 
peer-to-peer. Crowdfunding, the subject of one of the papers in this thesis, offers 
individuals the chance to control their own investments, and offers firms the chance 
to appeal to their actual customers for funding, rather than once-removed investment 
professionals. Distributed ledger technologies and cryptocurrencies, the focus of 
three papers in this thesis, offer individuals an increasing number of possibilities—
from currencies, to smart contracts, and more—that operate peer-to-peer.  

Past technical advances based on non-digital infrastructures are well-
documented: studies of electricity (Sine & David, 2003), telephones (Sawhney, 
1992), and railroads (Jahanshahi, 1998) have examined the impact of new infra-
structures on society. However, these infrastructures are not as dynamic, flexible or 
generative as digital infrastructures are theorised to be (Tilson, Sorensen, & 
Lyytinen, 2012). This means not only that old theory around the impact of infra-
structural advances may need to be revisited, but that these peer-to-peer phenom-
ena, and the infrastructures that enable them, provide rich areas for new theory 
development.  

                                           
1 A product both of how individuals and organisations had behaved, as well as because financial services were 

untransparent, privileged elites, and had centralised organisations—making for easy intervention. See, for instance, 
Lewis, M. (2011). The Big Short: Inside the Doomsday Machine. WW Norton & Company. 
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Extensive advances in DIT, and the embeddedness and interdependencies that 
are unique to DITs have meant that the peer-to-peer possibilities are both more 
extensive, and more complex, than in earlier waves of technical advancement. In-
deed, the modularity of digital infrastructures has been said to render them genera-
tive (Baldwin & Clark, 1997; Yoo, Boland, Lyytinen, & Majchrzak, 2012), such that 
they not only can be used in a range of intended and designed-in ways (Pipek & 
Wulf, 2009), but also innumerable unintended ways (Zittrain, 2006). 

The motivation behind this thesis was partly empirical in nature; I was interest-
ed in what the digital meant for entrepreneurs, and how digital infrastructures—
proffered by entrepreneurs as so revolutionary that they would upend financial in-
frastructures—affected their entrepreneurial process. This interest in the phenom-
enon led me to the theory that helped me made sense of these emerging 
infrastructural shifts.  

Contribution and Theoretical Overview 

While my initial interest was in the phenomenon of peer-to-peer finance, this thesis 
has become a way for me to understand, both theoretically and in practice, how digi-
tal infrastructure emergence occurs, and the role of a) digital entrepreneuring, de-
fined as the process whereby new social and economic practices are produced and 
reproduced using digital artefacts, and b) digital infrastructures themselves, in this 
emergence. As such, it zooms in on how the interplay between digital infrastructures 
and digital entrepreneuring leads to new financial infrastructures emerging. 

Digital infrastructure are more than DITs actively involved in business pro-
cesses; they actually form the foundation for such activities (Star, 1999). Our un-
derstanding of how DITs come to be infrastructural, and the implications of how 
this occurs is still emerging. What is clear, however, is that the use of digital infra-
structures means that non-digital processes and practices are not just being trans-
ferred to digital spaces. Rather, they are being fundamentally altered.  

Consider the distinction between digitisation and digitalisation: while digitisa-
tion describes the technical process of making a formerly analogue process digital, 
digitalisation describes the “socio-technical process of applying digitizing tech-
niques to broader social and institutional contexts that render digital technologies 
infrastructural” (Tilson, Lyytinen, & Sørensen, 2010: 749). Taking entrepreneurial 
processes and digitising them is a mere technical step; the resulting processes are 
substantially the same and the fact of digitisation merely changes the medium, not 
the process. In contrast, digitalisation of entrepreneurial processes entails changes 
in the processes themselves as they are irrevocably altered in response to the pos-
sibilities (and constraints) that digitalisation affords. The question is: how?  
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Despite the increased importance of the digital for businesses new and old, the 
rise in interest in entrepreneurship in general, and the competitiveness of firms that 
are digital-first (Tumbas, Seidel, Berente, & Brocke, 2015), the notion of “digital 
entrepreneurship” has only entered academic literature very recently. However, the 
tide is turning: there have been recent calls to take account of the role of the digital 
in studies of digital entrepreneurship (Nambisan, 2016), and an upcoming special 
issue in the Information Systems Journal carries the theme “Digital entrepreneurship”, 
and Computers in Human Behavior recently had a call for papers on “Entrepreneur-
ship and innovation in the digital era”.  

Thus far, entrepreneurship using digital “tools” has been treated as substantial-
ly the same as one or more other types of entrepreneurship, for instance as high 
tech entrepreneurship (e.g. Park, 2005), internet entrepreneurship (e.g. Drori, 
Honig, & Sheaffer, 2009; Serarols, 2008), or entrepreneurship using open innova-
tion (e.g. Gruber & Henkel, 2006; Yetis-Larsson, Teigland, & Dovbysh, 2015). 
However, recent empirical and theoretical work on the importance of the digital—
as constellations of “objects, sites, and bodies” that matter (Ashcraft, Kuhn, & 
Cooren, 2009; Leonardi, 2010)—highlights their importance in organising. The 
thread that links these works is the argument that digital artefacts are more than 
mere tools, but actually fundamentally alter organising processes and practices 
(Orlikowski & Scott, 2015; Zammuto, Griffith, Majchrzak, Dougherty, & Faraj, 
2007). Accordingly, studies of phenomena and processes that involve digital arte-
facts should explicitly consider their importance, in order to better understand or-
ganising—and entrepreneuring—in the digital age. 

At the same time, the pervasiveness of digital infrastructures is also being rec-
ognised in academic scholarship: a recent MIS Quarterly special issue on “Digital 
Innovation Management” included a number of papers that examined digital plat-
forms and infrastructures (Nambisan, Lyytinen, Majchrzak, & Song, 2017). 

In order to capture both digital artefacts’ mediating and relational role, and the 
interplay between them and entrepreneurs, I have adopted a practice lens. This ap-
proach collapses levels of analysis and argues that “knowledge” encompasses those 
action and the potential for action (Whittington, 2006). I therefore examining en-
trepreneurship as a series of practices referred to as “entrepreneuring” 
(Johannisson, 2011), and argue further that digital entrepreneuring differs funda-
mentally from the garden variety of entrepreneuring because of the importance of 
digital artefacts in entrepreneurial activities.IS 

This thesis makes the following contributions. First, it bridges a number of 
gaps between entrepreneurship and Information Systems (IS) scholarship, showing 
how IS methods and approaches can enrich entrepreneurship scholarship, especial-
ly through digital entrepreneuring. Second, it investigates empirically the im-
portance of digital infrastructures in their own perpetuation, and in mediating 
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relational activities pursuant to organising and entrepreneurship. It finds that de-
sign and code significantly alter how organising occurs, and that certain outcomes 
can be designed-for. It finds that the technical and social embeddedness hitherto 
theorised affects entrepreneurial processes—and not just when Open Source 
communities are involved. Third, it demonstrates new organising processes in the 
areas of legitimacy building, consensus-building, and disagreement. 

This research therefore covers topics that are of interest for contemporary IS 
and entrepreneurship scholars, through examinations of two phenomena, namely 
crowdfunding (and platforms), and the blockchain (and digital code), and digital 
entrepreneuring in general. 

Thesis Structure 

This thesis is comprised of six chapters: an introductory chapter (or “kappa”), and 
five papers, as summarised in Table 1. The introductory chapter not only includes 
summaries of the included papers, but also shows how the papers contribute to the 
overarching research goals described above.  

Table 1: Papers in this thesis (incl. Introduction), their authors and research questions 

Chapters Authors Research Question 

1. Introductory Chapter Ingram Bogusz, C. N/A 

2. Patterns of Self-Organising in 
the Bitcoin Online Community: 
Code Forking as Organising in 
Digital Infrastructure 

Andersen, JV and Ingram 
Bogusz, C.  

What is the role of code forking 
in digital infrastructures in the 
self-organisation of OS commu-
nities? 

3. Taming digital flexibility: An 
embeddedness approach to 
entrepreneurial activity 

Ingram Bogusz, C. How can we understand the 
effect of embeddedness on the 
flexibility of entrepreneurship 
using digital infrastructures? 

4. Platform use takes more than 
trust: Designed legitimacy on a 
crowdfunding platform 

Ingram Bogusz, C.; Teigland, R; 
and Vaast, E. 

How can a two-sided crowd-
funding platform come to be 
seen as legitimate? 

5. How infrastructures anchor 
open entrepreneurship: the case 
of Bitcoin and stigma 

Ingram Bogusz, C. and  
Morisse, M. 

How does ideology affect open 
entrepreneurs’ responses to 
stigma? 

6. Coding for collective action: 
the case of the digital economic 
social movement of Bitcoin 

Ingram Bogusz, C., and Ander-
sen, JV. 

How does collective  
action emerge in the digital 
economic social movement of 
Bitcoin? 

 
However, writing a PhD thesis is itself a “generative” process: the individual pa-
pers took on lives of their own as I wrote them (and as reviewers got their hands 
on them). I therefore invite the reader to see this PhD thesis as something that has 
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itself emerged over the past 4 years; the papers have complex interdependencies 
and have been written to stand on their own. They nevertheless contribute to the 
larger intellectual journey that I describe in this introductory chapter. 

This introductory chapter is comprised of five overarching sections. The first 
of these discusses the roots of my interest in the digital, entrepreneuring, and the 
field of finance. It links this interest to the phenomena that this thesis explores, 
and their empirical importance, as well as my research approach, methods and  
underlying practice approach. 

The second section positions this introductory chapter theoretically by examin-
ing the IS, entrepreneurship and organisation literatures I build upon.  

The third section presents the contributions of the five papers contained in 
this thesis, both to the overarching research question, and to their individual re-
search questions. 

The fourth section discusses the theoretical and practical implications of this 
thesis. 

I conclude, as one does, with a conclusion. 

Background: (Infra)Structures  
and Change 

The financial crisis of 2008 brought to the fore cracks in pre-crisis financial struc-
tures. The events that led to this—starting with defaults on mortgage-backed 
bonds in the US—read like a melodrama. In fact, a number of page-turners have 
been written about the events that led to the crisis. My favourite among these is 
The Big Short by journalist Michael Lewis: 

Back in the 1980s, the original stated purpose of the mortgage-backed bond had been 
to redistribute the risk associated with home mortgage lending. Home mortgage loans 
could find their way to the bond market investors willing to pay the most for them. The 
interest rate paid by the homeowner would thus fall. The goal of the innovation, in 
short, was to make the financial markets more efficient. Now, somehow, the same in-
novative spirit was being put to the opposite purpose: to hide the risk by complicating 
it. …it didn't require any sort of genius to see the fortune to be had from the laundering 
of triple-B-rated bonds into triple-A-rated bonds. 

When these bonds eventually collapsed, the bankers earning multi-million dollar 
bonuses in financial centres across the globe came under scrutiny. The transactions 
they had been involved with were the very definition of moral hazard: they were 
incentivised to take risks with their clients’ money, and made a commission for 
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doing so. What is worse, while one arm of some banks gambled, the other arm 
hedged: In the US, JP Morgan was fined 296.9 million USD and Goldman Sachs 
was fined 550 million USD for shorting on the crisis they had played a role in cre-
ating (SEC, 2017). Financial markets across the world reeled, stockmarkets 
crashed, and millions lost their savings, their jobs and their homes. 

In the wake of the crisis, governments bailed out banks and insurance agencies 
with taxpayers’ money in the US, UK, Germany, and others. For many, this added 
insult to injury; not only did bankers lose trillions through perverse incentives, they 
were being given more money by governments. In fact, as the contagion spread, the 
web of loans was depicted as more convoluted and nefarious, as Lewis describes in 
Boomerang: Travels in the New Third World: 

One view of the European debt crisis—the Greek street view—is that it is an elaborate 
attempt by the German government on behalf of its banks to get their money back 
without calling attention to what they are up to. The German government gives money 
to the European Union rescue fund so that it can give money to the Irish government 
so that the Irish government can give money to Irish banks, so the Irish banks can re-
pay their loans to the German banks. “They are playing billiards,” says [German Econ-
omist Henrik] Enderlein. “The easier way to do it would be to give German money to 
the German banks and let the Irish banks fail.  

As though this were not enough, governments across the globe began courses of 
quantitative easing (QE), wherein they bought government securities in order to 
increase the money supply. Although I have never heard anyone complain about 
the effects of this on markets (by all accounts, QE has made markets buoyant), 
many free market enthusiasts argue that this meddling makes firms—and govern-
ments—fat and inefficient. 

I began this thesis in 2013, when some of the dust had settled after the finan-
cial crisis. However, banks, governments and other elites (including the neo-liberal 
economists who failed to predict the crisis) had come to be viewed with suspicion: 

The first inkling of the wider political consequences was evident in the turn in public 
opinion against the banks, bankers and business leaders. For decades, they could do no 
wrong: they were feted as the role models of our age, the default troubleshooters of 
choice in education, health and seemingly everything else. Now, though, their star was 
in steep descent... The effect of the financial crisis was to undermine faith and trust in 
the competence of the governing elites. (The Guardian, 21 August 2016) 

Two things resulted from these suspicions: first, a wave of reactionary political par-
ties from both the far right and the far left.2 Second, new financial services: some 

                                           
2 Given the chance to write a second thesis, I would not say no to writing about them, too. 
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positioned themselves, collectively, as social movements, while individuals among 
them were more modest in their entrepreneurial ambitions. 

The financial infrastructures that existed when I began this thesis were just be-
ginning to be affected by these new services. They promised to “democratise” 
structures seen as inefficient (Nakamoto, 2008a), dominated by elites (Hardt & 
Negri, 2011), and ultimately untrustworthy (Shiller, 2012). Critically, these services 
sought to do this by moving some—or all—of the existing financial structures 
from the hands of elites, whether by democratising investment through crowd-
funding platforms, or by building distributed ledgers (or blockchains) to automate 
(among other things) transactions (and thus prevent intervention in the financial 
infrastructures of the future). 

In essence, the goal of those championing these services was not to change the 
controlling elites, or even to change the social structures (including laws and the 
like) that gave rise to the financial crisis and subsequent interventions. No, they 
wanted to replace the underlying infrastructure, piece by piece. 

New Financial Infrastructures Emerging 

My interest was initially piqued by the role that entrepreneurs were playing in this 
process. While institutional theory points to the fact that changes to social institu-
tions often emerge from the periphery (e.g. Wright & Zammuto, 2013), often 
through what is called “institutional entrepreneurship” (Aldrich & Fiol, 1994; 
Battilana, Leca, & Boxenbaum, 2009), these actors are hindered by everything from 
a lack of legitimacy (Suchman, 1995) to a lack of resources (Witt, 2004). However, 
these challenges are not what they once where: it has been argued that the digital 
age has lowered the barriers to entry for entrepreneurs (Serarols, 2008). Moreover, 
entrepreneurs operating using digital code, typically those offering digital products 
and services, benefit from sharing code (von Krogh, Spaeth, & Karim R Lakhani, 
2003) and social networks that are specific to the digital realm (Yetis-Larsson et al., 
2015). Why, then, should the whole digital process not look different when it 
comes to digital entrepreneuring pursuant to replacing existing financial infrastruc-
tures.  

Infrastructures form the foundation not only for how the financial system op-
erated, but also to how societies operate. This means not only that it would involve 
significant risks to try to replace them in one fell swoop (because of the risk of un-
intended consequences), but also that the web of interdependencies that they are 
part of makes this impossible. These infrastructures are maintained and perpetuat-
ed by multiple, distributed actors (Yoo, Henfridsson, & Lyytinen, 2010), and infra-
structures are often nested in other infrastructures, making the outright 
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replacement of one infrastructure a slow, piecemeal process, and one that involves 
multiple actors.  

I began by delving into digital entrepreneuring (Chapters 4 and 5). However, I 
soon realised that understanding how digital infrastructures affected digital entre-
preneuring—and vice-versa—required a clearer understanding of the role of the 
code itself in affecting what could—and could not—be achieved with a digital in-
frastructure (Chapters 2 and 3). I also became intrigued by how digital entrepre-
neuring “writ large”; that is, digital entrepreneuring by a collective aiming to 
change financial infrastructures, looked like in practice (Chapter 6). 

Having discussed the background to this thesis, including why it interested me 
and why it has emerged in the form it has, I turn now to discussing my research 
approach and empirical interest, before turning to the theoretical background to 
my thesis’s contribution(s), and ultimately discussing these contributions. 

Research Approach 

When I started out this thesis, I was interested in how institutions came to be 
formed, perpetuated, and changed (e.g. DiMaggio & Powell, 1983; Meyer, 2006) by 
the digital. I quickly realised that the social changes I was observing were affected 
by—and themselves affected—the DITs involved. What is worth noting is that 
institutions and infrastructures share one vital trait; they are taken for granted up 
until the moment when they start to fail. At that point, both their presence and 
their machinations become apparent (Dacin, Goodstein, & Scott, 2002; Star, 1999). 

As I was interested in how change came to occur (or not occur), it made sense 
to look at what was dominant and how it was being affected. What I quickly no-
ticed, however, was that changes at the macro-level was hard to isolate from the 
multiple activities that perpetuated it, and those that changed it. While institutional 
entrepreneurship (e.g. Battilana et al., 2009; Hardy & Maguire, 2008) was a lens 
that closely mirrored the process I was studying, it lacked the enabling and con-
straining qualities that I was beginning to see in the technologies I was observing. 
Capturing both the material/digital and practices is uncommon in entrepreneur-
ship literature (although see Smets, Morris, & Greenwood, 2012), and studies of 
entrepreneurship are uncommon in IS literatures—I therefore had to build on 
both literatures in order to make sense of what I was seeing. 

I also faced with a number of methodological problems, not least how to ap-
proach the messy phenomena that I was seeing.  
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Ontology, Epistemology and Data Collection 

First, what was the level of analysis that I was interested in? Being a novice re-
searcher, this was one of the hardest to grapple with. In principle I was interested 
in the processes occurring (Langley, 1999), but the data that I was collecting could 
not capture the entire process, both as it was still emerging, and because of the re-
lational nature of the digital artefacts involved. 

In the early stages of this thesis I collected data through interviews with entre-
preneurs; the level of analysis was therefore on the individual firm (see Chapter 5). 
However, as I observed (and was told about) the vital role that the decentralised 
technologies being used played in how they pursued their firm goals, I could not 
exclusively examine the individual or the firm. 

Ultimately, my level of analysis became one that approximated the practice-
level; that is, an approach that collapses the notion of levels of analysis entirely: 
into actions and action potentials. In this approach, practices are defined as “em-
bodied, materially mediated arrays of human activity centrally organized around 
shared practical understandings[s]’’ (Schatzki, 2001). This allowed me to zoom in 
on both entrepreneuring and on digital infrastructures. 

A practice approach avoids giving primacy to institutions (Suddaby, 2010), 
technology (Goh, Gao, & Agarwal, 2011), networks (Elfring & Hulsink, 2003) or 
human agency (Battilana et al., 2009; Levy & Scully, 2007). Instead, it treats all of 
these as intertwined in the perpetuation or creation of a practice, neither agency 
nor the artefact takes precedence.  

Action or action potentials are therefore seen as emergent phenomena; they 
may perpetuate themselves, but in their repetition—and due to deliberate interven-
tions—may also gradually change. In the context of the empirical investigation of 
strategy practices Rasche and Chia suggest that the social, “routinised behaviour of 
the body, the use of objects, the application of background tacit knowledge in situ, 
and the constitution of practitioners’ identity through practices” (Rasche & Chia, 
2009) are important areas of empirical investigation. 

In this thesis, I treat digital entrepreneuring in digital infrastructures as an on-
going, creative organisation process that built upon shared understandings. These 
shared understandings, formerly local and measured on the individual and organi-
sational level are informed by broader cultural frameworks, including overarching 
institutional logics (Jarzabkowski, 2004; Lounsbury & Crumley, 2007), amount to 
practices writ large. 

Collapsing the level of analysis to take into account both human and non-
human activities meant that I did not have to engage with questions around what 
the world looked like (my ontology), or what I could know about the world around 
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me (epistemology). Instead, it reduced my theorising to the level of activity: what 
was actually happening? 

This had implications for how I answered a second question, namely, what 
kind of data would allow me to see these practices? There is a range of practice-
based approaches to both data collection and theorising: from the “purist”, which 
examine almost exclusively action as it occurs (through participant observation, 
mostly, e.g. Reckwitz, 2002; Smets, Morris, & Greenwood, 2012) to those capture 
as much of the practices as they can using combinations of other data, for instance 
by combining interviews with observations, or asking people in interviews to de-
scribe the actions they took (Yakhlef, 2010). These data collection methods seek to 
tease out the actions, or practices, that occurred, but some require that the re-
searcher see them in person—while the more pragmatic argue that asking people 
to recall what had occurred is not only practical, but in many cases the only way to 
access useful data. 

I tended to this pragmatic way of trying to capture the activities that occurred 
as a result of human and digital interaction. What this meant was that I collected 
interview data (e.g. in Chapters 4 and 5), but also made use of forum data insofar 
as it represented these activities as accurately as interviews (e.g. in Chapters 2, 4 
and 6). 

Having discussed my interest in post-financial crisis attempts to change under-
lying financial infrastructures, and how I studied them, I turn now to discussing the 
specific empirical cases that I found interesting. These empirical cases are dis-
cussed further in individual papers. 

Empirical Phenomena 

Entrepreneuring mediated by DITs is known to be both turbulent (Davidson & 
Vaast, 2010), and characterised by low barriers to entry (and exit) (MacInnes, 
Moneta, Caraballo, & Sarni, 2002). Distributed groups of individuals, notably in 
Open Source (OS) have a long history of sharing resources (e.g. code, knowledge) 
among themselves (Rentocchini & Rossi-lamastra, 2012) and newcomers bring 
with them new ideas, concepts and points of view, which enrich the community 
and open new ways of problem solving (von Krogh, Spaeth, & Lakhani, 2003b).  

Indeed, organisations can now be built and sustained largely or solely in this 
digital substrate, leading to dynamism and rendering geographical and technologi-
cal boundaries irrelevant or a minor inconvenience (Dougherty & Dunne, 2012; 
Hewitt & Forte, 2006). These areas of previous research suggest that both entre-
preneuring itself, and the organising that happens around entrepreneuring, is fun-
damentally being altered by digital mediation. 
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Choice of Phenomena and Cases 

The two phenomena which this thesis zooms in on are crowdfunding (“crowds”) 
and cryptocurrencies (“coins”) that make use of distributed ledger, or blockchain, 
technologies. The latter are supported by OS communities (“communities”), how-
ever, the ahierarchical, distributed nature of both phenomena means that extant 
research on OS communities may help us understand how and why they operate 
the way(s) that they do. 

Choosing these phenomena to study was emergent; that is, I followed the 
breadcrumbs around where the most significant digital changes affecting the finan-
cial system were occurring, reasoning that these presented the most interesting ex-
treme cases for understanding changes in digital infrastructures through 
entrepreneuring (Siggelkow, 2007). In the case of individual firms, given the nas-
cence of the phenomena I was studying when I did, I was limited by the inability to 
identify actors in the digital world (itself a phenomenon deserving of study, see 
Chapter 4). However, the actors—and other data sources—that I made use of 
were very transparent, and where relevant I used snowballing processes to find da-
ta to support (or contradict) research findings. 

Here, I discuss in brief prior research around crowdfunding (“Crowds”), dis-
tributed ledger technologies (“Coins”), and OS communities (“Communities”), as 
they relate to this thesis. 

Crowds 

The phenomenon of crowdfunding has drawn immense interest in recent years, 
drawing attention from policy makers looking to encourage entrepreneurship 
(Stemler, 2013) to economic geographers looking at its distribution (Agrawal, 
Catalini, & Goldfarb, 2015) to entrepreneurship scholars interested in predictors of 
its success (Mollick, 2013), its distribution of resources (Mollick & Robb, 2016) 
and its uses in niche financing, for instance in science (Wheat, Wang, Byrnes, & 
Ranganathan, 2013), journalism (Jian & Usher, 2014), music (Galuszka & Bystrov, 
2014) and film production (Braet, Spek, & Pauwels, 2013). Mollick and Nanda de-
fine it as: 

a novel method for funding a variety of new ventures, allowing individual founders of 
for‐profit, cultural, or social projects to request funding from many individuals, often in 
return for future products or equity … crowdfunding allows the crowd to directly fund 
artistic and for‐ profit ventures, a process previously reserved to expert judges, from 
panellists in grant‐making bodies to venture capitalists. (2015: 1538). 
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Most research into crowdfunding has looked at how and distributed individuals 
fund entrepreneurial ventures online. Motivation has been a particular area of in-
terest (Belleflamme, Lambert, & Schwienbacher, 2014; Burtch, Ghose, & Wattal, 
2013), as has the crowd’s ability to screen projects (Mollick & Nanda, 2015; Ward 
& Ramachandran, 2010). 

Recent findings suggest that not all crowdfunders are the same, which is un-
surprising considering there are at least four well-documented forms of crowd-
funding. These include donation-based crowdfunding, where money is given for 
philanthropic or altruistic reasons (Özdemir, Faris, & Srivastava, 2015); reward-
based crowdfunding in which substantial or symbolic rewards are incentives for 
investment (Nucciarelli et al., 2017); equity-based crowdfunding in which entrepre-
neurs obtain an equity stake in a crowdfunded venture in exchange for investment 
(Stemler, 2013); and lastly debt-based crowdfunding, also known as peer-to-peer or 
microlending, where an investor earns interest on his or her online investment 
(Allison, Davis, Short, & Webb, 2015). 

The most valuable area of crowdfunding is debt-based crowdfunding where 
the possibility of receiving interest payments, especially in the rich world where 
interest rates are near-zero, is drawing participation (Younkin & Kashkooli, 2016). 
Among reward-based crowdfunding, rewards have been identified as a large moti-
vator for crowdfunding investment (Younkin & Kashkooli, 2016), as has fan sup-
port or “fanvestment” (Galuszka & Bystrov, 2014). 

Among debt- and equity-based crowdfunding, extant literatures have treated 
the crowd as investor-like (e.g. Agrawal et al., 2015; Belleflamme et al., 2014; 
Bruton, Khavul, Siegel, & Wright, 2015; Lehner, 2013). Drawing on professional 
investment literatures, Mollick and Robb found that reward-based investors on 
Kickstarter were driven by similar motives to professional VC investors when it 
came to investing in crowdfunding projects: they found that 91 percent of inves-
tors looked for a viable prototype, and that 81 percent of investors saw past pro-
ject success as an indicator of future success (Mollick & Robb, 2016). These 
sentiments are echoed in other studies (e.g. Bruton et al., 2015; Mollick & Nanda, 
2015). 

Consequently, entrepreneurs using crowdfunding are advised to signal these 
competencies, make use of traditional equity investment terms and credible narra-
tives in order to signal legitimacy (Frydrych, Bock, Kinder, & Koeck, 2014). Social 
capital and social networks have been identified as key drivers of most of these 
forms of crowdfunding. Local social networks and close geographic proximity 
have, for instance, been key in driving early-stage investment in at least one equity 
platform (Agrawal et al., 2015), suggesting that local reputation and trust is an im-
portant driver of early-stage investment.  
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To my knowledge, researchers examining crowdfunding have not looked at 
how the crowd organises itself. On the contrary, most seem to assume that the 
crowd is comprised of a large number of individuals who make decisions inde-
pendently of one another. Indeed, investors rely on collective signals such as pre-
vious projects (Mollick & Robb, 2016), on online social capital (Colombo, 
Franzoni, & Rossi-Lamastra, 2015), cascades (Koning & Model, 2014), and that 
herding behaviour has been seen among debt-based crowdfunders (Lee & Lee, 
2012). 

When it comes to the crowdfunding platforms, research is much thinner. the 
question of why an entrepreneur would be attracted to such a platform is often 
treated as self-evident: the result of a dearth of funding, especially in developed 
nations post-recession (e.g. Belleflamme et al., 2014; Mollick, 2013). However, re-
searchers suggest that design considerations may influence crowdfunding platform 
choice and use (Kuo & Gerber, 2012), and that the platform’s own ability to 
build—and maintain—relationships may affect the likelihood of it being used 
(Beier & Wagner, 2014). 

Coins 

Interest in Bitcoins, cryptocurrencies and the distributed ledger technologies has 
increased exponentially since this thesis began. However, most of the research in 
this area is technical in nature. However, IS and management journals have called 
for papers researching this phenomenon recently: The Journal of the Association for 
Information Systems (JAIS) has a Special Issue Call for Papers on the “Opportunities 
and Challenges of Blockchain Technology” in 2018, and other journals—from 
Computer to Electronic Markets—have recently called for papers into the broader 
phenomenon of FinTech, including distributed ledger technologies.  

Given the low level of knowledge about distributed ledger technologies today, 
Chapter 2 in this thesis explains how they work in some detail:  

While [Distributed ledger technologies were once] largely known for [their] role in au-
tomating transactions made using the cryptocurrency Bitcoin, [they are] today being de-
veloped for other purposes, including the transfer of other kinds of assets, and for 
recordkeeping (Morisse & Ingram, 2016). The original Blockchain, however, was not 
built to support these kinds of individual or organisational aims. Although its found-
er(s), pseudonymous Satoshi Nakamoto, discussed in a white paper how it might revo-
lutionise the finance industry, it was not developed by an organisation with the 
intention of changing the industry, merely of showing how this might be done 
(Nakamoto, 2008a). Moreover, its founder(s) withdrew from the development of the 
project at a very early stage—leaving a new community to form around it. As the infra-
structure pre-dated the community, it drove how the community developed and was 
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organised. Indeed, unlike infrastructures that have been previously studied, the com-
munity could not use the infrastructure for anything other than its original sets of func-
tions without changing it considerably, and these changes were constrained by elements 
of the infrastructure’s source code.  

The maintenance and development of the Blockchain has partly been done by a com-
munity of developers,3 who are mostly distributed across the globe. These developers in 
many ways resemble an OS community. However, while these developers are an organ-
ised community, maintenance of the infrastructure does not rely solely on development 
of the code. Instead, the infrastructure relies on the participation of so-called “miners” 
to verify and encrypt transactions as they occur, and then inscribe them onto a block-
chain ledger, as well as the users who conduct transactions using the infrastructure. The 
source code incentivises one of a number of computers (or ‘miners’) to solve a crypto-
graphic puzzle, and in so doing encrypting a given transaction into a block. Once a 
block of size 1mb is reached, the system initiates a new block, and the blocks are in a 
chain, as records of all past transactions, in what is known as a blockchain. Here, we 
will refer to the technology as the Blockchain, and this digital ledger as a blockchain. 
Thus, the maintenance and development of the Blockchain relies on a number of dis-
tributed actors for multiple purposes: first, to maintain and de-bug the underlying 
source code, second, to maintain the blockchain and the functioning of the Blockchain 
through mining, and third for individual users to execute transactions using the infra-
structure. 

The underlying source code, however, puts limits on what these distributed actors can 
do. For instance, the entry of a new transaction onto the blockchain by a miner is 
communicated to the other miners in the network in order to for them to verify that it 
is legitimate and consistent with previous entries (and doesn’t come from a fake ac-
count, for instance). In this way, the blockchain is both kept up to date and its contents 
are verified and stored by other miners. The software is designed so that transactions 
can only be added onto the blockchain after verification by the rest of the actors, and 
cannot be removed once entered without changing the entire blockchain.4 The block-
chain therefore becomes more-or-less unassailable. This position is secured by virtue of 
a part of the source code in the Blockchain protocol, which says that the version of the 
software, which includes the blockchain, held by the majority of miners is the “real” 
Blockchain (Nakamoto, 2008; Taylor, 2013). (Earlier version of Chapter 2) 

Studies of Bitcoin and distributed ledger technologies have looked at the econom-
ics of Bitcoin as a currency (e.g. Yelowitz & Wilson, 2015; Yermack, 2013), and 
mining Bitcoins (e.g. Eyal & Sirer, 2014; Malone & O’Dwyer, 2014). However, re-
cent studies have also looked at the social dynamics behind the community, for 
instance how they are a sociomaterial enactment of the will of the community be-
                                           

3 Some of whom are linked to an organisation known as the Bitcoin Foundation 
4 Although there is some discussion around how much control is required to retrospectively change the block-

chain, see e.g. Eyal, I. and Sirer, E.G., 2014, March. Majority is not enough: Bitcoin mining is vulnerable. 
In International Conference on Financial Cryptography and Data Security (pp. 436-454). Springer Berlin Heidelberg. 
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hind them (Karlstrøm, 2014), and the libertarian political belief system that sur-
rounds Bitcoin (Dallyn, 2017).  

The chapters in this thesis, as well as other ongoing work, contribute to the 
growing social and managerial understanding of distributed ledger technologies and 
the cryptocurrencies (and tokens) that they use. 

Communities 

Both crowdfunding and distributed ledger infrastructures might equally be pio-
neered by established or incumbent organisations. While this has begun to happen 
since I began this thesis, when I collected my data it was almost exclusively the 
province of entrepreneurs, reliant on distributed groups in varying ways. What is 
worth noting, however, is that established organisations commercialising these 
technologies also have to contend with distributed individuals and groups—and 
therefore the findings of this thesis provide insights for them too. 

One well-established organisational form that supports the creation of new 
digital infrastructures (and other code-based projects) is the OS community. Alt-
hough these communities are not directly part of the phenomenon of crowdfund-
ing, they are incredibly important for the creation, maintenance and evolution of 
blockchain-based infrastructures.  

Members of these communities come together to solve shared problems, or 
what have been called “intellectual itches” (Raymond, 1999). These communities 
operate despite their members being far apart, and the projects that they work on 
are almost exclusively code-based in nature (Haefliger, Von Krogh, & Spaeth, 
2008), and open source (von Krogh & Spaeth, 2007). This OS code can be, and is, 
readily shared and re-used (Nyman & Lindman, 2013). Sharing both the underlying 
code and potential changes to the code means that both bugs within the code, and 
threats to the infrastructure (for instance from hacking) are dealt with collectively 
by members of the community. Changes to the underlying code are commonplace, 
and expected (Fang & Neufeld, 2009), and often there is consensus as to what 
should be changed or fine-tuned, and why. Such changes to the code are discussed 
among developers and contributors and, as such, visible in, for instance, online 
forums (Phang, Kankanhalli, & Huang, 2014), although it may take negotiation to 
come to an agreement and some members of the community may be more active 
than others (Phang, Kankanhalli, & Tan, 2015).  

These projects are run against the backdrop of an OS licence. Although there 
are many kinds of OS licence, they typically allow, at a minimum, the free re-use of 
code covered by that licence. As a result, splits from the original OS project cannot 
be prohibited, although are typically discouraged (Nyman, 2015). 
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These communities not only communicate almost entirely online, through fo-
rums and the like (Garg, Smith, & Telang, 2011; Johnson, Faraj, & Kudaravalli, 
2014), they are also typically without hierarchical authority structures (Lee & Cole, 
2003). Indeed, the rejection of formal hierarchy is often so strong that legal or 
normative sanctions have been seen to backfire on the enforcer (O’Mahony, 2003). 
Instead, collaboration is prioritised above all else; this involves radically different 
sets of competencies and skills, shared across distributed settings (Boudreau & 
Lakhani, 2009; Lakhani & Panetta, 2007). For instance, ideology, and with it social 
capital, encourage the sharing of knowledge and resources (Ljungberg, 2000). They 
have also been obliged to make changes in their organisational structures, as digital 
components replace or are combined with existing products and services (Baldwin 
& Clark, 2000; Langlois, 2002). 

Among OS communities, sharing knowledge can signal competence and skill, 
which has reputational effects (Lerner & Tirole, 2005). Given the lack of formal 
hierarchy, informal systems of knowledge sharing have evolved (Davison, Ou, & 
Martinsons, 2013; Sowe, Stamelos, & Angelis, 2008); these involve mailing lists, 
forums and digital repositories (Lakhani & Von Hippel, 2003; von Krogh et al., 
2003a). Knowledge shared online becomes a public good. That is, people cannot 
be excluded from using it and use by one person does not prevent it being used by 
others (Baldwin & Clark, 2006).  

Control of the code—and therefore elements of the organisation—which in an 
older paradigm would be the domain of top management, are now distributed to a 
heterogeneous network (Hardy & Maguire, 2008; Leca & Naccache, 2006). Conse-
quently, digitalisation, to varying degrees, supplements and sometimes even replac-
es hierarchical command and control structures (Dhanarag & Parkhe, 2006).  

The vast architectural as well as contextual knowledge needed to develop and 
maintain OS projects, including those that might be considered digital infrastruc-
tures, means that the range of competences necessary for successful institutional 
change to occur far exceeds the capabilities of a single actor (Yoo, Lyytinen, & 
Boland Jr., 2008). However, studies of OS communities provide some insight into 
how management and evolution, at least at the social level, might occur in digital 
entrepreneuring in digital infrastructures. 

In entrepreneuring reliant on an OS community (or what is called “open 
entrepreneurship”, Yetis-Larsson et al., 2015), knowledge, a strategically important 
resource (Grant & Baden-Fuller, 1995; Gupta & Govindarajan, 2000), is trans-
ferred from the collective to the individual firm to enable entrepreneurship. 
Among established firms, such knowledge is seen as crucial to competitive ad-
vantage and business survival (Lippman & Rumelt, 1982). Yetis-Larsson et al. 
(2015) found that participation in the OS community was necessary not only to 
obtain information, but also to exert influence in the community. Community 
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members may also offer to beta test an entrepreneur’s service (Schmidt & Porter, 
2001), give user-to-user assistance (Lakhani & Von Hippel, 2003), and leadership 
in the community could allow the entrepreneur to influence its social and technical 
development (O’Mahony & Ferraro, 2007).  

Thus, reliance on these DITs opens up new organisational possibilities, not 
least when OS communities are involved. However, actors’ social possibilities are 
also constrained by them. This characteristic of technology is well-documented in 
IS (Majchrzak & Markus, 2012), and means that associated organising processes 
are by their nature limited. In this sense, we could say that the vista opened up by 
the introduction of digital technologies, including among these financial infrastruc-
tures is, to a large extent, also constrained and confined within structures that are 
built by coders, as actors, themselves (Garud & Karnøe, 2003). 

Having discussed the empirical phenomena that inspired, and are the subject 
of, this thesis, I turn now to discussing the overarching theoretical context. 

Theoretical Context 
[Infrastructure] becomes visible upon breakdown. The normally visible quality of work-
ing infrastructure becomes visible when it breaks: the server is down, the bridge washes 
out, there is a power blackout. Even when there are back-up mechanisms or proce-
dures, their existence further highlights the now-visible infrastructure. (Star, 1999: 382) 

The Importance of Digital Infrastructures 

This thesis’s main area of interest is in the formation and emergence of digital in-
frastructures, especially through digital entrepreneuring. Digital infrastructures are 
comprised of two things: one or more digital artefacts, and a constellation of social 
activities that render those artefacts infrastructural (Star, 1999). Here, I discuss how 
and why artefacts are interesting, before moving on to how and why artefacts con-
tribute to digital infrastructures. I then turn to discussing their limitations and pos-
sibilities, before reviewing extant approaches to studying entrepreneurship—and 
thus outlining the foundations for digital entrepreneuring as a concept. 

Digital Artefacts 

Digital artefacts are not just technological elements designed by software architects 
(McGarty, 1992), but rather are comprised of both social and technological aspects 
(Ciborra, 2000; Star & Ruhleder, 1996) or, to use the words of Sorensen and Gib-
son as “the ultimate convergence of the social and the technical” (2004: 191). 
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These units of technological and social interaction have relatively clear boundaries, 
and include platforms or modules, both built upon other structures (Yoo et al., 
2010). Moreover, their maintenance and reproduction is locally controlled 
(Monteiro, Pollock, Hanseth, & Williams, 2013). However, their design, implemen-
tation and interactions may not occur in a single place or space (Pollock & 
Williams, 2010).  

The idea that digital artefacts improve how a venture is managed is one that 
has stood the test of time (Melville, Kraemer, & Gurbaxani, 2004). However, the 
how of organising given the increased importance and pervasiveness of IT artefacts 
is incredible complex (Zammuto et al., 2007). This is because artefacts are increas-
ingly likely to be part of interconnected systems, rather than stand-alone tools 
(Tilson et al., 2010). Moreover, these artefacts are either introduced as, or give rise 
to, social systems (Avgerou & Li, 2013), and therefore cannot be divorced from 
the social systems in which they operate, and which they perpetuate. In the same 
vein, the pervasiveness of these artefacts in social systems, including organisations, 
means that it is increasingly difficult, if not impossible, to separate the digital arte-
fact from the social system with which it interacts (Orlikowski & Iacono, 2001).  

Under conditions where multiple artefacts, whether platforms or modules, be-
come foundational, we say that they become infrastructural. 

Digital Infrastructures 

Digital infrastructures are comprised of multiple artefacts and have a distinctly 
temporal character insofar as their implementation supports other artefacts, both 
those that are anticipated and those that are not, over time (Monteiro et al., 2013). 
These foundational systems, which rely on social practices for their actualisation 
while simultaneously enabling other social practices, have come to be known as 
digital infrastructures (Star, 1999; Tilson et al., 2010). As temporal systems, they are 
a product of a move away from stand-alone digital systems that support infor-
mation management, to systems that are vastly inter-connected and inter-reliant, 
and support interaction (Braa, Hanseth, Heywood, Woinshet, & Shaw, 2007).  

The main differences between digital artefacts and digital infrastructure are 
summarised in Table 2. 
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Table 2: Comparison of Artefacts and Infrastructures 

 Artefact Infrastructure 

Composition Both social and technical elements 

Boundaries Clear(er) boundaries Unclear boundaries 

Control Local control Distributed control and maintenance 

Connectivity Single objects, includes modules and 
platforms 

Multiple, interconnected artefacts 

Visibility Visible Transparent 

Temporality Could be short- or long-term Necessarily long-term 

Dependencies Dependent on infrastructures Depended upon by artefacts, interde-
pendent on other infrastructures. Said to 
be “taken for granted”. 

 
Star points out that what renders something infrastructural is a product of the con-
text in which it is embedded: 

…within a given cultural context, the cook considers the water system as working infra-
structure integral to making dinner. For the city planner or the plumber, it is a variable 
in a complex planning process or a target for repair. (1999: 380) 

As such, digital infrastructures are part of human organising, and include both hu-
man work practices and the technological developments which both enable and 
constrain these practices.  

Both platforms and other modules can then be built upon infrastructure. Plat-
forms, here, are defined as an extensible codebase that establishes software system 
that provides core functions, upon which modules that can be added or subtracted 
to add functionality. The combination of the platform and the modules is referred 
to as the platform ecosystem (Cusumano & Gawer, 2002; Tiwana, Konsynski, & 
Bush, 2010). A platform provides infrastructure for heterogeneous users to con-
nect to one another (Rochet & Tirole, 2003) and, in so doing, lowers the barriers 
to entry for those wishing to obtain resources or communicate (Eaton, Elaluf-
Calderwood, Sørensen, & Yoo, 2015). 

Star (1999) highlights a number of social characteristics of infrastructure that 
are important to highlight here.  

First, infrastructures are “taken for granted”, such that they only become visible 
when they break down or start to come apart. It was the appearance of this break-
down that first prompted my interest in digital infrastructures. 

This breakdown is important, because, second, when there is a break then the 
usual mechanisms of learning and practice that reinforce infrastructural status are 
eroded. Infrastructures represent shared understandings about organisational ar-
rangements; their infrastructural nature may not be apparent to those outside a 
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context, but it can be learned as one becomes more familiar with a context 
(Bowker & Star, 2000).  

Third, infrastructure is embedded in other structures, social arrangements and 
technologies. This embeddedness (discussed in detail in Chapter 3) means that 
people working in or with an infrastructure do not always notice the individual el-
ements that comprise the infrastructure, only that they are in it. 

Fourth, infrastructure is transparent; it does not have to be re-invented or re-
assembled for each task that it is used to support. Subsequent research has also 
called infrastructure flexible (Hanseth & Bygstad, 2015), referring to the same po-
tential to use the infrastructure for multiple, including unintended, purposes. 

Fifth, infrastructure has scope: that is, it has “reach beyond a single event or 
one-site practice” (Star, 1999: 391). Thus, infrastructure may be infrastructural in 
multiple contexts; for instance both in finance or in government, in the case of fi-
nancial infrastructures. It may also be infrastructural in one context, and not in an-
other, as in the case of the water system above. 

Finally, and significantly for this study, breakdowns can only be fixed in mod-
ular increments. This modularity has been of interest for digital infrastructures 
scholars (Henfridsson, Mathiassen, & Svahn, 2014; Tiwana et al., 2010), and this 
technical characteristic is key to the evolution of infrastructures.  

While modularity and scope have meant that digital infrastructures are typically 
lauded for their high levels of flexibility and generativity (Yoo et al., 2012), both 
their architecture and relational character means that there are limitations to what 
can be done with them. 

Flexibility and Limitations 

Prior research into digital infrastructures, has focused on stand-alone platforms 
and infrastructures which are easily controlled by a single firm (e.g. Beaulieu & 
Sarker, 2013; Eaton et al., 2015; Mollick, 2013; Tilson et al., 2010; Zvilichovsky, 
Inbar, & Barzilay, 2013). However, digital infrastructures of the kind that this the-
sis explores cannot be controlled by a single actor, whether because the amount of 
knowledge needed to maintain and develop the infrastructure is more vast than a 
single organisation can reasonably hope to harness (Yoo et al., 2010) or because 
distributed control makes the infrastructure more democratic (e.g. Hippel & 
Krogh, 2003; Mollick & Robb, 2016), and thus both more stable and more trust-
worthy than centralised infrastructures. 

Indeed, infrastructures are more dynamic than stand-alone cases would suggest 
(Katz & Shapiro, 1994), meaning that extant empirical research has limited useful-
ness when it comes to understanding digital infrastructures controlled and pio-
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neered by distributed groups, especially insofar as they may be challengers to the 
status quo (Eaton et al., 2015; Tiwana et al., 2010). 

The flexibility of digital infrastructures has been widely heralded (e.g. Tilson et 
al., 2010; Yoo et al., 2012); the addition of platforms or modules to an infrastruc-
ture, or what is called modularity, means not only that new technical affordances 
can be added to digital infrastructures, but also that new social meaning can be at-
tributed to existing and future modules. These two modes of expansion have given 
rise to a number of studies showing how new functionality—and meaning—can 
evolve in digital infrastructures. Chapter 2 in this thesis discusses these modes of 
evolution in more detail, but a summary of them is included in Table 3. 

Table 3: Evolution of digital infrastructures (from Chapter 2) 

Method Description  Theoretical foundation Example references 

Adaptation Distributed actors adapt to 
their environment through 
changes in tasks, technology 
and relations 

Complexity theory Hanseth & Lyytinen (2010) 
Nan (2011) 

Inscription Existing organisational practic-
es are inscribed in technologi-
cal artefacts 

Actor Network Theory Aanestad & Jensen 
(2011) 
Eaton et al. (2015) 
Yoo et al. (2005) 

Interaction Interactions in a community of 
practice resulting in new socio-
technical relations 

Collective learning and 
communities-of-
practice 

Fang & Neufeld (2009) 
Pipek & Wulf (2009) 
 

Choice Choice of infrastructure gov-
ernance and organising as a 
result of informed manage-
ment decision 

Strategic choice theory Beckert (1999) 
Broadbent & Weill (1997) 
Child (1997) 

 
The innate flexibility and generativity of digital infrastructures not only leads to 
positive evolutions; it also may lead to unintended consequences (Zittrain, 2006). 
Indeed, it has been suggested that some digital infrastructures, notably those that 
are automated or use algorithms and machine learning (Beane & Orlikowski, 2015), 
are inscrutable—that is, it is not possible to see how the outcomes that evolve 
came to evolve. For this reason, it is important to conceptualise how digital infra-
structures might be controlled, or their flexibility curtailed. 

Tiwana et al. (2010) suggest that the governance of a platform, beyond market-
driven resource allocation, should be of interest for researchers. In particular, they 
highlight a) decision rights, b) control, and c) proprietary versus shared ownership 
as key areas for future study. They argue that these elements of control over plat-
forms (and, by implication, infrastructures) impact on the evolution and develop-
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ment of the infrastructure by limiting which modules can be built onto the plat-
form, how they express themselves when on the platform and who benefits from 
their presence on the platform. Control may relate to output control, wherein the 
platform owner specifies the criteria by which modules’ outputs are evaluated, pro-
cess control over the development of modules and clan control, or encouraging 
shared beliefs and norms as a way to control the development of the modules and 
thus the platform ecosystem (Tiwana et al., 2010). 

Extant studies in this areas have focused on the architectural, or technical 
characteristics of infrastructures to do this (e.g. Eaton et al., 2015; Hanseth & 
Monteiro, 1997). I discuss these constraints further in Chapter 3, and have summa-
rised extant architecture-focussed mechanisms for digital infrastructure control in 
Table 4. 

Table 4: Existing conceptualisations of the constraints on digital infrastructures (from 
Chapter 3) 

Limits to infrastructure 
flexibility 

Definition of infrastructure 
control 

Theoretical foundation(s) Example references 

Control points The designing-in of nodes 
within the infrastructure 
itself that can be directly 
controlled 

Design thinking, com-
plexity theory 

Broadbent & Weill 
1997;  
Broadbent et al. 
1999; 
Tilson et al. 2010; 
DeNardis 2012 

Boundary resources 
(and objects) 

The designing-in of modu-
lar elements that can be 
directly controlled, allow-
ing for indirect control 
over the infrastructure 

Innovation networks; 
boundary objects per-
spective 

Ghazawneh & 
Henfridsson 2013;  
Eaton et al. 2015 

Convergence The process whereby in-
frastructures adopt similar 
standards, allowing for 
limited control 

Process theory, phe-
nomenology 

Hanseth 2000;  
Herzhoff 2009;  
Herzhoff et al. 2010 

 
In summary, due to their integration in social and work processes, infrastructures 
are difficult to draw boundaries around. Instead, they are at their most visible when 
they break down; the rest of the time they are considered so foundational that us-
ers take them for granted (Star & Ruhleder, 1996). However, their presence never-
theless forms the basis for not only social interactions, but also economic 
interactions. 

Having discussed what digital infrastructures and the artefacts that comprise 
them are, and how they operate, I turn now to discussing their importance when it 
comes to economic activities, and entrepreneurship in particular.  
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Economic Activities and Digital Infrastructures 

Like other social activities, entrepreneurship has been fundamentally altered by the 
use of digital infrastructures: the internet, common code bases, reusable code and 
common platforms like Facebook, Google, SAP and Kickstarter permeate the very 
nature of entrepreneurship as we think about it. The presence of these digital infra-
structures has been said to lower barriers to entry (Lin & Huang, 2008), simplify 
internationalisation (Greenstein, Lerner, & Stern, 2013) and support new kinds of 
business models (Kuk & Janssen, 2013). This is both because the use of digital in-
frastructures themselves allow for hitherto unforeseen levels of flexibility as they 
build upon pre-existing networks of interaction (Hanseth & Monteiro, 1997) and 
common code bases (Yoo et al., 2010), and because digital data are have unique 
properties not found in physical infrastructures (Kallinikos, Aaltonen, & Marton, 
2010). In essence, digital infrastructures’ generativity has generated a great many 
entrepreneurs and entrepreneurial ventures—some more successful than others. 

At the same time, however, these infrastructures may have limitations owing to 
the fact that elements are introduced piecemeal, often at different times and for 
different purposes (Ciborra, 2000). Moreover, there are dependencies built into 
digital infrastructures that limit how the infrastructure can change and evolve. In-
deed, the fact that digital infrastructures are maintained in a distributed manner and 
require vast repositories of knowledge and skill to maintain and develop (Yoo et 
al., 2012) means that changes to these infrastructures are slow to emerge. 

Building artefacts that rely on these infrastructures—for instance, new firms—
is therefore relatively simple. However, the effects that these artefacts will have on 
the underlying infrastructure is typically unclear. Typically, these effects are too 
small to be significant. However, adoption of some artefacts by a critical mass 
could fundamentally change the underlying infrastructure. Consider, for instance, 
the adoption of digital banking by individuals. While the presence of online bank-
ing itself does not change the financial infrastructure upon which it depends, as 
more individuals use the mobile banking artefact, other artefacts are built that rely 
on it, thus making mobile banking a more foundational part of a financial infra-
structure. 

Studying Digital Infrastructures 

There has been a broad move towards theorising in organisation research that 
takes explicit account of both material objects (Leonardi & Barley, 2008; Zammuto 
et al., 2007), and ones with digital materiality (Beane & Orlikowski, 2015; Yoo et 
al., 2012). Advocates of this “material turn” argue that studies have typically either 
ignored technology entirely, treated it as an emergent tool defined by an actor’s 



26 CROWDS, COINS AND COMMUNITIES 

agency, or treated it as deterministic (Orlikowski, 1992; Orlikowski & Robey, 
1991). In response to this, I propose to examine the infrastructural role that digital 
artefacts play in entrepreneurship, through what I call “digital entrepreneuring”, 
grounded in a practice-based approach to understanding entrepreneurial processes 
(Johannisson, 2011). This approach answers calls from both the organisation litera-
tures (Leonardi, 2013; Orlikowski & Robey, 1991) and the digital infrastructures 
literatures (Henfridsson & Bygstad, 2013) for us to interrogate the importance of 
digital artefacts in their own use and perpetuation, and provides a lens through 
which to see the relational infrastructures that emerge.  

Understanding how infrastructures and artefacts enable, support and constrain 
entrepreneurship, and how they do this in ways unique to entrepreneuring in the 
digital realm, requires looking not just at the effects of digitalisation on entrepre-
neurship at the level of antecedents and consequences (e.g. Drori et al., 2009; 
Matlay, 2004; Serarols, 2008), but rather engaging with how processes associated 
with entrepreneurship have been fundamentally altered by the presence of digital 
artefacts and infrastructures (Davidson & Vaast, 2010). Indeed, digital artefacts are 
so central to the processes involved in digital entrepreneurship that entrepreneur-
ing that relies upon them is a whole new category of entrepreneuring entirely, 
namely “digital entrepreneuring”. 

In studying these emergent changes to financial infrastructures, I am mindful 
of the warnings of those who have come before me. In particular, the tendency to 
examine both artefacts and infrastructures has introduced what Karasti et al. (2010, 
p. 407) call a bias introduced studying ‘short-term temporal aspects’ of information 
technologies. Similarly, Kallinikos (2004) has cautioned against the study of infor-
mation artefacts predominately (or only) at the place where the user encounters 
them. 

In order to study these emergent infrastructural changes, I have adopted ap-
proaches and methods that, I hope, will limit my exposure to these risks. First 
among these, I have adopted a practice-based approach to research and theorising 
that takes into account both users of artefacts and the artefacts themselves. Sec-
ond, some of the studies in this thesis are short-term in nature (e.g. Chapters 4 and 
5), while others are longitudinal (e.g. Chapters 2 and 6).  

Digital Infrastructures and Entrepreneuring 

In the papers that comprise this thesis, entrepreneurs sought to change the entire 
financial system in which they operated by changing—to a greater or lesser ex-
tent—the underlying infrastructure. Crowdfunding entrepreneurs sought to change 
a tiny corner of the financial system, namely entrepreneurial finance, while 
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Bitcoin/Blockchain entrepreneurs sought to fundamentally alter the infrastructure 
in areas ranging from payments, to cash management, to investment, and even as 
far as whether or not credit should be issued.  

Thus far, evolution and emergence in digital infrastructures have been studied 
through the lens of digital innovation (e.g. Eaton et al., 2015; Henfridsson & 
Bygstad, 2013). While digital innovation and digital entrepreneurship cover some 
common ground, in this section I distinguish the two, and offer some reasons for 
why I opted to study the emergence of new financial infrastructures through the 
lens of entrepreneurship, and “entrepreneuring” in particular. 

Digital Innovation 

Digital innovation is an alternate lens through which to view the infrastructural 
changes that I have described thus far. It has been defined as “the use of digital 
technology during the process of innovating. Digital innovation can also be used to 
describe, fully or partly, the outcome of innovation” (Nambisan et al., 2017: 223). As 
an emergent body of literature itself, the goal of studies of digital innovation has 
been to “incorporate the variability, materiality, emergence, and richness of the soci-
otechnical phenomenon called digital innovation” (Nambisan et al., 2017: 224). 

It is characterised by innovation, or the creation of new products, materials, 
new processes, new services, and new organizational forms (Ettlie & Reza, 1992), 
using digital artefacts. Although the term “digital innovation” is relatively new, it 
has been implicitly being studied in areas such as distributed innovation (e.g. 
Lakhani & Panetta, 2007), open innovation (Chesbrough, 2003; Hippel & Krogh, 
2003), and network-centric innovation (Nambisan & Sawhney, 2011).  

Innovations are typically adopted by organisations hoping to generate novel or 
unique solutions to internal problems (Grover, Purvis, & Segars, 2007). Such inno-
vations typically take the form of products, technologies or programmes that are 
new to the adopting organisation (Zaltman, Duncan, & Holbek, 1973). These in-
novations may be radical in nature, in that they result in significant changes to the 
organisation’s behaviours (Lyytinen & Rose, 2004; Zaltman et al., 1973), or more 
incremental in their scope in that they change some behaviours, often through im-
proving processes rather than introducing wholly new products or services (Benner 
& Tushman, 2002). 

Further, innovation stems from increases in knowledge (Carlile 2002), and the 
movements of knowledge across boundaries, whether through networks (Boland, 
Lyytinen, & Yoo, 2007) or formal processes (Benner & Tushman, 2002). 

Innovation itself has been plagued by a lack of consensus on what the process-
es involved are, and where the boundaries lie (for a deeper discussion, see 
Baregheh, Rowley, & Sambrook, 2009). Digital innovation has not yet been affect-
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ed by this lack of clarity: the fact that it is an emerging body of literature has meant 
that its early users have defined it very inclusively. However, in a recent overview 
of the promise of digital innovation, Nambisan et al. (2017) suggest specifically 
that digital innovation is problem-solving oriented, and thus that it is likely to in-
clude “problem–solution pairs”. In other words, studies of digital innovation are 
directed towards the solution of certain problems.  

In contrast, entrepreneurship is value-creation oriented, with problem-solving 
as a means to that end (Davidsson & Wiklund, 2001). Thus, although innovation 
might come up with a process/product/service, it is not always the innovator that 
commercialises the innovation. Consequently, innovators and entrepreneurs face 
different challenges. Take, for instance, Bitcoin. One of the studies of the technol-
ogy in this thesis looks specifically at Bitcoin entrepreneurs (Chapter 4). These in-
dividuals (and their firms) make use of an existing innovation, and build firms 
upon it—with the intention to generate profit. They build these firms with the in-
tention to profit further when (or if) financial infrastructures change.  

Both innovation and entrepreneurship are uncertain processes, but the goals of 
the two differ subtly: innovators set out to solve specific problems, while entrepre-
neurs set out to create value through solving a problem. What results is what has 
been called “creative destruction” (Schumpeter, 1934). 

Moreover, while digital innovation can equally occur in incumbent firms 
(Svahn, Mathiassen, & Lindgren, 2017), digital entrepreneuring cannot (digital  
intrepreneuring could though). 

(Digital) Entrepreneuring 

In Entrepreneurship literature, the body of literature most receptive to studying the 
role of the digital draws on practice theories (Johannisson, 2011; Steyaert, 2007). 
This literature sees entrepreneurship as “entrepreneuring”, defined as ‘‘efforts to 
bring about new economic, social, institutional, and cultural environments through 
the actions of an individual or a group of individuals’’ (Rindova, Barry, & Ketchen, 
2009: 477). Digital artefacts, as objects and sites that matter (Leonardi, 2010), affect 
this process. Indeed, as argued previously, digital entrepreneuring is something dif-
ferent to entrepreneuring within a new context: the opportunities, or action possi-
bilities, that the digital afford entrepreneurs mean that the process of digital 
entrepreneuring has its own processes, enablers and constraints, as distinct from 
those in other forms of entrepreneurship.   

Digital entrepreneuring in this thesis is thus defined as the process whereby 
new social and economic practices are produced and reproduced using digital arte-
facts. I treat digital entrepreneuring, consistent with other practice-based research 
(Beane & Orlikowski, 2015; Leonardi, 2010), as both a social and a material pro-
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cess; that is, one in which entrepreneurial processes take account of the enabling 
and constraining forces of both social activities and digital artefacts. 

Past Entrepreneurship Research 

Dominant theoretical views of entrepreneurship rest heavily on the early writings 
of Schumpeter (1934). Drawing on Austen, he might have characterised entrepre-
neurship as being an innovation in possession of the right context and in want of a 
good firm. That is to say, Schumpeterian definitions of entrepreneurship present 
an approach to entrepreneurship that relies on the presence of innovation, the 
right conditions, and, ultimately the creation of economic value or wealth 
(Schumpeter, 1934). 

In modern times Low and MacMillan (1988) are credited with the most widely 
used definition of entrepreneurship (Per Davidsson, Low, & Wright, 2001), where-
in entrepreneurship is defined simply as the “creation of new enterprise”. This def-
inition, and the accompanying review of developments and challenges for the field 
preceded an “explosion” of entrepreneurship research (Davidsson et al., 2001).  

One co-citation study by Grégoire et al. (2006) of convergence in entrepreneur-
ship research found that although entrepreneurship research is broadly fragmented 
one significant area of convergence has been, relying on Schumpeter’s Theory of 
Economic Development into how external constraints, strategic variables, and firm-
level orientations lead to the emergence of new firms and organisations (ibid.). This 
stream of research occasionally takes the sensemaking approach epitomised by 
Weick’s early work (e.g. in 1995), but is also likely to include citations around the 
role of prior knowledge in entrepreneurship (Shane, 2000) or the traits of entre-
preneurs that allow them to perceive entrepreneurial opportunities (Kaish & Gilad, 
1991). Another area of citation convergence identified by Grégoire et al. is in the 
area of new firm growth, with reference to one a number of  theories, including the 
Resource-Based view (RBV) (Durszt, Okrös, Sövényi, Szarvas, & Kovács, 1966; 
Eisenhardt & Schoonhoven, 1996), Evolutionary Theory (c.f. Nelson & Nelson, 
1995) or Absorptive Capacity (Cohen & Levinthal, 1990). A related area of con-
vergence lies in the study of new-venture performance, with reference to Competitive 
Strategy (Porter, 1980), Competitive Advantage  (Porter, 2008) and industry struc-
ture and competitive strategy (Sandberg & Hofer, 1987). The convergence in these 
areas shows how much of mainstream entrepreneurship research has both been 
agent-centric and very rational in its approach; one that focuses on resources, ra-
tional strategies and the linear development of the firm, and either divorces them 
from, or controls for, context. 

Two types of entrepreneurship research have responded to this context-free and 
rational approach to studying entrepreneurship. The first draws on cognitive psy-
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chology research and draw on assumptions around bounded rationality (people’s 
ability to act rationally only within some limits, see Weick, Sutcliffe, & Obstfeld, 
2005), while the second entails context-specific studies of entrepreneurship. 

Cognition in Entrepreneurship  

In part, purely rational accounts of entrepreneurship have been supplemented by 
explorations of behavioural and cognitive issues among entrepreneurs, including 
how much influence the individual has in the entrepreneurial process (Erikson, 
2001). Indeed, Sarasvarthy (2001) argues that entrepreneurs’ decision-making pro-
cesses rarely resemble the rational causal model that involves the recognition of 
opportunity and a subsequent business plan, as often adopted in entrepreneurship 
research. As an alternative, Sarasvarthy outlines an effectuation-based theory of 
entrepreneurial decision-making, an emergent strategy based on control rather than 
rationality (Sarasvathy, 2001), emphasising how strategy is emergent and based on 
flexibility and experimentation, as well as what entrepreneurs can control. She de-
scribes the causal approach as being like a jigsaw puzzle, in which the entrepreneur 
takes an existing market opportunity and uses his or her resources to create a sus-
tainable competitive advantage. In this view, all of the pieces of the entrepreneurs’ 
puzzle are treated as present, the entrepreneur must merely think rationally about 
how to put them together. In contrast, she compares effectuation to a patchwork 
quilt in which the entrepreneur must be creative, experiment and change direction as 
new information becomes available (Sarasvathy, 2008).  

However, this effectuation view treats the strategies and decisions of entrepre-
neurs as the focal point of the analysis, with no attention paid to the artefacts that 
entrepreneurs employ. Thus, although this move away from rationality and trait-
based research in entrepreneurship deals with some of the criticisms levelled at the 
field, such a move doesn’t really make inroads into the relationship that entrepre-
neurship and the entrepreneur has with his/her environment, and the resulting en-
trepreneurial endeavours.  

Phenomena-Based Entrepreneurship 

Responding, at least in part, to the criticism that researchers too-often look at en-
trepreneurship from a single level of analysis, failing to tie together larger contextu-
al issues with the actions of the entrepreneur (Davidsson & Wiklund, 2001), 
researchers have increasingly turned to context and phenomenon-specific studies 
of entrepreneurship. 

These have included, for instance, corporate entrepreneurship or intrapreneur-
ship, wherein entrepreneurship could take the form of an autonomous unit within 
an existing firm, an initiative from below, a venture acquisition, a joint venture or a 
spin-off (Ginsberg & Hay, 1994; Sharma & Chrisman, 1999; Vesper, 1984). The 
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creation of such firms and activities typically help the parent firm to compete and 
take risks, and the resources that the parent firms often help entrepreneurship, 
while their more inflexible organisational structure may adversely affect the firm 
(Czernich, 2004). Other phenomenon-based entrepreneurship studies include 
those that explore rural entrepreneurship (e.g. North & Smallbone, 2006), social 
entrepreneurship (e.g. Zahra, Gedajlovic, Neubaum, & Shulman, 2009), and inter-
national entrepreneurship (e.g. Nasra & Dacin, 2010). 

In the digital realm, the notion of an open entrepreneur has been proposed as a 
type of phenomenon-based entrepreneur; wherein entrepreneurship occurs as a 
result of, and with the support of, an open source community (Yetis-Larsson et al., 
2015). Similarly, e-entrepreneurs (Matlay, 2005), internet entrepreneurs (Serarols, 
2008) and netrepreneurs (Jiwa, Lavelle, & Rose, 2004) have been suggested as en-
trepreneurship contained within the phenomenon of the internet. This limited view 
of the internet as a phenomenon with clear boundaries and limits is however, in-
consistent with the view of an infrastructure as something that does not have clear 
boundaries—and therefore cannot be delimited in the same way as other phenom-
ena, hence the need to explore it, and its implications, through new practice-driven 
approaches. 

Institutional Entrepreneurship  

Entrepreneurship, however, may not only be pursuant to Schumpeterian ideas 
around economic value creation. Instead, the term entrepreneurship has also been 
used in the context of institutional theory literature to examine how new practices 
form and how old practices are repeated and thus reinforced whether deliberately 
(Colomy & Rhoades, 1994) or unintentionally (Lounsbury & Crumley, 2007). In 
order to be considered such an entrepreneur, an agent must both initiate divergent 
changes and actively participate in the implementation of these changes (Battilana 
et al., 2009). This lens on entrepreneurship in an attempt to account for agency in a 
body of literature that was accused of emphasising structure over agency (Battilana 
et al., 2009). In order for an actor or group of actors to be considered an institu-
tional entrepreneur, the literature suggests that an actor fulfil two conditions: 1) 
initiate divergent changes and 2) actively participate in the implementation of these 
changes (Battilana et al., 2009). Thus, through both cooperation and competition, 
these actors or groups of actors create conditions that transform institutions, de-
fined as “patterned behaviour infused with meaning by normative systems and 
perpetuated by social exchanges facilitated by shared cognitive understandings” 
(Aldrich, 2012). 

Studies of institutional entrepreneurship are many and varied, ranging from ex-
aminations of the cognitive, structural, and processual barriers to institutional 
change (Olsen & Boxenbaum, 2009), to how new practices are formed despite 
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these constraints (Smets et al., 2012). However, what many have in common is that 
they, like Schumpeterian views of entrepreneurship heavily emphasise the role of 
the institutional entrepreneur as a hero (Ingram & Clay, 2000). Indeed, the limits—
and possibilities—faced by institutional entrepreneurs are almost exclusively large 
structural ones. The power to change patterns in practice is therefore attributed to 
individuals or groups of individuals that have significant amounts of power in an 
institutional field (Garud, Jain, & Kumaraswamy, 2002; Greenwood & Suddaby, 
2006), and the technologies that permeate institutional fields have come to be 
treated as instrumental at best (Seidel, Recker, & Vom Brocke, 2013), or just as 
catalysts for agent-driven change.  

At least one recent study has incorporated a practice perspective; Smets et al. 
(2012) examine a change in field-level logics when a German and British law firm 
merge. They both link individual-level practices to broader field-level change, 
showing the importance of organisational co-ordination for field-level change. In-
deed, more broadly they point out that “the practice perspective helps institutional 
theorists refine explanations of endogenous change” (Smets et al., 2012: 125). In-
evitably, however, the underlying dynamics of both change and maintenance are 
“rife with conflict, contradiction and ambiguity” (Powell et al., 1991: 28). As part 
of the movement towards materiality in organisation studies, symbolic systems of 
meaning and “material practices” have begun to form part of analysis (Cloutier & 
Langley, 2013; Smets et al., 2012). However, as in other forms of entrepreneurship, 
the digital’s role in shifts—and stasis—has thus far remained a silent one.  
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Table 5: Extant approaches to studying entrepreneurship 

Type Characterisation Theoretical  
Underpinnings 

Examples 

Schumpeterian 
Entrepreneur 

Entrepreneurship as rational, 
goal-directed and leading to 
economic outcomes. Emphasis-
es the individual and neglects 
contexts and artefacts. 

Schumpeterian 
economics,  
Resource-
based view 

e.g. Schumpeter 1934; 
Shane 2000;  
Aldrich & Martinez 2007 

Cognition in  
Entrepreneurship 

Entrepreneurship as the product 
of bounded rationality, with en-
trepreneurs focusing on what 
they can control. Also emphasis-
es the individual and neglects 
contexts and artefacts. 
 

Bounded  
rationality, 
cognitive  
psychology 

Erikson 2001;  
Sarasvathy 2001; Dew et 
al. 2009. 

Phenomena-
based  
Entrepreneurship 

Entrepreneurship within set 
boundaries and contexts. Could 
be either cognition-driven or 
rationality-driven. Explores the 
effect of context but neglects 
other material influences on 
entrepreneurship. 

Contextualises 
Schumpeterian 
economics,  
Phenomenol-
ogy 

e.g. Corporate or intra-
preneur (Phan, Wright, 
Ucbasaran, & Tan, 2009; 
Zahra & Covin, 1995), rural 
entrepreneur (North & 
Smallbone, 2006), interna-
tional entrepreneur 
(Reuber & Fischer, 2011), 
open entrepreneur (Yetis-
Larsson et al., 2015) 

Institutional  
Entrepreneurship 

Entrepreneurship as an institu-
tionally embedded process. 
However, still focused on the role 
of either the individual or the 
structures at work—at the ex-
pense of material arrangements. 

Institutional  
theory 

Greenwood & Suddaby 
2006; Battilana et al. 2009 

Entrepreneurship 
as Process 

Entrepreneurship as a process 
comprised of material arrange-
ments that include both contexts 
and artefacts. 

Practice  
theory, process 
theories 

Steyaert & Katz 2004; 
Steyaert 2007; Johannisson 
2011 

 
Having discussed extant ways of examining entrepreneurship, summarised in  
Table 5, I turn now to outlining—and justifying—a digital entrepreneuring ap-
proach to understanding entrepreneurship. 

Defining Digital Entrepreneuring  

Although work in IS has called for a movement away from the conceptualisation 
of the digital as a set of “tools” by organisation and management scholars (Faraj & 
Azad, 2012; Orlikowski & Scott, 2015; e.g. Tilson et al., 2010), this call has only 
begun to be heard by entrepreneurship scholars. In contrast, the desire to take ex-
plicit account of the digital has long been familiar to IS scholars (e.g. Leonardi, 
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2010; Orlikowski, 1992; Orlikowski & Barley, 2001), but they seldom look at stud-
ies of entrepreneurship. This is despite the fact that digital artefacts have been 
shown to be vital for the formation of affordances (e.g. van Dijk, Berends, Jelinek, 
Romme, & Weggeman, 2011; Volkoff & Strong, 2013), trust (e.g. Benbasat & 
Wang, 2005), practices (e.g. Orlikowski & Scott, 2015), and other constructs that 
might affect entrepreneuring.  

However, recent advances in thinking among entrepreneurship scholars have 
created space for consideration of the digital through a move towards a practice 
theory view of entrepreneurship. Johannison, for instance, argues that such a move 
takes entrepreneurship scholarship past “rationalistic assumptions taken from the 
hard sciences” (2011: 138) and instead takes account of the increased im-
portance—and ubiquity—of material elements, both in business and in everyday 
life (Chia & Holt, 2006; Johannisson, 2011). 

Like Sarasvarthy, Johannison demonstrates that entrepreneurship seldom en-
tails neat planning and that attempts at such planning may even be a waste of re-
sources (Johannisson, 2008), given how entrepreneurship, like everyday life, is 
actually a “flow of disturbances” which may in hindsight be depicted as “logical 
incrementalism” (Johannisson, 2011: 137). Similarly, Steyaert (2007) suggests that 
“entrepreneuring” should be used as a verb to explain actions by actors. In his lit-
erature review of process-based theories of entrepreneurship (2007), he argues that 
notions of “growth” and “development” in entrepreneurship are too linear. In-
stead, he makes calls for research that approaches entrepreneurship as not only 
multi-disciplinary and multi-paradigmatic, but also as more than a “purely econom-
ic reality” (Steyaert & Katz, 2004: 181); which means including digital artefacts and 
the digital infrastructures that are constitutive of the realities faced by digital entre-
preneurs today. Although a material turn has begun to permeate organisation re-
search (Smets et al., 2012; Zammuto et al., 2007), and despite the identification of a 
need for consideration of the material in entrepreneurship research (e.g. Davidson 
& Vaast, 2010; Johannisson, 2011), the impact of the digital has yet to be theorised 
in entrepreneurship research. 

The importance of digital objects in entrepreneurship is particularly salient 
when we consider not only how pervasive digital artefacts are in organising, but 
also how new firms—and new practices—owe not only their success, but their ex-
istence to them. Consider, for instance, the introduction of Facebook. The devel-
opment of Facebook as a firm was fundamentally shaped by the nature of the 
artefact that was being “sold”. For one, because it was a platform it could provide 
social media services to consumers while selling the information gathered about 
them to advertisers in order to pay for development. As a result we can say that the 
development of the platform and the firm were so intertwined as to be indistin-
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guishable; could that business model have existed without the digital platform? 
Could the firm have existed at all?  

At the same time, entrepreneurship based on a digital artefact not only created 
a new firm, but also a constellation of new practices around it. Indeed, it could be 
said to have altered how numerous consumers interact with both one another and 
with content online: enabling real world protests (Tufekci & Wilson, 2012), chang-
ing individual mindsets (Thielman, 2016), and, by changing the way in which mil-
lions communicate with each other (Goh, Heng, & Lin, 2013) and with 
organisations (Selander & Jarvenpaa, 2016). Such widespread changes to how indi-
viduals interact with technology, and thus the “taken for granted” are both entre-
preneurial in the sense that they allow for the creation of new economic value (Per 
Davidsson et al., 2001), and entrepreneurial in the sense that they create new prac-
tices in a “taken for granted” field (Smets et al., 2012). 

Applying a practice perspective to the study of entrepreneurship not only con-
textualises entrepreneurship as a social, rather than merely economic, phenomenon 
(Steyaert, 2007), but also takes account of the material elements of entrepreneur-
ing; in this case, technology.  

This practice perspective is important in that it emphasises action, or the po-
tential for action. Speaking about the study of strategy, rather than entrepreneur-
ing, Rasche and Chia highlight: 

…four elements of social practices which can guide empirical investigations: the rou-
tinized behavior of the body, the use of objects, the application of background tacit 
knowledge in situ, and the constitution of practitioners’ identity through practices. We 
show that research on strategy practices is worthwhile because it directs our attention to 
often neglected phenomena like the physical nature of strategizing and the way objects 
enable and limit bodily and mental activities. (2009: 717).  

In emphasising the actions, in context, of entrepreneurs, such an approach avoids 
some of the pitfalls of entrepreneurship research. The first of these is treating the 
entrepreneur as a “hero”, or some unique class of individual rather than taking the 
more generous view that entrepreneurs are products of their contexts (Sarasvathy, 
2004). In the same vein, this practice perspective takes into account the implicit 
effects of the digital realm as an environment in which entrepreneurial practices 
take place.  

Thus far, I have examined why I was interested in the phenomena that I was, 
and how studying them—digital entrepreneuring and digital infrastructures in par-
ticular—necessitated a practice-based approach. While such an approach builds on 
extant literature, it nevertheless represents a thoroughly different way of examining 
these concepts. I turn now to discussing the contributions of this thesis. 
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Thesis Overview 
This thesis is comprised of five papers (Chapters 2-6, summarised in Table 6, visu-
alised in Figure 1) and this introductory chapter (Chapter 1). 

Table 6: Papers included in this thesis 

Ch. Title Authors Outlet Research question 

2. Generativity in the Bitcoin 
Online Community: Code 
Forking as Generating 
Digital Infrastructure(s) 

Andersen, JV 
and Ingram 
Bogusz, C.  

Working paper (Aim: 
Journal of the Associa-
tion for Information  
Systems Special Issue on 
“Opportunities and 
Challenges of Block-
chain Technology”) 

What is the role of 
code forking in digi-
tal infrastructures in 
the organisation of 
OS communities? 
 

3. Taming digital flexibility: 
An embeddedness ap-
proach to entrepreneurial 
activity 

Ingram  
Bogusz, C. 

Submitted to Research 
Policy, Special Issue on 
Digitization of Innovation 
and Entrepreneurship 

How can we under-
stand the effect of 
embeddedness on 
the flexibility of en-
trepreneurship using 
digital infrastruc-
tures? 

4. Platform use takes more 
than trust: Designed legit-
imacy on a crowdfunding 
platform 

Ingram  
Bogusz, C.; 
Teigland, R; 
and Vaast, E. 

European Journal of 
Information Systems  
(conditionally accept-
ed) 

How can a two-
sided crowdfunding 
platform come to 
be seen as legiti-
mate? 

5. How infrastructures anchor 
open entrepreneurship: 
the case of Bitcoin and 
stigma 

Ingram 
Bogusz, C. 
and Morisse, 
M. 

Information  
Systems Journal, Special 
Issue on Digital Entrepre-
neurship (third round 
review) 

How does ideology 
affect open entre-
preneurs’ responses 
to stigma? 

6. Coding for collective ac-
tion: the case of the digi-
tal economic social 
movement of Bitcoin 

Ingram 
Bogusz, C., 
and Ander-
sen, JV. 

Submitted to  
Information & Organiza-
tion Special Issue on 
Collective Action, Social 
Movements and Digital 
Technology 

How does collective  
action emerge in 
the digital econom-
ic social movement 
of Bitcoin? 
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Initially; I was interested specifically in entrepreneuring with digital infrastructures. 
Chapters 4 and 5—both about digital entrepreneuring—were, chronologically, the 
first two papers that I wrote. However, as my co-authors and I developed these pa-
pers, I felt that I wanted to explore the antecedents of digital entrepreneuring at the 
infrastructure level (Chapters 2 and 3), as well as digital entrepreneuring “writ large”, 
or a social movement pursuant to changes in digital infrastructures (Chapter 6). 

In writing this introductory chapter, I pieced together how these papers fit 
with one another. As writing a thesis is usually not a linear process, the fit is not 
perfect, but figure 1 gives a good illustration of how these paper advance our un-
derstanding of both digital infrastructures, and their role in digital entrepreneuring.  

In the sections that follow, I will 1) give summaries of the five papers in this 
thesis, 2) describe how each individual paper contributes to the larger aim of un-
derstanding the role of digital infrastructures in digital entrepreneuring, 3) discuss 
the theoretical implications of these findings, over and above the implications con-
tained in the individual papers, and 4) discuss their implications for practitioners. 

Zooming in: Chapters 2-6 

Chapter 2: Coding as Organising: Code Forking and Generativity in the 
Bitcoin Community 

Literature on digital infrastructures typically emphasises how digital infrastructures 
emerge from the organising practices of human actors (Star & Ruhleder, 1996; Yoo 
et al., 2012). However, these literatures also describe digital infrastructures as being 
themselves generative (Zittrain, 2006)—suggesting that there in something inher-
ent in the digital that not only leads to unintended outcomes, but also that facili-
tates, variously, organising, infrastructural developments, and other emergent 
outcomes. 

Existing theoretical views of infrastructures focus on digital infrastructure evo-
lution through adaptation by users (e.g. Hanseth & Lyytinen, 2010), inscription by 
coders (e.g. Yoo, Lyytinen, & Yang, 2005), interaction with users (e.g. Fang & 
Neufeld, 2009) or through choices made by designers (e.g. Broadbent & Weill, 
1997). However, these conceptualisations of digital infrastructure evolution em-
phasise the role of social actors at the expense of the infrastructure itself.  

If we take seriously the idea that an infrastructure is fundamentally something 
which supports some organised relational practice through which it is actualised 
(Star, 1999), we need to also examine the role that generative infrastructures play in 
their own evolution as a consequence of their digital materiality (Hanseth & 
Aanestad, 2003; Henfridsson & Bygstad, 2013).  
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This empirical paper examines a case in which a community is nested in a digi-
tal infrastructure, rather than vice versa (as in Star & Ruhleder, 1996). This allows 
us to examine the role of a digital infrastructure in its own evolution, even as flexi-
ble digital infrastructures and organisation co-evolve (Tilson et al., 2010), delving 
into the research question:  

What is the role of code forking in digital infrastructures in the organisation of OS 
communities? 

We find that the digital code “fork”, where code variations split off from a core 
code base, allows for re-organisation within a digital infrastructure. Moreover, we 
identify three types of code forks that lead to three different infrastructure evolu-
tion trajectories at the digital level, namely through processes of speciation (hard 
forks), adaptation (developmental forks) and variation (pseudo forks).  

Our overall contribution is therefore to 1) conceive of the role of the digital in-
frastructure in its own generativity, 2) links extant literature on code forking to in-
frastructure evolution literatures, and 3) illustrate and identify fork-based 
mechanisms whereby organisational evolution occurs. 

Chapter 3: Taming Digital Flexibility: An Embeddedness Approach to 
Entrepreneurial Activity 

Socially constructed “rules of the game” (Meyer & Rowan, 1977: 341) in which 
activities are embedded have long been said to both constrain and enable social 
activity (Giddens, 1984). Digital infrastructures, as both technical and social in na-
ture, are not immune to these effects. However, we know little about how embed-
dedness affects economic activities that rely on operation, perpetuation and 
flexibility. Indeed, extant research on digital infrastructures have focussed on their 
flexibility and generativity. Embeddedness and its effect on the possibilities around 
infrastructure evolution and generativity have not yet been theorised. Instead, the 
limits to infrastructure flexibility have been framed in terms of convergence (e.g. 
Hanseth, 2000), with reference to boundary resources (e.g. Eaton et al., 2015), and 
through individual, designed-in points of control (e.g. DeNardis, 2012). 

This paper responds to the research question:  

How can we understand the effect of embeddedness on the flexibility of entrepreneur-
ship using digital infrastructures? 

This conceptual paper develops a multi-level model of the effect(s) of embed-
dedness on entrepreneurship reliant on digital infrastructures, as relational arte-
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facts. It argues that field-level embeddedness, and the imperatives of compatibility 
and shared use limit how much an infrastructure can be developed. At the field 
level, shared symbolic systems and accepted norms around how digital artefacts are 
used in practice mean that an infrastructure cannot develop in such a way as to be 
inconsistent with its initial form and function. On the inter-organisational level, 
embeddedness has meant that the importance of co-ordination, the re-use of 
knowledge resources and the importance of network effects limits what can be 
built upon an infrastructure in the form of platforms and modules. Lastly, when it 
comes to dyadic embeddedness, standardised work processes and tighter coupling 
mean that embedded frameworks for judging which behavioural, organizing, dis-
cursive, and interaction patterns are appropriate (i.e. accepted as “legitimate”, 
Colyvas & Powell 2006) place limits on the flexibility of economic activity based 
on the infrastructure. 

Chapter 4: How Infrastructures Anchor Open Entrepreneurship: The 
Case of Bitcoin and Stigma 

In general, stigma has led established firms to distance themselves from the source 
of the stigma, whether by divesting of tainted assets (Durand & Vergne, 2014) or 
through reasserting their own legitimacy by denial, defiance and decoupling from 
the source of the stigma (Lamin & Zaheer, 2012). However, accommodating the 
source of the stigma through responding to it has also been observed to be effec-
tive—and actually helps the firm recover (Lamin & Zaheer, 2012). 

Entrepreneurs who operate using a common underlying technology, however, 
rely heavily on a shared common digital infrastructure. They also stand to obtain 
benefits from their business from their involvement in the Bitcoin OS community 
(Simon, von Krogh, Leonard, & Swap, 2004), that may help them weather the 
storm of stigma. Stigma literature and OS community literature thus conflict when 
it comes to understanding how Bitcoin entrepreneurs might respond to stigma. 
Accordingly, we ask the question:  

How do open entrepreneurs in the Bitcoin community form stigma responses? 

This empirical paper builds on interview data from Bitcoin entrepreneurs in 
Northern Europe and forum data from bitcoin.org. 

We find that the technical infrastructure “anchors” the entrepreneurs, despite 
diverse ideologies and diverse business models. This occurred through a) the an-
choring of multiple identities in a diverse community, b) the imperative to contrib-
ute to the community. 
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Moreover, we contribute to research around ideologies in OS communities. 
Using language drawn from studies of group identity (Ashforth & Johnson, 2001; 
Pratt & Foreman, 2000), we develop a model of stigma response strategies by 
Bitcoin entrepreneurs. 

Chapter 5: Platform Use Takes More than Trust: Designed Legitimacy on 
a Crowdfunding Platform 

Entrepreneurs in all fields are often seen as not having legitimacy when they begin 
their journey (Suchman, 1995). This paper examines how the use of digital arte-
facts—and a platform, in particular—might affect attempts by entrepreneurs to 
gain legitimacy. Through a theory-building, qualitative study of a crowdfunding 
platform, we ask the research question:  

How can a two-sided crowdfunding platform gain legitimacy? 

We found that legitimacy is something that can, when working with a digital plat-
form, be designed for. This is consistent with earlier research, which links legitima-
cy-building to the use of symbols, narratives, and material to indicate institutional 
conformance, most notably language and semantics are used (Garud, Schildt, & 
Lant, 2014; Martens, Jennings, & Jennings, 2007), and infrastructure (de Vaujany & 
Vaast, 2014). Symbols in the digital realm are, however, widely used in digital arte-
facts, for instance through in online branding (Rowley, 2004) or to convey identity 
online (Ma & Agarwal, 2007). However, they have never before been used to study 
legitimacy-building online. 

The main finding of this paper is that a platform is capable of not having legit-
imacy (as was the case in our empirical study), suggesting that a platform could also 
be seen as legitimate. This paves the way for future research into what it would 
take for such a platform to be perceived as legitimate. Moreover, the absence of 
legitimacy hints at the notion that legitimacy, as a social practice artefact 
(Deephouse & Suchman, 2008), can be attributed to a technological artefact. 

We offer the concept of “designed legitimacy”, which we define as “requires 
designing an artefact that, by virtue of its design, is compliant with key actors’ 
normative expectations in the field. It entails strategic legitimacy-building 
(Suchman, 1995) in that the features of the platform, and associated narratives, 
need to be presented as consistent with existing norms in order to attract key ac-
tors” as a way to obtain this legitimacy. 

We also find, consistent with earlier research (e.g. Garud et al., 2014) that (digi-
tal) narratives and stories articulated in the pursuit of legitimacy may themselves 
create new constraints or barriers to obtaining legitimacy. In this case, two-sided 
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platforms have to build legitimacy using online artefacts with both of their user ba-
ses, and that the requirements of this legitimacy building may be both competing 
and mutually exclusive. However, in this case it appeared as though legitimacy-
building was a two-stage process as legitimacy with one group required being per-
ceived as legitimate by the other.  

Chapter 6: Coding for Collective Action: The Case of the Digital 
Economic Social Movement of Bitcoin 

The belief that technology can solve both large and small social problems (e.g. 
Libert, Beck, Komar, & Estrada, 2017; Toyama, 2015) is widespread. While digital 
technologies like social media and forums have played outsized roles in everything 
from protests (Tufekci, 2014) to activism (Selander & Jarvenpaa, 2016), technolo-
gies have not yet been proffered by social movements as alternatives to existing 
social institutions. The Bitcoin infrastructure has been presented  as an alternative 
to a state-led financial system—depicted as overly centralised, meddlesome and 
untrustworthy—and to untrustworthy and inefficient banks (Nakamoto, 2008) by 
the Bitcoin economic social movement.  

However, digital infrastructures, like social movements, are controlled by dis-
persed individuals. It can therefore sometimes be hard to generate the social mo-
mentum needed to overcome certain problems. One of these problems is the 
collective action problem. That is, a problem that requires collective action in order 
to overcome—but where there is no clear individual incentive to act, or even an 
incentive for individual members of the collective to ‘free ride’ (Schelling, 1978). 

Research on digital infrastructures has highlighted the generative capacity of 
digital infrastructures, and the social evolution of the social movement is therefore 
tied up in the generative capacity of the underlying infrastructure—through its 
source code—in line with changing social and economic goals (Hanseth & 
Aanestad, 2003; Henfridsson & Bygstad, 2013). 

In order to examine how collective action occurs in economic social move-
ments, we therefore ask: 

How does collective action emerge in the digital economic social movement of Bitcoin? 

We found that digital infrastructures mediate in such a social movement, and de-
velop an understanding and vocabulary to talk about a digital economic social 
movement. Code, which is the substrate of such a movement, consequently leads 
to a) a novel form of collective (in)action; b) new frames for meaning and legitima-
cy, and c) ways for digital code to translate into social action, and vice versa.  
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Having discussed the individual papers contained in this thesis, I turn now to 
discussing their contribution(s) to the larger research question in this thesis. 

Zooming Out: the Bigger Picture 

As mentioned in the Introduction to this thesis, the overarching aim of this thesis 
is to explore how digital infrastructures and digital entrepreneuring interact and 
lead to the emergence of new infrastructures, in this case new financial infrastruc-
tures. The papers in this thesis map an intellectual journey and interests that have 
developed over the past four years. They therefore all lend themselves to helping 
us understand this overarching aim in different ways, and from different perspec-
tives (see Figure 1).  

Figure 1: How these thesis chapters contribute to our understanding of digital infra-
structures, including where digital entrepreneuring results. 

 
Taken together, they build layers of understanding around the functioning of digi-
tal infrastructures, themselves relational, through an examination of forks (Chapter 
2) and embeddedness (Chapter 3) I have labelled this understanding “Core Infra-
structure”—although this is shorthand, given that infrastructures can never be fully 
divorced from the social context in which they are used and perpetuated.  

Building upon this understanding of Core Infrastructures, I look at how digital 
entrepreneuring, as an infrastructure-mediated set of practices occurs, teasing out 
the impact of infrastructures themselves (Chapter 4), and on platforms that rely on 
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the infrastructures (Chapter 5). I have labelled this “Digital Entrepreneuring”. 
Lastly, I examine how Digital Entrepreneuring can be scaled up, or “writ large” 
through a social movement (Chapter 6). 

Core Infrastructure 

The first two papers in this thesis zoom in on the composition of digital infrastruc-
tures, and examine how their digital composition, and code in particular, affects 
what can and cannot be done with them—whether through entrepreneurship or 
otherwise. The first of these examines the generative potential of digital infrastruc-
tures through an examination of code forking. Through an examination of the 
Bitcoin blockchain, where the designers of the infrastructure built it and then dis-
appeared, we show how the digital infrastructure itself, through forking, plays a 
role in its own use and perpetuation. 

The shared norms in an OS community mean that forks are typically frowned 
upon, largely because multiple, incompatible versions of a software can discourage 
related future developments (Meeker, 2008; Nyman, 2015). However, in order for 
an infrastructure to evolve, it needs to respond to its environment, and it is very 
have for a large and distributed community to come to a consensus about the fu-
ture of an infrastructure. Forks become the infrastructure-anointed way to create 
new patterns of organising, and enshrine the rules for such organising in the sub-
strate of the new organisation: as forked code.  

Chapter 2 identifies three different technical changes to the underlying infra-
structure, and the implications that they have for organising through an empirical 
examination of the Bitcoin OS community. First, hard forks; they lead directly to 
new organisational outcomes though speciation, and rely on a complete code-level 
shift. Second, code development, which extends the extant source code, leading to 
supplementary organising and links to other organisations through adaptation. 
Third, the repurposing of existing code through pseudo-forks, which leads to similar 
outcomes through variation.  

These digitally encoded and infrastructure-mediated forms of organising are 
both reliant on the initial infrastructure and on the organisational influence of the 
original infrastructure. This is reflected in the coded-in, rules around how the or-
ganisation is structured; in this case, these rules included decentralisation, the dis-
tribution of power, the immutability of consensus-building, and democracy as the 
final arbiter of decision-making processes.  

It should be noted that this paper has links to Chapter 6; not only do forks al-
low for organising, they also allow social movements to organise themselves more 
effectively.  
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Chapter 3 examines the embeddedness of entrepreneurship in digital infra-
structures. It proposes a number of propositions that might guide future research 
into how infrastructural embeddedness impacts flexibility of entrepreneurial activi-
ty. As such, it draws on patterns of diffusion (e.g. Loh & Venkatraman, 1992; 
Lyytinen & Damsgaard, 2011), maintenance (Ghazawneh & Henfridsson, 2013; 
Leimeister, Ebner, & Krcmar, 2005; Moon & Sproull, 2008), reproduction 
(Baskerville & Myers, 2009; Swanson & Ramiller, 2004; Wang, 2010), and control 
(Eaton et al., 2015; Gosain, 2004) as they apply to entrepreneurship reliant on digi-
tal infrastructures. These propositions are summarised in Figure 2. 

Figure 2: Multi-level and nested embeddedness of entrepreneurial activity reliant on 
digital infrastructures 

 
 

Digital Entrepreneuring 

Although Chapter 3 theorises about the effects of digital infrastructure embed-
dedness on entrepreneurship, the next two papers take studies of entrepreneurship 
a step further: by examining digital entrepreneuring mediated by a new infrastruc-
ture (Chapter 4), and a platform (Chapter 5). In particular, these papers zoom in on 
a problem that entrepreneurs face at an early stage: obtaining legitimacy. 
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The first of these examines how the stigmatisation of a core digital infrastruc-
ture anchors digital entrepreneurs in that stigma, while the second examines how 
the design of a crowdfunding platform is vital to whether (and how) it comes to be 
seen as legitimate by a possible user base.  

Having legitimacy, in institutional theory, has entailed conformity to normative, 
structural and cognitive norms within a field (Suchman, 1995). However, new ac-
tors—and entrepreneurs in particular—are often the pioneers of improvements (or 
changes) to existing norms (e.g. Tornikoski & Newbert, 2007). They may therefore 
not yet have legitimacy because their firms are mediated by technologies that have 
not yet received widespread acceptance (van Lente, 2012) or because they operate 
from the periphery of a field (Henfridsson & Yoo, 2014; Wright & Zammuto, 
2013). Such legitimacy exists along a spectrum; on the one end actors can be seen 
as legitimate, but they can also be seen as not having legitimacy, being completely 
illegitimate, or stigmatised.  

They may therefore be seen as illegitimate, or stigmatised, because they chal-
lenge—or reject existing norms. As such, stigma is said to be “a collective stake-
holder group-specific perception that an organization possesses a fundamental, 
deep-seated flaw that deindividuates and discredits the organisation” (Devers, 
Dewett, Mishina, & Belsito, 2009: 157). 

Chapter 4 shows empirically how stigma affects the ideologically diverse 
members of the Bitcoin OS community differently, including entrepreneurs in this 
community, when the underlying infrastructure experiences stigmatisation—
although the cause is unclear.  

This paper shows that an infrastructure, itself a relational entity. “anchors” di-
vergent ideological groups, preventing them from distancing themselves from the 
OS community under conditions of stigmatisation. This is counter-intuitive: entre-
preneurs could “free-ride” on the OS community, but choose not to. We also de-
velop a model of how sub-groups within the Bitcoin community make use of 
ideology in articulating their stigma responses through group membership identifica-
tion, stigma interpretation, business model enactment, and response salience. Ultimately, 
this paper shows how responding to stigma while digital entrepreneuring reliant on 
digital infrastructures constrains the possible responses, but means that even ideo-
logically diverse entrepreneurs support one another. 

Chapter 5 shows empirically how a failure to build legitimacy might occur 
when digital entrepreneuring through a platform (as just one artefact in a digital 
infrastructure). In the case of this crowdfunding platform, design elements meant 
that the platform failed to be seen as providing a conduit for legitimacy—just 
meaning that it could not be seen as legitimate itself. 

This paper proffers a number of propositions around how designed legitimacy 
might be obtained, something that is fundamentally different to legitimacy-building 
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in the absence of a mediating digital artefact. We further develop propositions 
around legitimacy building mediated by this particular kind of digital artefact, 
namely a two-sided platform. In particular, we look at asymmetric and two-stage 
legitimacy building. 

Digital Entrepreneuring “Writ Large” 

As both Steyaert and Katz (2007; 2004) and Davidsson and Vaast (2010) point 
out, entrepreneurship is partly about the underlying economic endeavour that en-
trepreneurs undertake and partly about the social consequences of the economic 
endeavour. This means that a truly practice-based approach to the study of internet 
entrepreneurship can scale and look at how the economic “entrepreneuring” af-
fects social “entrepreneuring”.  

Chapter 6, the final paper in this thesis, examines the relationship between a 
digital infrastructure and a social movement in the case of Bitcoin. It finds that the 
codification of meaning by a social movement creates new conditions under which 
collective action can occur. Looking back on this paper, I would like to call this 
“distributed consensus”—and perhaps will have the opportunity to revise the pa-
per in line with this in the future. 

This paper offers an empirical example of a digital economic social movement, 
a case in which a digital infrastructure is proffered to replace existing financial in-
frastructures. It further shows empirically how digital infrastructures mediate, lead-
ing to a) a novel form of collective (in)action; b) new frames for meaning and 
legitimacy, and c) ways for digital code to translate into social action, and vice versa. 

Overall, these papers reveal three patterns that span infrastructures, showing 
how the practices of digital entrepreneuring together with digital infrastructures are 
fundamentally different to entrepreneuring without them. 

Contributions 
In the introduction to this thesis, I presented my overarching research aim, namely: 
understanding how does the interplay between digital infrastructures and digital 
entrepreneuring leads to new financial infrastructures emerging? Building upon 
existing understandings of digital infrastructures as embedded, complex relation-
ships between social activities (Star, 1999; Star & Ruhleder, 1996) and technical 
artefacts (Tilson et al., 2010; Yoo et al., 2010), this thesis teases out the fabric of 
digital infrastructures in the form of code (Chapters 2, 3 and 6), as well as the “fab-
ric” of social interactions through perceptions of legitimacy (Chapter 5), and ideol-
ogy and group identity (Chapter 4). 
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The main contributions of this thesis are 1) a conceptualisation of digital  
entrepreneuring as a concept, situated within IS literatures; 2) a deeper understand-
ings the role of digital infrastructure in affecting organising in general, specifically 
through code and design elements and 3) a deeper understanding of digital  
infrastructures’ role in digital entrepreneuring, especially around legitimacy and 
consensus.  

The Concept of “Digital Entrepreneuring” 

Building on the concept of “entrepreneuring”, which already exists on the fringe of 
mainstream entrepreneurship research (e.g. Johannisson, 2011; Mair, Battilana, & 
Cardenas, 2012; Steyaert, 2007), I develop a conceptualisation of “digital entrepre-
neuring”, as a way of studying entrepreneurship mediated by DITs, namely 
through the practices that result from interactions between the two.  

These infrastructure-level changes show that studies that treat digital entrepre-
neurship as a sub-type of entrepreneurship (e.g. as e-entrepreneurship (Matlay, 
2004) or as entrepreneurship in the internet economy (Jiwa et al., 2004)) miss much 
of the activities that give entrepreneurship in the digital realm its unique nature 
(Nambisan, 2016). Indeed, digital artefacts play far more of a role in digital entre-
preneurship than artefacts have done in any other area of entrepreneurship re-
search, making information systems a more natural home for such research.  

However, pursuant to the development of this concept, this thesis also pre-
sents findings that have implications for IS; entrepreneurship and organisation 
studies.  

Digital Infrastructures in Organising 

Social and Technical Embeddedness 

Although previous studies of infrastructure developments, for instance of electrici-
ty (Sine & David, 2003), telephones (Sawhney, 1992), and railroads (Jahanshahi, 
1998) have exhibited embeddedness, the scale of this embeddedness in the case of 
digital infrastructures is larger than ever before seen. In other words, the dyna-
mism, flexibility and generativity of digital infrastructures makes them far more 
complex—and unpredictable—than non-digital infrastructures (Tilson et al., 2012). 

This thesis shows the social and technical embeddedness of digital infrastruc-
tures and the implications of this for organising. In particular, it highlights, empiri-
cally how this embeddedness affects legitimacy building and perception (Chapter 5) 
and stigma response (Chapter 4). Theoretically, it highlights the role of co-
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ordination, the re-use of knowledge resources, network effects, standardised work 
processes and tighter coupling in limiting entrepreneurial flexibility through infra-
structure embeddedness (Chapter 3) 

These complex and multi-level ways in which activities and infrastructures are 
embedded in one another not only make organising using digital infrastructures 
unique, they constrain future entrepreneuring in ways that we have not yet con-
ceived of (and some we have, see Chapter 3). Indeed, it has been observed that 
digital firms like Facebook and Google have come to dominate online economic 
activity in ways never before conceived of (Dwyer, 2017; Garrahan, 2016; 
Sherman, 2017). The fact that they control artefacts that are fundamental to most 
modern social life explains some of this dominance. 

New Forms of Distributed Consensus 

Both code and group identities serve as ways for distributed groups of heterogene-
ous individuals, mediated by technology, to come to consensus about infrastruc-
ture evolution. In the context of digital entrepreneuring, this is done through goal-
directed practices, with the aim of economic value creation (Nambisan, 2016).  

Code, in particular, does this by making potential changes concrete and trans-
parent (Chapter 6), lowering the costs of information search and collaboration for 
distributed individuals. Moreover, it is both inscribed with social attributes (Chap-
ter 6), and generates social outcomes through organising (Chapter 2) and through 
its complex webs of embeddedness (Chapter 3). Despite this important mediating 
role, however, unintended consequences may still result (Zittrain, 2006). 

Group identities online allow for distributed consensus by connecting those 
with shared interests and identities that might not otherwise have met. The democ-
ratising nature of DITs (Chesbrough, 2003) means not only that more individuals 
are involved in innovation and entrepreneurship, but also that those with very 
niche interests or identities can find one another and rally together despite geo-
graphic barriers. The result is that they are able to form a critical mass online, 
where they might not have been able to rally the numbers in an offline environ-
ment (see Chapters 4 and 6). 

Digital Infrastructures’ Role in Digital Entrepreneuring 

Code and Design Mediate  

In a digital environment where competition is fierce, resources are scarce and the 
“rules of the game” unclear, digital entrepreneuring is particularly interesting—but 
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tricky. In particular, new ventures face so-called “liability of newness” (Suchman, 
1995) and have to become seen as legitimate. The status of being “legitimate” or 
“stigmatised” is a social, relational characteristic. In the past, it has been treated as 
something that only human relationships can convey or contain (Suchman, 1995; 
Weber, 1978; Zimmerman & Zeitz, 2002).  

Such relational characteristics have begun to be attributed to technologies 
(Benbasat & Wang, 2005). This because people do, in fact, treat computers and 
other digital artefacts as though they are more than simple tools (Reeves & Nass, 
1996), and also makes sense given the relational nature of digital infrastructure(s). 
However, while the technologies may have relational properties, the manner in 
which such technologies mediate relational outcomes (or not), for instance legiti-
macy, is poorly understood. 

This thesis builds on these understandings by showing specifically how legiti-
macy may be something that is actually built into a platform (Chapter 5), taking 
into account symbols and narratives (Garud et al., 2014). This designed legitimacy 
differs from offline legitimacy in that it (potentially) allows digital entrepreneurs to 
appeal to multiple interest groups simultaneously, as well as build legitimacy 
asymmetrically through designed-in elements. 

Moreover, elements of code mediate to lead to organisational and infrastruc-
tural outcomes, including new organisational forms (Chapter 2), and clearly defined 
social rallying points characterised by being at the intersection of social and tech-
nical needs (Chapter 6). 

Anchored in Communities and Infrastructures 

Researchers have pointed to how one identity (offline) can limit the expression of 
another identity (online), or “anchor” it (Zhao, Grasmuck, & Martin, 2008). Here, 
social dynamics offline anchor the perception of a platform’s legitimacy (Chapter 
5), and a digital infrastructure anchors diverse groups of entrepreneurs, limiting 
their options when it comes to, among other things, stigma response (Chapter 4). 

This anchoring means that individuals embedded in common infrastructures, 
whether technical or social in nature, become so closely tied to one another that 
despite considerable differences they must respond and interact with one another. 
This anchoring is important when one considers how standards in the digital world 
have become commonplace, and how convergence onto single infrastructures with 
multitudes of modules have been describes as the likely eventual outcome  
(Yoo et al., 2012). 

Having discussed the theoretical implications of this Introductory Chapter and 
the Chapters contained in this thesis, I turn now to discussing their implications 
for practitioners.  
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Implications for Practitioners 

Entrepreneurs are not the only actors that are being affected by digitalisation, and 
making use of digital infrastructures. This thesis has, in particular, two main impli-
cations for practitioners, whether entrepreneurs or otherwise. 

Designing (and Coding) for Social Outcomes (not just Functionality) 

This thesis shows that both design and the content of the code that comprises a 
digital artefact (especially artefacts that are subsequently rendered infrastructural) 
affects organising, both directly and indirectly. 

Artefacts are increasingly being released as “minimum viable product”; that is, 
as artefacts with only the most basic necessary functionality (Blank, 2013). While 
this provides entrepreneurs and organisations with a certain amount of agility, it 
comes at a cost: basic functionality may have unintended social consequences. This 
approach should therefore be tempered by consideration of the social needs of 
users and supporters. This could be done in at least ways. 

First, digital artefact design, whether its user interface or back-end operations, 
is often done separate from the main business of an organisation (Cross, Cowen, 
Vertucci, & Thomas, 2009). Those wishing to integrate the social needs of poten-
tial users and customers into artefact design are advised to involve those with 
knowledge of their social needs into artefact design. Indeed, practitioners are urged 
to consider carefully how they plan and implement their artefact design and im-
plementation and, if possible, to bring it within the purview of those responsible 
for strategic decisions and client relationships; both design and code will affect 
these at least as much as purely social interactions. 

Second, digital artefact design could be done with the social affordances of ex-
isting infrastructures in mind. For instance, artefacts designed for Facebook use 
should be designed to highlight Facebook qualities that suit their needs (e.g. 
“friendly” interface), while mitigating against association with some of the qualities 
they do not wish to be associated with (e.g. opaque retargeting practices).  

This advice is directed particularly to entrepreneurs, who build legitimacy and 
organising from the ground up, but it advice that may aid established firms—
particularly those in finance—that are adapting in response to digitalisation. 

Closer Ties  

The use and perpetuation of digital infrastructures has given rise to more connec-
tions between digital artefacts, organisations, and groups of individuals than ever 
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before imagined. This proliferation of connections means that individual organisa-
tions have to be increasingly mindful of the web of interdependencies created as a 
result of their DIT choices.  

Code standards, for instance, affect whom they can employ to develop digital 
artefacts, as well as with which other artefacts, and code forks may make them 
more—or less—reliant on common digital infrastructures like Google, SAP and 
others. While there are extensive benefits to be had from open innovation and 
other crowd- and OS-based innovations (e.g. Hippel & Krogh, 2003; Spaeth, 
Stuermer, & Krogh, 2010), choice of DIT—and control of DIT—is increasingly 
important. 

Practitioners are therefore advised to be cautious when choosing service pro-
viders, and investigate their interdependencies as much as it reasonably possible. 
For instance, data stored in a third party warehouse may be more, or less, accessi-
ble to hackers or scam artists, depending on that third party’s choice of DITs, cod-
ing language, and even location. These are therefore all things that a practitioner 
should take into account—and proceed with high caution until more is understood 
about how digital infrastructures emerge, their flexibilities, and how to control 
them. 

Mindful of Social Meanings Attached to Technologies 

What this—and other—research has shown, fairly robustly, is that technologies 
can no longer be considered mere “tools” in the pursuit of economic value  
creation (Drori et al., 2009; Orlikowski, 2010). Instead, they attract social mean-
ings, including legitimacy and stigma, in their own rights.  

These legacies are hard to break. Accordingly, once a technology has attracted 
a certain social meaning (e.g. in Chapter 4), it is hard to move away from it—even 
when the source of the meaning is unclear. 

These social meanings may also not be unified or heterogeneous; technologies 
may mean different things to different people depending on, for instance, their 
ideologies or the other groups with which they most closely identify. 

When it comes to pioneering new (and old) technologies, it is therefore not 
enough for organisations to overlay their own sets of meanings on a technology; 
the legacy of the meanings associated with the technology will anchor the organisa-
tion, no matter what it chooses to do. These associations can, of course, be posi-
tive. However, given the impact of negative social meanings, and their longevity, it 
is therefore important that organisations pioneering new services and products 
mediated by new technologies tread lightly, and that organisations making use of 
known technologies (e.g. distributed ledger technologies) consider pre-existing so-
cial meanings as part of their commercialisation strategies. 
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Having discussed both the theoretical and practical implications of this re-
search, I turn now to discussing its limitations and presenting some suggestions for 
future research, before concluding. 

Limitations and Directions for Future Research 

This thesis has just dipped its proverbial toe into the depths of both digital entre-
preneuring and digital infrastructures. As such, the directions for future research 
are considerable. 

First, this thesis only looks at the earliest stages of digital entrepreneuring, spe-
cifically while entrepreneurs still experience liabilities of newness. How digital en-
trepreneuring in general, and specifically digital entrepreneuring mediated by digital 
infrastructures, occurs the whole way through the entrepreneurial process is there-
fore ripe for investigation. This thesis presents in Chapter 3 a number of proposi-
tions for future investigation, but the possibilities are nearly limitless. 

Second, the role of code and design in organising, digital entrepreneuring and 
other relational processes is still emergent. While design thinking is fairly well es-
tablished in IS scholarship (e.g. Heinrich & Riedl, 2013; Helms, Giovacchini, 
Teigland, & Kohler, 2010; Von Krogh & Haefliger, 2010), it has yet to reach en-
trepreneurship and entrepreneuring. Similarly, while code is reasonably well-
understood in technical journals, its role as an arbiter of change (and stability) in 
social or relational situations is poorly understood. 

Lastly, embeddedness. I have only skimmed the surface there too. As Terry 
Pratchett in Small Gods, among others, might have said: “it’s no use--it’s turtles all 
the way down!”, when it comes to the digital and the relational. 

The single biggest limitation is the relatively large changes that both financial 
infrastructures and other infrastructures have seen as a result of digitalisation. 
These studies, as case studies within this larger context, therefore run the risk of 
only having captured some of the complexity of what is occurring (Gibbert, 
Ruigrok, & Wicki, 2008), despite my best efforts to dig deeper through the use of 
multiple data sources, multiple methods, both empirics and theory, and the use of 
longitudinal data. Moreover, these changes are still emerging—so the findings that 
I present here, while robust at the time of writing, may need to be revised as digi-
talisation continues in the financial sector. 
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Conclusion: Entrepreneuring in Emerging 
(Financial) Infrastructures  

Over the 4 years it has taken to write this thesis, drastic changes to financial infra-
structures have emerged, both through entrepreneuring and what one might call 
“intrepreneuring”.  

Drawing on research around digital artefacts and infrastructures in the infor-
mation systems literatures, I described how digital artefacts have either been ig-
nored, treated as an exogenous force or as mere products of human agency in the 
past (Orlikowski, 2010). In a day and age when digital artefacts are integral to en-
trepreneurial endeavours, and where constellations of digital artefacts have come to 
form infrastructures upon which entrepreneurs rely, I aimed to understand their 
role in relational processes, specifically entrepreneuring. 

This integral role, where digital artefacts and infrastructures influence what is 
possible and what is not when it comes to entrepreneuring has led to new practic-
es, or what I call “digital entrepreneuring”. The practices themselves have emerged 
from a combination of the old and the new. Existing norms are still important (e.g. 
in Chapters 5 and 6), but digital infrastructures play a significant role in communi-
cation, legitimacy, and in organising.  

This is because the emergence of new financial infrastructures is mediated both 
by digital infrastructures and digital artefacts, and by the relationships that actors 
have with these artefacts. The relationships that tied these constellations of activity 
together in this thesis included embeddedness (Chapter 3) and anchoring (Chapter 
4), but there are likely many more relationships that both help and hinder the 
emergence of new digital infrastructures.  

These multiple, distributed relationships are characteristic of digital infrastruc-
tures (Yoo et al., 2012). However, digital infrastructures also provide ways for dis-
tributed actors to coordinate, especially through code forks (Chapter 2), and by 
making decisions concrete through code, reducing the costs of information search-
ing and coordination (Chapter 6). Despite these coordinating functions, new digital 
(financial) infrastructure emergence is, as Susan Leigh Star describes:  

[Infrastructure] is fixed in modular increments, not all at once or globally. Because in-
frastructure is big, layered, and complex, and because it means different things locally, it 
is never changed from above. Changes take time and negotiation, and adjustment with 
other aspects of the systems are involved. Nobody is really in charge of infrastructure. 
(1999: 382) 
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As a result, the changes to the underlying infrastructure are not only distributed 
and piecemeal, the artefacts added and subtracted lead to social dynamics in their 
own right. These social dynamics include, but are not limited to: a) distributed  
consensus, b) anchoring, and c) embeddedness. 

Capturing these dynamics, however, is easier said than done—and this thesis 
took a practice-inspired approach to studying entrepreneuring mediated by DITs, 
or what I call “digital entrepreneuring” in order to capture these dynamics.  

This thesis adds to the burgeoning literature showing empirically the im-
portance of digital artefacts in their own use and perpetuation (Leonardi, 2013; 
Orlikowski & Robey, 1991), in this case in digital entrepreneuring. It shows how 
digital entrepreneuring is fundamentally different than entrepreneuring outside of 
the digital realm insofar as mediation by the digital fundamentally alters entrepre-
neuring processes.  

In summary, this thesis makes three main contributions. First, it explores, de-
scribes and justifies a conceptualisation of “digital entrepreneuring”, situated with-
in IS literatures. Second, it gives us a deeper understanding of the role of digital 
infrastructure in affecting organising in general, specifically through code forking 
and the designing-in of symbols and interactions to support relational outcomes. 
Third, it outlines a deeper understanding of digital infrastructures’ role in digital 
entrepreneuring, especially when it comes to (il)legitimacy and consensus.  

 



 

Chapter 2 

Coding as Organising:  
Code Forking and Generativity  

in the Bitcoin Community5 
 

                                           
5 Authors contributed equally, co-authored with Jonas Valbjørn Andersen of the IT University of Copenhagen. 

This paper will be submitted to the Journal for the Association of Information Systems’ Special Issue on the Opportunities 
and Challenges of Blockchain Technology in March 2018.  





 

 
 
 

Abstract 
Digital infrastructures play an increasingly central role in shaping existing organisa-
tions and creating new ones. Research on digital infrastructure has rested on the 
assumption that infrastructures are developed to support pre-existing organised 
activities. However, with the rise of new digital infrastructures supporting open 
source projects and blockchain communities such as Bitcoin, digital infrastructures 
may also increasingly play a role in organising; that is, they have technical charac-
teristics that give rise to new patterns of organising. Specifically, forking of the un-
derlying source code and subsequent community adoption is observed to trigger 
new patterns of organising.  

In order to explore and develop this concept, this paper investigates code fork-
ing in the distributed digital community of Bitcoin, an Open Source development. 
Our study examines how code itself plays a role in infrastructural evolution, and 
how the code changes that result create new patterns of organising, namely “speci-
ation” through hard forks, “adaptation” through development forks, and “varia-
tion” through pseudo-forks. These forks are illustrated, analysed and discussed for 
deeper understanding of their role(s) in organising.  

 
Keywords:  Bitcoin, Blockchain, Online communities, Digital infrastructure, code 
forking  
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Introduction 
The Bitcoin community belongs to a new breed of organisation: without offic-

es, managers, contracts, policies or payrolls, and without strategies, charters or 
business plans, these organisations are fluid and digital in nature (Barrett, Oborn, 
& Orlikowski, 2016). In this particular case, an organisation emerged around a digi-
tal infrastructure, known as the Blockchain, and was shaped by the online activities 
of a community of distributed individuals, known as an Open Source (OS) com-
munity.  

Interest in the Blockchain has grown in recent years; where once it was largely 
known for its role in automating transactions made using the cryptocurrency 
Bitcoin, it is today being developed for other purposes, including the transfer of 
other kinds of assets, and for recordkeeping (Morisse & Ingram, 2016). The origi-
nal Bitcoin Blockchain, however, was not built to support these kinds of individual 
or organisational aims. Although its founder(s), pseudonymous Satoshi Nakamoto, 
discussed in a white paper how it might revolutionise the finance industry, it was 
not developed by an organisation with the intention of changing the industry, 
merely of showing how this might be done (Nakamoto, 2008). Moreover, its 
founder(s) withdrew from the development of the project at a very early stage—
leaving a new community to form around it. As the infrastructure pre-dated the 
community, it drove how the community developed and was organised.  

Evolution of the infrastructure was decided by community members’ adoption 
of pieces of code. However, they could not use the infrastructure for anything oth-
er than its original sets of functions without changing it considerably, and these 
changes were constrained by elements of the infrastructure’s source code. This 
constraining function of code has not been as visible in infrastructures that have 
previously been studied (Iannacci, 2010; Kuk & Janssen, 2013). 

The underlying source code puts limits on what members of the community 
can do. For instance, the entry of a new transaction onto the blockchain by a miner 
is communicated to the other miners in the network in order to for them to verify 
that it is legitimate and consistent with previous entries (and does not come from a 
fake account, for instance). In this way, the Bitcoin infrastructure is kept up to 
date, and its contents are verified and stored by other miners. The software is de-
signed so that transactions can only be added onto the blockchain after verification 
by the rest of the actors, and cannot be removed once entered without changing 
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the entire blockchain.6 The blockchain therefore becomes more-or-less unassaila-
ble. This position is secured by virtue of a part of the source code in the Block-
chain protocol, which says that the version of the software, which includes the 
blockchain, held by the majority of miners is the “real” Blockchain (Nakamoto, 
2008a; Taylor, 2013). 

This code implementation prevents individual actors from changing the block-
chain. However, it also has another effect: in order for large changes, known as 
code forks, to be made to the Blockchain, the majority of ‘miners’ (community 
members that process transactions) has to adopt them. When this occurs, those 
miners running the version that is in the minority are seen to be running a de facto 
alternative. That is, they are no longer running a compatible version of the infra-
structure—neither the source code that they run nor the transactions entered into 
minority-held alternative blockchain will be recognised by the original source code. 
This is, however, only true when the versions are inconsistent with one another; 
more subtle implications apply when minor updates of the code or consistent code 
additions are involved. 

In their seminal 1996 paper, Star and Ruhleder outline what scholars of digital 
infrastructures today consider to be a foundational understanding: infrastructure is 
something that “…becomes infrastructure in relation to organised practices” (1996, 
p.112, emphasis ours). Consequently, one of the explicit characteristics of infra-
structure is that it relies on established organisational practices. This notion is ech-
oed in studies of digital infrastructures; Henfridsson and Bygstad, citing Malhotra 
et al (2004) for instance, describe them as “…partner interface-directed infor-
mation systems that enable an enterprise to process information collected from its 
supply chain partners so as to create new knowledge” (Henfridsson & Bygstad, 
2013: 909). Indeed, this sentiment is expressed as one of the explicit assumptions 
underlying the study of infrastructures: “Infrastructure does not grow de novo; it 
wrestles the inertia of the installed [organising] base” (Star & Ruhleder, 1996: 113). 

However, research on digital infrastructure has also highlighted the generative 
capacity of digital infrastructures to transform organisations (Hanseth & Aanestad, 
2003; Henfridsson & Bygstad, 2013). This notion of generativity in digital infra-
structures suggests that embeddedness in an a priori organisational context and ex-
isting installed base is of diminishing importance to digital infrastructures, to a 
point where a pre-existing organisation might not be necessary for subsequent or-
ganising by online communities or others. Instead, organising (notably by online 
communities) may emerge independently or in the periphery of a pre-existing or-
ganisation. As flexible digital infrastructures and organisation co-evolve (Tilson et 

                                           
6 Although there is some discussion around how much control is required to retrospectively change the block-

chain, see e.g. Eyal, I. and Sirer, E.G., 2014, March. Majority is not enough: Bitcoin mining is vulnerable. 
In International Conference on Financial Cryptography and Data Security (pp. 436-454). Springer Berlin Heidelberg. 
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al., 2010), the question therefore becomes one of how organising takes place in 
online communities based on digital infrastructures without a pre-existing organisa-
tion. As members of OS communities, a subset of online community, are the most 
in command of the digital infrastructures that mould their community, they make 
an ideal community for study. This paper therefore seeks to answer the research 
question:  

What is the role of code forking in digital infrastructures in the organisation of OS 
communities? 

We address this question through a multi-method, longitudinal case study of the 
emergence and evolution of the Bitcoin community from the Blockchain infra-
structure over the course of six years. The Bitcoin Blockchain, while an infrastruc-
ture, does not have an organisational legacy. Instead, the infrastructure was created 
in isolation: by an anonymous individual or group of individuals who later severed 
ties with the project. As such, Bitcoin does not have an ex ante organising base, as it 
was severed from whatever organisational base it once had. Instead, organising 
emerged from and around the infrastructure as it evolved. For the time being, the 
Bitcoin Blockchain is an extreme and isolated case. However, it is instructive in 
providing insight into the larger phenomena of organising associated with digital 
infrastructures (Siggelkow, 2007), especially as digital infrastructures gain signifi-
cance within both existing and emerging organisations. It is worth noting that the 
Bitcoin Blockchain has inspired a variety of other Blockchain-based infrastructures 
(e.g. Ethereum, hyperledger, etc.), but for the sake of being able to draw clear em-
pirical boundaries we focus only on the Bitcoin Blockchain. This research may 
nevertheless have implications for understanding these second (and third) genera-
tion(s) of digital infrastructures. 

This paper is structured as follows. First, we examine the existing literature on 
digital infrastructures to identify organising principles. Based on our review of ex-
isting literature, we propose and substantiate how coding, and specifically code 
forking, acts as a mode of organising. Thereafter we present the case background 
and research design, before showing how code forking in the blockchain infra-
structure led to organisational change in the Bitcoin community. Finally, our re-
search findings and their implications for –organising among online communities 
are discussed. 
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Organising in Digital Infrastructures 
Star and Ruhleder (1996) observe in their seminal work on infrastructures that in-
frastructures are most apparent when they fail. This ability of infrastructures to 
recede into the background highlights how they emerge: someone does something 
in relation to someone (or something) else, thereby mobilising a collection of arte-
facts, which we consider emergent digital infrastructure, e.g. a customer buys 
goods from a vendor via a card payment infrastructure, colleagues exchanging 
emails etc. Infrastructure therefore relies on some form of organised activity by an 
group of actors in order to be considered an infrastructure: “Analytically, infra-
structure appears only as a relational property, not as a thing stripped of use” (Star 
& Ruhleder, 1996: 113).  

Consequently, digital infrastructures have been described as a as the layer of 
code upon which both platforms and applications are built (Tilson et al., 2010). 
Infrastructures entail the employment of technology to facilitate existing organisa-
tional practices (Vaast & Walsham, 2009). Henfridsson and Bygstad (2013) observe 
that infrastructure is often used as an independent variable to support other organ-
isational processes and aims, for instance knowledge creation (Malhotra et al., 
2004), performance gains (Rai, Patnayakuni, & Seth, 2006) or outsourcing process-
es (Tanriverdi, Konana, & Ge, 2007). Such organising practices are a foundational 
element of infrastructure: an infrastructure is fundamentally something, which 
supports some organised relational practice through which it is actualised (Star, 
1999). The focus of previous theorising around digital infrastructure has empha-
sised how organisational structures (Henfridsson & Bygstad, 2013) and boundary 
objects (Eaton et al., 2015) determine infrastructure development.  

Digital infrastructures have, moreover, been said to be incredibly flexible and 
generative (Yoo et al., 2012). While limits to this generativity from outside, for in-
stance through control points (Herzhoff et al., 2010) or boundary objects (Eaton et 
al., 2015), the role of the digital infrastructure in limiting its own generativity has 
not been explored. 

This is despite the existence of a broader in the information systems literature 
for research that interrogates the role of digital artefacts in their own use and per-
petuation (Leonardi, 2013; Orlikowski & Robey, 1991), especially in organisations 
and organising processes. However, in the context of infrastructures, this call has 
remained unanswered. This may largely be because it is hard to conceive of the 
development of an infrastructure without an overarching set of organisational aims 
in mind.  
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Existing Views on Infrastructure Organising 

Digital infrastructures have been argued to possess an “…overall capacity to pro-
duce unprompted change driven by large, varied, and uncoordinated audiences” 
(Zittrain, 2006: 1980). The result is emergent (Edwards, Jackson, Bowker, & 
Knobel, 2007) and even ‘accidental’ progress, or innovation (Austin, Devin, & 
Sullivan, 2011). However, previous studies have not explored the mechanisms that 
explain how digital infrastructures, apart from those wholly controlled by single 
organisations (Ciborra, 2000; Eaton et al., 2015), lead to this progression or inno-
vation through organising. This begs the question of whether digital infrastruc-
tures, in an age of increased automation and digital ubiquity, do indeed carry the 
seeds of their own evolution.  

Received literature on digital infrastructure represents at least four distinct 
principles representing different views of how organised social practices give rise 
to digital infrastructures; namely through adaptation, inscription, interaction, and 
management choice.  

First, adaptation views see digital infrastructure evolution as a result of the ef-
forts of distributed human actors to adapt to their environment and to other actors 
(Braa et al., 2007; Hanseth, Jacucci, Grisot, & Aanestad, 2006). Adaptation views 
build on developments of complexity theory (Holland, 1995; Mol & Law, 2002). 
For example, Hanseth & Lyytinen (2010) propose a theory of how digital infra-
structure design can account for the adaptability of distributed actors, and Nan 
(2011) explores how the use of distributed digital technology emerges as adapta-
tions between users, technology and tasks.  

Second, inscription views describe how infrastructures evolve as human actors 
translate and inscribe their interests into assemblages of technological components, 
thereby seeing infrastructures as evolving networks of human and non-human ac-
tors (Aanestad & Jensen, 2011; Hanseth & Monteiro, 1997; Yoo et al., 2005). 
Building on actor network theory (Callon, 1986; Latour, 1987), inscription views 
emphasise the relationship between human actors and technology in translating 
and inscribing behaviour in structural terms and see infrastructure evolution as 
changes to a set of relations between humans and technology as human actors 
mobilise resources to support some more or less organised action. For example, 
Eaton et al. (Eaton et al., 2015) describe how the tuning of boundary resources by 
a network of distributed human actors affect digital infrastructure evolution.   

Third, interaction views argue based on the premise that an infrastructure’s 
evolution should be seen as a process of continuous interaction between its users 
and stakeholders as they engage in sensemaking around an organised activity. 
Drawing from theories of collective learning and work practices (Lave & Wenger, 
1991; Wenger, 2000), interaction views see infrastructure evolution as a result of 
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interactions within a given community-of-practice resulting in the formation of 
socio-technical relations (Pipek & Wulf, 2009; Star & Ruhleder, 1996; Vaast & 
Walsham, 2009). For example,  sustained participants in OS communities consist-
ently engage in situated learning that both made conceptual contributions of advis-
ing others and practical contributions by improving the code (Fang & Neufeld, 
2009). 

Finally, management views emphasise the role of management decisions in fa-
cilitating infrastructure evolution. Infrastructure evolution is seen as a process by 
which managers initiate and implement changes to information technology infra-
structure in order to align strategic IT capabilities and strategic objectives (Beckert, 
1999; Child, 1997). For instance, Broadbent & Weill (1997) explain how managers 
through thorough understanding of the strategic context of their organisation can 
define maxims to determine the infrastructure capabilities they should implement 
to achieve their business objectives.  

Table 7: Existing understandings of organising in digital infrastructures 

Organising principle Description  Theoretical foun-
dation 

Example references 

Adaptation Distributed actors adapt to 
their environment through 
changes in tasks, technolo-
gy and relations 

Complexity theory Hanseth & Lyytinen (2010) 
Nan (2011) 

Inscription Existing organisational prac-
tices are inscribed in tech-
nological artefacts 

Actor Network 
Theory 

Aanestad & Jensen 
(2011) 
Eaton et al. (2015) 
Yoo et al. (2005) 

Interaction Interactions in a community 
of practice resulting in new 
socio-technical relations 

Collective learn-
ing and communi-
ties-of-practice 

Fang & Neufeld (2009) 
Pipek & Wulf (2009) 
 

Choice Choice of infrastructure 
governance and organis-
ing as a result of informed 
management decision 

Strategic choice 
theory 

Beckert (1999) 
Broadbent & Weill (1997) 
Child (1997) 

 
The principles outlined in Table 7 share three main assumptions about infrastruc-
ture organising: first, that infrastructure-organisations are built upon pre-existing 
organised practices (Star & Ruhleder, 1996). Second, in the course of infrastructure 
evolution, human behaviour is inscribed into the technological components of the 
infrastructure (Hanseth & Monteiro, 1997), and third that changes to the infra-
structure require coordination among heterogeneous and distributed human actors 
(Ciborra, 2000; Hanseth & Lyytinen, 2010).  
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However, these assumptions mean that existing conceptions of digital infra-
structures do not fully account for the emergence of the Bitcoin infrastructure. 
Moreover, they fail to account for a situation in which human behaviour is con-
strained by the infrastructure itself, such that adoption becomes a key organising 
principle. In the following, we propose and substantiate an additional organising 
mechanism of digital infrastructures: adoption through code forking.  

Coding as Organising 

Infrastructures have been said to evolve based on common organising conven-
tions, and rely on installed base inertia in adhering to shared standards (Edwards et 
al., 2007; Star & Ruhleder, 1996). One of the areas in which maintenance and 
changes in digital infrastructures are visible is at the level of the source code which 
comprises the infrastructure (Nyman & Lindman, 2013). Indeed, source code is the 
very material that dictates how the infrastructure works, including the rules where-
by platforms, applications and other modules can connect with it.  

As research attention turns to the importance of digital materiality in organis-
ing (Gherardi, 2009; Leonardi, 2011; Orlikowski, 2007), the practice of coding of 
digital infrastructures is increasingly deserving of consideration when it comes to 
its role in organising. Indeed, although some conceptions of materiality consider 
only those things with tactile embodiment as “material” (Orlikowski, 2007), others 
argue that all “objects, sites, and bodies” (Ashcraft et al., 2009: 2) that have signifi-
cance should be considered in organising (Leonardi, 2010). Without engaging in 
the debate around whether digital code should be considered material, we never-
theless propose that insofar as such code affects social and organising processes it 
should be considered as a mechanism of digital infrastructure organising.  

The complexity of digital infrastructures at large-scale goes beyond that of tra-
ditional systems design (Hanseth & Lyytinen, 2010; Henfridsson & Bygstad, 2013; 
Tilson et al., 2010; Yoo et al., 2010). Due to the scale and complexity of digital in-
frastructures, distributed forms of control are often the only way to organise digital 
infrastructure (Hanseth & Lyytinen, 2010; Star & Ruhleder, 1996). In general, the 
sheer task of maintaining the infrastructure requires more resources and knowledge 
than a single person or organisation possesses, leading to a distribution of both 
control and decision-making structures (Yoo et al., 2010). This means that digital 
infrastructure effectively become ‘doubly distributed’ networks in which “…both 
organizational and technological controls are distributed among heterogeneous 
actors and artefacts ” (Yoo et al., 2008: 1).  

The heterogeneity and programmability of digital technologies have led to new 
forms of generative and distributed organisations, where digital technologies and 
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organising meld together (Dhanarag & Parkhe, 2006; Yoo et al., 2008). In other 
words, the creation of organisational form takes place through the production of 
computer code. Digital code has dynamic (Aho & Hopcroft, 1974; Kitagaki & 
Hikita, 2007) and even agentic capabilities (Andersen, Lindberg, Lindgren, & 
Selander, 2016). The importance of digital code for infrastructure organising there-
fore lies not only in how it represents organisational practices, but also in how it 
plays an active role in organising.  

Building on existing research on digital infrastructure (Hanseth & Lyytinen, 
2010; Henfridsson & Bygstad, 2013; Tilson et al., 2010) we therefore propose that 
digital infrastructures, through generative and emergent changes to digital code, 
have the potential to foster new forms of organising. This is particularly through 
the adoption of code, but a necessary pre-condition for the adoption of new code 
is its development, including through forking. Next, we move on to discuss how 
code, and code forking operates as an organising process. 

Code Forking as Organising 

The most well-understood communities of source code developers are OS devel-
opers. These developers initiate and organise themselves around the desire to find 
a solution to a particular problem, or ‘shared itch’ (Raymond, 1999), and produce 
source code in order to do so. In these communities, both changing and maintain-
ing the source code (infrastructure) is done jointly, and both bugs within the code, 
and threats to the infrastructure (for instance from hacking) are dealt with collec-
tively by members of the community. Among such communities, changes to the 
underlying code are commonplace, and expected (Fang & Neufeld, 2009). Often 
there is consensus as to what should be changed or fine-tuned, and why. Such 
changes to the code are discussed among developers and contributors and, as such, 
visible in, for instance, online forums (Phang et al., 2014), although it may take ne-
gotiation to come to an agreement and some members of the community may be 
more active than others (Phang et al., 2015). These projects are run against the 
backdrop of an OS licence. Although there are many kinds of OS licence, they typ-
ically allow, at a minimum, the free re-use of code covered by that licence. As a 
result, splits from the original OS project cannot be prohibited, although are typi-
cally discouraged (Nyman, 2015). 

Given the fact that maintenance of the infrastructure—and therefore its evolu-
tion—is shared, what happens when there is a disagreement about the future of the 
infrastructure from within the community? In non-distributed and proprietary set-
tings, the problem is solved with reference to the organisation’s hierarchy 
(Dahlander & Magnusson, 2005; Kartseva, Hulstijn, Gordijn, & Tan, 2010). How-
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ever, in the case of an OS community, the answer is less simple: in general, mem-
bers of the community try to come to a negotiated settlement (Nyman, 2015), but 
in exceptional cases some developers diverge in their opinions of the future of the 
project, and two (or more) inconsistent versions of a project are created.  

These spin-outs are known as ‘forks’, and are defined as when “a part of a de-
velopment community (or a third party not related to the project) starts a com-
pletely independent line of development based on the source code basis of the 
project” (Robles & González-Barahona, 2012: 3). These have been classified as 
having three types: code fragmentation, pseudo-forking, and code forking 
(Raymond, 1999). The first two types involve the distribution of the original code 
along new channels, but the resulting new distributions of the code are both com-
patible with the old version and benefit from future developments in the parent 
code (Nyman, 2015). However, a code fork is a complete change in the underlying 
code such that the new version of the code and the old version of the code are 
forward incompatible. In previous studies of forks, only one kind of fork has been 
observed. However, where source code is used to support infrastructure, both 
forward and backward compatibility are at issue. This is because an infrastructure 
can contain a historical record in a way that other OS projects may not need to. 
We therefore distinguish between these two kinds of forks; namely the “soft” fork, 
which is only forward-incompatible, and the “hard” fork, which creates a fork that 
is both forward and backward incompatible. 

These forks are typically frowned upon by the OS community, largely because 
of the impact on both community and individual developers’ reputations (Nyman, 
2015; Weber, 2004) and because multiple, incompatible versions of a software can 
discourage related future developments (Meeker, 2008; Nyman, 2015). Conse-
quently, within and beyond OS communities, forks in the source code are a key 
visible element in the instantiation of digital infrastructure organisation. As such, 
the notion of code forking provides a theoretical lens through which digital infra-
structure evolution and organising can be studied.  

What follows is a description of how we studied forking through a longitudinal 
research design. 

Research Design 
In order to answer the research question of how digital infrastructures evolve new 
forms of organising in OS communities, we conducted a longitudinal, multi-
method (Venkatesh, Brown, & Bala, 2013) study of an emerging digital infrastruc-
ture covering a period of six years. In the following section, we first discuss our 
case selection and background before explicating data collection and analysis. 
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Our choice of case was driven by the need to meet four basic requirements: 
first, the infrastructure had to be an extreme case of where code lead directly to the 
emergence of organisational outcomes. Second, we had to be able to identify dis-
tinct instances of forking and adoption. Third, the infrastructure selected as case 
setting needed a history spanning over a longer period of time allowing us to study 
its evolution in both detail and scale. Finally, the infrastructure should have good 
records of both code forking and organising practices to allow us to analyse the 
implications of code forking on organising.    

To our knowledge, there is currently only one infrastructure that meets these re-
quirements: the Bitcoin Blockchain. It uses coding as organising, is relatively long 
lived, and has good digital trace records. Although the OS software has been re-used 
to create new infrastructures (e.g. Ethereum, Ripple), these next generation applica-
tions are still emergent and, as cases, are still ongoing and therefore trickier to study 
(Yin, 2003).Moreover, as an infrastructure with a sizeable and distributed user and 
supporter base, forum data provides good records of both when forks occurred (or 
could have occurred) and the underlying social contexts of these forks.   

Data Collection and Analysis 

Our aims with this research were 1) to identify and understand code forking events 
of significance to the organisation of the Bitcoin community as well as their broad-
er context, and 2) to establish the role of code forking on the organisation of the 
Bitcoin community. Our data collection and analysis therefore took into account 
these two objectives, and are summarised in Table 6.  
Overall, our methods were grounded in inductive reasoning and rested on the use 
of three sources of data: a series of ten interviews with Bitcoin entrepreneurs, digi-
tal trace data from the Bitcoin online community, and extensive documentation 
and. Our primary data source was forum data, and our computational analysis was 
triangulated against interview data and documentation. This was in order to 1) im-
bue our computational findings with context, as provided by interviews (Gaskin, 
Berente, Lyttinen, & Yoo, 2014) , and 2) to ensure the veracity of our findings. 
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Table 8: Overview of data collection and analysis 

Data Source Description  Analytical Techniques Research Outcome 

Digital traces 

314 551 digital trace rec-
ords of interactions col-
lected from the 
bitcointalk.org community 
over a six-year period, 
including records referring 
to the Bitcoin source code 
as well as organisational 
changes 

Latent Dirichlet Alloca-
tion (LDA), the results of 
which were coded to 
identify the main fork-
ing events that oc-
curred, and the 
context in which they 
occurred 

Identification and 
characterisation of 
organisational chang-
es during each forking 
event 

Interviews 

10 formal, semi-structured 
interviews recorded and 
transcribed verbatim. 
The interviews focussed on 
key events in the Bitcoin 
community (forks, regula-
tory changes, stigma), as 
well as on the interview-
ees’ understandings of the 
community and infrastruc-
ture’s strengths and 
weaknesses 

We used open and 
axial coding to pro-
duce analytical mem-
os (Miles & Huberman, 
1994) around the signif-
icant code forks, un-
derstand the 
background of the 
community, and high-
light major associated 
events. This enabled us 
to verify findings in the 
primary data source, 
namely the forum da-
ta.  

Identification of a 
sequence of signifi-
cant events in which 
the Bitcoin source 
code was forked, 
including the type of 
forking for each event. 

Documents 

56 Press articles 
71 Blog posts on topics 
related to forks and other 
conflicts (e.g. political 
ideologies) in the commu-
nity from other sites (e.g. 
Bitcoinfoundation.org, 
Coindesk.com, 
Techcrunch.com, medi-
um.com) 

Identification of envi-
ronmental conditions 
and important periods 
in the history of the 
Bitcoin community 

 
We collected the digital trace records (Hedman, Srinivisan, & Lindgren, 2013; 
Howison, Wiggins, & Crowston, 2011) of community interactions across 314 551 
interactions scraped from the Bitcoin forum bitcointalk.org covering a period from 
October 2010 to June 2016. Bitcointalk.org is a forum dedicated to discussions 
around Bitcoin, primarily in English. It is among the most prominent forums used 
by Bitcoin enthusiasts. However, unlike mainstream forums like Reddit.com, it is 
often used specifically by Bitcoin professionals meaning that interactions on 
Bitcointalk.org are particularly linked to the development of the Bitcoin code base. 
Furthermore, it contains sections that are both general and specific in nature; for 
instance, threads around the technicalities of the Blockchain and mining, as well as 
more discussions of a more organisational nature. We opted to examine forum da-
ta rather than a code repository like Github as the motivations and context of 
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technological change, as well as the resulting organisational practices, are better 
reflected in this kind of fine-grained semantic data. 

We began by analysing forum data from the Bitcoin community across five 
phases. Each period was analysed separately using computational techniques on 
digital trace data (Hedman et al., 2013; Howison et al., 2011) to generate open 
codes for each time interval, analogous to what is done in manual coding (Glaser & 
Strauss, 1999). The collected digital trace data was divided up into five phases: Oc-
tober 2010-December 2011 (57 220 interactions), January-December 2012 (84 100 
interactions), January 2014-July 2015 (122 409 interactions), August-September 
2015 (25 431 interactions), and October 2015-June 2016 (25 379 interactions). We 
began a first level coding of the data using the computational natural language pro-
cessing technique Latent Dirichlet allocation (LDA) implemented in the open 
source statistical software R (Blei, Ng, & Jordan, 2003). LDA is a generative topic 
model that reveals patterns in a set of documents by extracting unobserved group-
ings (latent themes) based on semantic similarities between different parts of the 
data (Sievert & Shirley, 2014). LDA discovers latent themes within a collection of 
documents by sampling a topic for each word at every iteration of the algorithm 
and ranking words based on their relevance to each topic, which therefore has a 
unique distribution over words that can be compared using cosine similarity 
measures (Chuang, Manning, & Heer, 2012).  

Analysing semantic clusters of terms by topic allowed us to discern combina-
tions of topics under discussion by users related to each forking event. This peri-
od-by period clustering was then compared with analytical memos (Miles & 
Huberman, 1994) generated through an analysis of 10 interviews and a number of 
online documents to ensure its validity. These additional sources were necessary 
because of the risk of losing context when conducting computational analyses 
(Gaskin et al., 2014). Thus, while forums provided the primary data (and the main 
analytical findings), analytical memos based on other data sources provided vital 
context. These analytical memos were created after open and axial coding of the 
interviews and documents described in Table 2 (Glaser & Strauss, 1999). During 
coding, we looked for important forking events and the type of forking involved, 
as well as for the social environmental contexts co that influenced the Bitcoin 
community.  

The three sources of data were combined to generate a thick longitudinal anal-
ysis of the organisational antecedents and outcomes of specific code forks in each 
period. Based on this analysis, we produced a thick description (Bechky, 2006) of 
the role of code forking, as a mechanism, in organising in the Bitcoin community. 
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Patterns of Coding as Organising  
in the Bitcoin Community 

Our longitudinal analysis of the Bitcoin infrastructure and community revealed 
three distinct patterns by which the practice of developing the underlying source 
code was instrumental in shaping how not only the digital infrastructure but also in 
(self-)organising the online community. These patterns of potential organising be-
come visible on the level of code forks, with adoption turning these potential 
changes into actual changes. 

Figure 3: Forking in the Bitcoin infrastructure 

 
 
What is interesting to note is that code forks occurred in response to the changing 
environmental conditions in which the infrastructure existed. This is consistent 
with existing understandings of infrastructure as including organisational practices 
and contexts, as well as the artefacts themselves (Star & Ruhleder, 1996). As this 
was a longitudinal study, we could examine not only when and why the code fork-
ing in the digital infrastructure evolved into potential new organisational forms, but 
also when new ideas were incorporated into the existing infrastructure through 
adoption. The three distinct forms of code forking i.e. development forks, pseudo-
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forks and hard forks, their environmental conditions, and an overview of the se-
quence of forking events of importance to the online community are contained 
in Figure 3.  

In the following, we analyse how each form of code-forking led to a specific 
pattern of organising. Inspired by terminology well-established in systems biology 
literature, we address how different types of organisation occurs in response to 
environmental stimuli (Zimmer & Emlen, 2013).We have called these patterns of 
organisation emergence ‘speciation’, ‘variation’ and ‘adaptation’. Each pattern of 
pattern is illustrated through an empirical example and related to similar instances 
in order to discern the specific characteristics of each pattern.  

Hard Forks as Organisational Speciation 

The first pattern of coding as organising is driven by a hard fork to the underlying 
code; that is, a fork in the code that created a new infrastructure that is both for-
wards- and backwards- incompatible with the existing infrastructure. If the com-
munity adopts this ‘forked’ version of the code en masse, it will become the 
dominant infrastructure. In fact, one might even say that it becomes the infrastruc-
ture, while the previous versions of the code are discarded or held by a less influen-
tial minority. We will refer to this pattern as ‘speciation’, or the creation of a new 
species of infrastructure  

A particularly illustrative example of a hard fork is that of the BitcoinXT (fork 
5). In June 2015 two prominent developers of the Bitcoin source code suggested 
that the sustainability of the project was in jeopardy. In late 2015, Bitcoin transac-
tions began to be delayed and a backlog of transactions grew. In other words, the 
infrastructure began to fail (Hearn, 2015). An infrastructural shift, known as 
BitcoinXT (“XT”), necessitating a change in the underlying source code was pro-
posed as a solution. This proposed solution would entail increasing the size of each 
block in the blockchain from 1mb to 4mb: 

As Bitcoin has grown, so have the blocks. Reasonable traffic projections indicate that as 
Bitcoin spreads via word of mouth, we will reach the limit of the current system [with a 
1mb block size] sometime next year, or by 2017 at the absolute latest. And another 
bubble or press cycle could push us over the limit before even that. The result might 
not be pretty. So it is now time to raise the [block size] limit, or remove it entirely. 
(Mike Hearn, Aug 15, 2015) 

Increasing the block size would reduce the number of miners able to run the soft-
ware (owing to issues around processing power), but would increase Bitcoin’s 
transaction handling capacity. Opponents of this change labelled the original ver-
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sion of the infrastructure Bitcoin Core, and they argued that, among other things, 
XT was untried and may not scale well (with which XT proponents disagreed). 
They also argued that this change would make the project more centralised, putting 
more power in the hands of fewer miners—who could make more drastic changes 
in the future. This back-and-forth shows how political beliefs affected how code 
changes were perceived, affecting willingness to adopt. In essence, they agreed with 
the need to do something, but argued that the technical shift to XT would change 
the social practices whereby the infrastructure operated, namely by centralising 
control of the source code. OS communities often identify strongly, so controver-
sial attempts to change it are often taken personally (Ren et al., 2012): 

Bitcoin’s own former lead dev, Gavin, and his henchman Hearn are in the process of 
sabotaging Bitcoin from the inside. You will hear about it when their XT Trojan horse 
deploys its payload, and attempts to force us all to join their altcoin at Bitcoin’s ex-
pense. (July 9, 2015, 03:42:23 PM) 

The rules for how a potential change to the root code of the Blockchain can occur 
are enshrined in the source code. In essence, minor changes that create compatible 
versions of the software are dealt easily, while major changes, like in this “fork”, 
require active adoption. Only majority adoption of a change will mean that the root 
source code is changed. Participants in the network, whether miners or entrepre-
neurs running platforms on the Blockchain infrastructure, have to choose which 
version to run. Ultimately, the version that garnered the most support would be-
come the “real” Blockchain.  

The attempt to fork the Blockchain source code ultimately resulted in two for-
ward- and backward-incompatible versions of the Blockchain: Miners did not 
adopt the XT version of the code in sufficient numbers to make it the dominant 
version of the Blockchain. Moreover, swathes of the Bitcoin community also boy-
cotted entrepreneurs and users who switched over to XT. The changes to the 
source code were therefore not internalised, resulting in what would become what 
the community called a “hard fork” to the source code. Unlike a soft fork, wherein 
the new version of the infrastructure is compatible with those running the old ver-
sion of the software, a hard fork would entail those running old versions of the 
software being unable to read/recognise changes in the new version. 

This hard fork to the Blockchain was prompted by environmental changes 
around the infrastructure, to which a response was needed. The source code gov-
erned what changes could and could not be made, and the fork itself became a re-
ality through two changes. First, through code changes to the infrastructure, and 
second, through adoption.  Substantial adoption above a certain threshold was 
needed for the material, code-level changes in order for the new version to be con-
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sidered the “real” infrastructure, especially as the changed source code was pro-
spectively and retrospectively inconsistent with the previous source code.  

This hard fork created two ‘species’ of infrastructure; the original Blockchain 
and the alternative Blockchain that resulted from a hard fork that substantially al-
tered the underlying source code so much that it made the two pieces of infrastruc-
ture inconsistent with one another. However, this hard fork was just one 
instantiation of evolution. In order to test for the generalisability of a hard fork 
leading to speciation in infrastructure evolution, as well as to test for other possible 
mechanism of digital-first infrastructure evolution, we expanded our observations 
and inductive analysis to span 6 years. At the time of data collection, this was  
the lifetime of the Bitcointalk.org forum dedicated to the infrastructure and  
the community. 

Other instances of speciation through hard forks include fork 7 in which some 
members of the Bitcoin community saw the future of the infrastructure as being as 
a part of the existing financial system, not as a parallel currency system. One of the 
sticking points in this area was the fact that more Bitcoins could not be created at 
will; the Bitcoin source code dictated that they could only be created through min-
ing, and at a decreasing rate up to a maximum number. However, the mainstream 
financial system relies heavily on credit. In early 2013, this was seen as both a merit 
of the Blockchain system and a possible stumbling block to greater integration of 
the mainstream and Bitcoin financial systems. Altering the system such that it 
could issue credit would have required a substantial change to the Blockchain sys-
tem. Unlike the XT change, the environmental pressure exerted in favour of this 
possibility was not sufficient to drive the hard fork it would take to make it a reali-
ty. As such, it was a hypothetical hard fork that was never adopted at the level re-
quired to become a new form of organising.  

The final hard fork (fork 8) revolved around alternative uses of Blockchain-like 
infrastructures other than for Bitcoin, and is driven at least partly by the limitations 
the Blockchain was seen to have at that point. Users point both to the fact that 
Bitcoin transactions are slow (as was the case with XT), and to the fact that the 
Blockchain in its then-incarnation did not easily allow for the storage of other 
kinds of information, or the execution of smart contracts. This results in several 
major hard forks, the most-discussed of these are Bitcoin Classic and Ethereum. 
Bitcoin Classic, like XT before it, proposes to increase the size of the Blockchain 
in order to facilitate a larger number of transactions more quickly, while Ethereum 
is developed to facilitate the use of the Blockchain technology for other kinds of 
applications, for instance smart contracts, and has effectively resulted in the emer-
gence of a separate OS community. This community is both operationally and ide-
ologically distinct from the parent community. 
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These three different hard forks represent substantial organisational changes. 
In the case of this distributed infrastructure, the code forking mechanisms around 
adoption require that substantial changes be backed by substantial adoption. In 
essence, the code supports and reinforces the status quo, while changes to it would 
require significant resources and mobilisation on the part of would-be forkers. The 
organising mechanisms at work here could pan out in one of two ways: for the 
hard fork to be absorbed by the infrastructure would require adoption by users on 
a large scale. There is therefore a social element to an otherwise technical evolu-
tion; the combination of the two are what leads to internal evolution, or what we 
later call “variation”. 

The exact implications of organising depend on the precise changes made to 
the underlying source code, but in the case of hard forks, change necessarily in-
volve completely new organisational structures. In the case of a shift to XT, for 
instance, the technical centralisation of the infrastructure (by making mining harder 
and therefore raising barriers to entry) would put control over the infrastructure 
into the hands of fewer—meaning that future decision making would be controlled 
by a sub-set of the existing (or a new) community. Moreover, as a larger block size 
would facilitate wider use of the Blockchain and make it a competitor for the likes 
of Visa and Mastercard, its mainstream appeal is likely to change the composition 
of the community for which Bitcoin has become known, partly through the change 
in control structures and partly through changing who has an interest in maintain-
ing the infrastructure. Thus, this fork creates new organisational forms in the 
community: it changes power dynamics and thus future decision-making, as well as 
the composition of those in power.  

Thus, the creation of a whole new organisation—with new practices and mean-
ings—requires both a change in source code and a substantial amount of adoption. 
Speciation is therefore an instance of infrastructure evolution framed according to 
code-level changes, and implemented at the level of user adoption. 

Development Forks as Organisational Adaptation  

Variations on the level of code use were not the only forms of organisation driven 
by forking of the underlying source code. Adaptation, or developments that added 
to the underlying source code, were also important and influential drivers of com-
munity organising. Development forks built upon the underlying source code to 
enable new technical functions which, in turn, led to adaptation in the community 
through a combination of code and practice changes. 

One of the most extensive, and common, adaptations revolved around how 
the infrastructure led to the development of entrepreneurship-focused adaptations 
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of Bitcoin (fork 2). These adaptations involved the development of code that built 
upon the existing source code without introducing incompatible elements. Some 
examples of this include the development of wallets to hold Bitcoin currency, and 
analytical tools that conduct analytics on the contents of the underlying blockchain 
infrastructure. 

As these developments built upon the existing source code, they enabled new 
code uses; most notably entrepreneurship through the creation of start-ups and 
corporate ventures. However, they also incorporated the organising elements in-
herent in the underlying source code. One member of the community expresses 
how new adaptations were accepted by the community under certain conditions:  

Please understand that I have great respect for the work you’ve done. Your service is 
very well constructed and well-loved for good reason.  While some of the things I’ve 
brought up might be improved with some tweaks here and there, much of it is simply 
the structural consequences of centralized services, trusted parties, web clients, etc…I 
don’t think our community should take any actions which promote centralization or 
consolidation due to systemic risk if nothing else… I don’t believe it should promote 
your wallet service either. (December 03, 2012, 03:02:53 PM) 

But entrepreneurship did not just extend to services that catered to the existing 
community. Instead, some of the adaptations facilitated by the infrastructure al-
lowed the infrastructure to interface with other infrastructures, enabling inter-
organisational linkages. One example is that of a Point-of-Sale (PoS) adaptation 
(fork 6), which built both upon the underlying infrastructure and on other adapta-
tions to extend the usefulness of the infrastructure: 

We have released an update of our Pos [Point-of-Sale] software witch includes a mod-
ule to connect and process payments trough Bitcoin-Qt wallet. So with this update, 
more than 3000 local busineses over the world who now are using Sysme Pos as point 
of sale software can have the tool to accept Bitcoins We hope that this will encourage 
them to accept Bitcoin as payment so this this project can make a step further. (June 05, 
2013, 09:53:11 PM) 

Such an addition was not only useful on the level of use, it also served to bring 
more stakeholders in when it came to supporting and engaging with the infrastruc-
ture. While the creation of entirely new adaptations led to the creation of new child 
organisations, adaptations that led to linkages with existing organisations had dif-
ferent organisational implications. They facilitated the transfer of some of the in-
frastructure’s organising practices, in whole or in part, to other hitherto unaffected 
organisations. 

Among the adaptations that built upon the infrastructure are those that would 
allow, in an indirect way, the infrastructure to perform additional functions. While 
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the Blockchain’s original architecture was intended as a proof-of-concept for the 
transfer of a currency, one adaptation allowed for the transfer and maintenance of 
a centralised database of something other than that currency (fork 9). In an adapta-
tion known as a sidechain, developers built upon the Blockchain to allow for an 
object-agnostic transfer which interfaced with the Blockchain: 

The paper proposes two-way pegged sidechains as an extension mechanism for 
Bitcoin.  The idea is that coins would be able to move from the Blockchain, to a 
sidechain, and then back again in a trustless way.  This would allow sidechains to im-
plement properties that are not feasible to implement on Bitcoin itself, while preserving 
the total number of Bitcoins. (September 10, 2015, 03:44:19 PM) 

Though it represents a drastic development, this fork was still consistent with the 
underlying source code. This meant that, like in forks 2 and 6, the new organisation 
that formed around the adaptation also relied on elements of the infrastructure’s 
coded-in organising practices in order to function. Thus, organisational adaptation 
was enabled (and constrained) by source code, through development forks. These 
development forks added to the existing organisation by attracting new users to the 
community, and by making the infrastructure itself able to support more things—
thus changing its character on the code level. 

Pseudo-Forks as Organisational Variation  

One of the most compelling patterns of organising that emerged from our longitu-
dinal examination was how the flexibility of the Blockchain source code not only 
drove substantial changes in the underlying source code, but also permitted organi-
sational variation when the environment encouraged them. These instances of var-
iation are visible in forks 1, 3 and 4, with the first two relating largely to the use of 
Bitcoin for illicit purposes, and the third related to the identification of the existing 
Blockchain as ‘Core’. 

During the early stages of the evolution of Bitcoin in 2011 and 2012 (forks 1 
and 3), many different kinds of users saw the new infrastructure as a potential for 
new ways of conducting transactions outside the established financial system. 
These forks, while seemingly something out of the ordinary do not entail any un-
derlying code change. They are therefore called ‘pseudo forks’ and entail a variation 
in the patterns of code use—but nevertheless ones that have organisational impli-
cations. These new use patterns attracted a number of people whom used the in-
frastructure to conduct illicit activities. As one user observes: 
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…I saw many a lot of devious schemes to earn bitcoin. Just like HYIP, PONZI, Gam-
bling, Bet etc. I am very afraid of RIBA. therefore, for guidance and assistance will be 
appretiated. Thanks (March 03, 2012, 12:38:21 AM) 

This was made possible by the nature of the source code itself. Indeed, the quali-
ties of decentralisation and semi-anonymity—seen as elements of building a new 
technical system based on trust in a system rather than individuals or institutions—
paradoxically also gave users the possibility to use the system for transactions that 
many in the community considered to be unethical, including transactions involv-
ing drugs on the Darknet,7 and Bitcoin-denominated scams:  

Of course, bitcoin is not the problem. People who misuse the bitcoin and abuse is are 
the ones who are the problem. If terorrist are using bitcoin, not really nice of them to 
shed bitcoin in a bad light. (November 24, 2015, 02:36:19) 

Another pattern of variation occurred when the Blockchain began to experience 
difficulties processing transactions: community members began discussing alterna-
tives and changes to Blockchain to deal with these transaction lags (fork 4). De-
fenders of the existing infrastructure, including its existing coded-in form, began to 
emphasise the organisational implications of the existing infrastructure. Moreover, 
they labelled the existing infrastructure ‘Core’ in response to attempts to change 
the source code. Much like the variations in practice that use of the infrastructure 
for illicit transactions, this kind of fork is an instance of practice-level variation on 
how the infrastructure is used:  

The code which powers the Bitcoin network can be found 
here: https://github.com/bitcoin/bitcoin. This code has evolved as long as Bitcoin has 
been around. But the debate over the block size limit and how to manage it has caused 
some of the best-known developers to set up another client for bitcoin, here: 
https://github.com/bitcoinxt/bitcoinxt... The former is now referred to as "Bitcoin 
Core", and the latter "Bitcoin XT". … From the XT github README: "Bitcoin XT is 
more experimental than Bitcoin Core, and has a strong emphasis on supporting the 
needs of app developers and merchants. By running it you not only provide additional 
services to the network but help build confidence in the implementations, contributing 
towards consensus for inclusion in a future version of Bitcoin Core. (May 31, 2015, 
05:28:36 PM) 

These new patterns of code use arose both in response to the possibilities that the 
infrastructure presented, as well as the environment in which both actors and the 

                                           

7 The most prominent case is that of Silk Road, an infamous online drug market that makes extensive use of the 
cryptocurrency Bitcoin.  
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community found themselves. In this case, organisational structures are changed 
through the proliferation of multiple ideologies, and the polarisation of certain 
practices within the community. Moreover, these practices may attract additional 
community members, affecting how the community interacts.  

Source code, through pseudo-forks, therefore led to organisational variation. 
While interpretation and narrative changed the structure and dynamics of the or-
ganisation, the pre-existing code limited (and enabled) the possible interpretations. 
Having demonstrated how code forks enable and constrain organising, and the 
subsequent role of use/code adoption, we turn now to discussing these findings 
and their implications. 

Discussion 
Code forking involves both changes to the source code itself, and to the interpreta-
tion and use of source code for new purposes. Our findings show that different 
variations in these two parameters lead to different organisational outcomes. The 
configurations of changes to source code and code use amount to distinct patterns 
of organising using digital code. The following discusses each of the patterns of 
coding as organising that emerged through code forking and adoption practices.  

Speciation is the process by which new organisational structures emerge from 
radical breaks in the source code. It requires both changes in the underlying code 
and in its adoption. For speciation to occur, code changes must replace existing 
source code base, whereby it creates a new infrastructure that is technically incom-
patible with the existing source code. This requires a complete reworking of the 
way in which the replacement code is produced, maintained, and applied in various 
contexts. This results in the creation of new organisational structures with new or-
ganising logics. In the case of Bitcoin, hard forks to BitcoinXT or credit based in-
stantiations of the infrastructure would both have resulted in the introduction of a 
trusted third party acting as a middle man between users. This would effectively 
introduce a new organisational structure departing from the distributed, non-
hierarchical organisation of the original infrastructure.  

Adaptation refers to the process by which new supplementary organisational 
structures emerge by leveraging the infrastructure’s existing source code. Adapta-
tion can be seen to add to existing organisational structures by adding to the un-
derlying code, and supplementing community membership. Adaptation involves 
code changes that rely upon the existing source code base and add to it, resulting in 
new use domains. The resulting supplementary organisational structures represent 
additions of new, yet compatible, organisational structures operating within the 
existing organising logic of the infrastructure. Examples of this in the Bitcoin infra-
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structure include the introduction of new entrepreneurial products based on the 
core infrastructure whereby a new company is formed, which is reliant on the un-
derlying infrastructure, and in some cases on other supplementary organisations.  

Variation refers to the process by which changes in the area of application of 
existing code, or in interpretations of the existing code, can connect seemingly un-
related organisational structures to that of the infrastructure. Variations in the pur-
pose of existing source code does not require any actual changes to the source 
code. Instead, the source code enables hitherto unexpected practices, which them-
selves have organisational implications. Examples from the Bitcoin case include 
fraudulent and illegitimate applications such as outright Ponzi schemes and gam-
bling applications designed to bypass existing regulation to allow for higher stakes 
even in high-risk games.  

The three types of code forking, how they manifest in code implementation 
and use as well as their antecedents and consequences are shown in Figure 4. 

Figure 4: Patterns of coding as organising through code forking 

 
 
The changes to source code and code use outlined in figure 2 are relational in na-
ture and the maintenance of the community infrastructure necessitates constant 
interaction. Digital infrastructures, unlike platforms and applications, do not have 
strict boundaries and cannot be defined through a specific set of functions or 
modules (Tilson et al., 2010). Instead, their boundaries are defined through use 
practices, and their very existence relies on the continued practice of use, mainte-
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nance and organising by a distributed group of users (Henfridsson & Bygstad, 
2013). 

The organisation of digital infrastructures takes place through a distributed 
process in which multiple users, through application of skilled knowledge and on-
going negotiation, contribute to the underlying infrastructure (Yoo et al., 2012). 
The range of competences necessary for successful institutional change to occur 
far exceeds the capabilities of a single actor (Yoo et al., 2012). These distributed 
actors contribute to this infrastructure through (hard, soft and pseudo) code 
changes, as well as new adoption practices (enabled and constrained by said code).  

These changes are often hotly contested at the level of adoption and use. In-
deed, the Bitcoin community, like other OS communities, discourages rogue 
changes through political ideology and community backlash (Dahlander & 
Magnusson, 2005; Kirsch, 1997). The OS nature of the code, however, means that 
on a technical level forking cannot be prevented—and thus the new patterns of 
organizing that result cannot be prevented either. 

Previous research has emphasised the embeddedness of digital infrastructures 
in the organisations which initially design and later rely on them (Hanseth & 
Lyytinen, 2010; Henfridsson & Bygstad, 2013; Star & Ruhleder, 1996). This extant 
research sees organisational change as leading to infrastructural evolution, rather 
than vice versa. By showing how organising takes place through code forking in 
online communities without pre-existing organisational structure, we aim to con-
tribute a better understanding of the role of the digital in organising in response to 
previous calls for research on the role of digital materiality (Leonardi, 2010).  

While previous studies of infrastructural evolution have shown how infrastruc-
ture changes as a result of organisational changes, this empirical work shows the 
reverse: how the infrastructure—whether through change or existing composi-
tion—at the level of code leads to new organising practices. While user interpreta-
tions and adoption of the code is a vital part of this process, the possibilities open 
to the user are defined according to the code-level composition of the infrastruc-
ture. Fundamental changes, or what we have called speciation, therefore require 
changes to the fabric of the infrastructure through hard forks. The purpose of this 
study was to understand how this occurred. 
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Conclusion and Directions  
for Future Research 

This paper provides an examination of the role of code in digital infrastructures 
that begins to build an understanding of how the act of coding digital infrastruc-
ture can lead to patterns of coding as organising.  

This paper therefore contributes to extant research on digital infrastructure in 
the following ways. First, it identifies and conceptualises a new mode of organising 
around digital infrastructures where code, and forking, are a necessary pre-
condition for changes in organisational structures, practices and composition. Sec-
ond, based on literature on code development in OS communities, it proposes, 
substantiates and empirically identifies the concept of forking to show how, and 
when, code development practices combine into an organisational change mecha-
nism. In so doing, it describes a vocabulary for describing the different patterns of 
coding as organising in online communities, and examines code forking as one way 
in which coding as organising occurs. Code forking leads to new organising tenets 
through variation, adaptation and speciation.  

These patterns of coding as organising are most prominent among OS com-
munities because members of the organisation themselves hold the skills, and 
tools, to enable code forks—a mechanism for organising in a digital-first world. 
While code-level, and thus organisational changes, are often hotly contested, both 
this paper and previous research in OS communities show that forking is some-
times unavoidable. As coding becomes more accessible and ubiquitous to non-
engineering tasks, for instance through improved user interfaces and automation 
and more accessible programming languages, it is likely that the patterns of coding 
as organising will become more common, and thus more deserving of close study. 
We therefore encourage future examination of the role of code, and code forking 
in particular, in organisational change and organising. 
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Abstract 
A rise in the use and development of digital infrastructures has affected organisa-
tions in unprecedented ways. Indeed, such infrastructures are typically treated as 
allowing for add-ons that are incredibly flexible and generative—allowing for new 
entrepreneurial firms to be similarly flexible and generative. However, we know 
from previous research into structural embeddedness that introducing a new pro-
cess, product or service will mean that it will be affected by existing practices and 
beliefs in the field. 

Drawing on existing theorising and empirical research around embeddedness, 
this paper examines the levels, and mechanisms, whereby embeddedness affects 
entrepreneurship using digital infrastructures. In so doing, it takes into account 
embeddedness’ impetus towards inertia, as well as towards dynamism. Overall, it 
suggests that embeddedness limits the flexibility of entrepreneurial activity reliant 
on digital infrastructures, but points to a number of mechanisms whereby flexibil-
ity is encouraged through multi-level and nested embeddedness. 

 
Keywords: entrepreneurship, digital infrastructures, generativity, flexibility, em-
beddedness 

 



86 CROWDS, COINS AND COMMUNITIES 

 
 
 

Introduction 
Digital infrastructures represent the base upon which much of our increasingly dig-
ital world is being built. Indeed, they have been said to have encouraged wide par-
ticipation in both service and product development and distribution, for instance 
through open source (Feller, Finnegan, Fitzgerald, & Hayes, 2008), the creation of 
new market conditions (Tilson et al., 2010) and by forming the base upon which 
flexible products and services can be built (Eaton et al., 2015; Yoo et al., 2012). 
Much has been made of the notion that these infrastructures can lead to high levels 
of flexibility, or what has also been called generativity (Tilson et al., 2010). For 
some, notably among lawyers, this apparent lack of limitations is cause for con-
cern—as it could lead to infrastructures being used in ways their creators did not 
intend (e.g. Zittrain, 2006). However, others have heralded this flexibility as de-
mocratising, and responsible for lowering barriers to entry (Chesbrough, 2006).  

Entrepreneurs are particularly keen on digital infrastructures insofar as they pro-
vide ready-made platforms for product and service sales (Eisenmann, Parker, & Van 
Alstyne, 2011), consumer marketing (Sawhney, Verona, & Prandelli, 2005) and de-
velopment infrastructure (Tiwana et al., 2010). However, digital infrastructures are 
not built or maintained in isolation, and nor are the modular new ventures that are 
built upon them. Rather, infrastructures are  thought of as being relational in nature; 
that is, embedded in human activities and reliant on them for actualisation (Star & 
Ruhleder, 1996). The extent to which digital infrastructures can be flexible and allow 
for unlimited entrepreneurship is therefore not just a product of their own charac-
teristics, but also a product of the contexts in which they are embedded. Given re-
cent interest in digital entrepreneurship as something distinct from other forms of 
entrepreneurship (Nambisan, 2016), understanding the limits to the generativity of 
digital infrastructures would further our understanding of digital entrepreneurship 
reliant on them. 

Drawing on previous literature around the dynamics of embeddedness (Dacin, 
Ventresca, & Beal, 1999; Nee & Ingram, 1998) and information systems literature 
around digital infrastructures (Star & Ruhleder, 1996; Yoo et al., 2010), this paper 
develops a multi-level model of the effect of embeddedness on entrepreneurs’ flex-
ibility when relying on digital infrastructures. It proposes embeddedness as a mode 
of control that limits the flexibility of entrepreneurial activity reliant on digital in-
frastructures. 
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Extant research has pointed to the tension between the generative, or flexible, 
nature of infrastructural systems and the necessity of control over these systems 
(Ciborra, 2000; Eaton et al., 2015; Ghazawneh & Henfridsson, 2013). However, 
rather than interrogating how the relational character of digital infrastructures has 
led to de facto limitations, they have focused on agent-centric forms of control, such 
as the use of boundary objects (Ghazawneh & Henfridsson, 2013) and distributed 
tuning across boundaries (Eaton et al., 2015). Studies of convergence in digital in-
frastructure have hinted at some of the consequences of embeddedness for infra-
structures (Herzhoff, 2014), but have not interrogated the mechanisms whereby 
this might lead to limitations on infrastructural flexibility, not least for entrepre-
neurs. Thus, while generativity is well-theorised and reasonably well understood, 
embeddedness is not.  

This paper seeks to expand on this perspective with reference to existing re-
search on digital infrastructures and embeddedness, asking the question:  

How can we understand the effect of embeddedness on the flexibility of entrepreneur-
ship using digital infrastructures? 

This paper is organised as follows: first, it examines extant literature on flexibility 
in digital infrastructures as it relates to entrepreneurship, zooming in on curbs on 
its flexibility. It then looks at structural embeddedness and mechanisms whereby 
this affects entrepreneurial activity, before then bringing the two together and de-
veloping a multi-level model of the effects of embeddedness on flexibility in entre-
preneurial activity using digital infrastructure. 

Embeddedness and Infrastructures 
Entrepreneurship has been defined as the discovery, creation and exploitation of 
opportunities (Shane, 2000; Venkataraman, 1997). However, while much of the 
entrepreneurship literature has pinned the success or failure of a new venture on 
specific individual entrepreneurs or firms, there has been a backlash against this 
hero-worship of individuals (Dey & Steyaert, 2010; Garud & Karnøe, 2003). In-
stead, the literature has increasingly shown that entrepreneurs build upon the work 
of others (Van de Ven, 1993), whether the skills and knowledge of individuals in 
multiple domains (Karnøe, 1996), or the resources provided by the system in 
which they choose to operate (Morisse & Ingram, 2016; Van de Ven, 1993). Ac-
knowledging the diverse resources, both social and technical, upon which entre-
preneurs rely means taking an approach to entrepreneurship that is more social 
than often seen in the entrepreneurship literature. Indeed, it means closely examin-
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ing how existing social and technological resources are recombined and trans-
formed pursuant to the creation of a new venture (Garud & Karnøe, 2003; 
Schumpeter, 1934). Moreover, such an approach also means approaching technol-
ogies as more than mere “tools”, but as constitutive of the entrepreneurial process 
(Scott & Orlikowski, 2014). 

Digital infrastructures are a context within which more and more entrepreneur-
ship has begun to be built. Consider, for instance, the entire entrepreneurial econo-
my built upon the Apple Marketplace (Eaton et al., 2015) or the emergent economy 
being built upon blockchain infrastructures (Morisse & Ingram, 2016). Both contain 
underlying digital infrastructure that millions across the globe render infrastructural 
by virtue of continuing to use them. Millions of entrepreneurs build modular appli-
cations that rely on the infrastructure’s code base, the network effects that it pro-
vides and its perceived flexibility (Nambisan, 2016; Yoo et al., 2010). 

Indeed, it is this very fact of relying on the infrastructure for their activities that 
renders a digital code base infrastructural. Digital infrastructures, unlike platforms 
and applications, do not have strict boundaries and cannot be defined through a 
specific set of functions or modules (Tilson et al., 2010). Both the relational nature 
of infrastructures and their complexity and scale mean that they are not infrastruc-
tures until they become foundational, and their status as infrastructural is both re-
produced, and embedded, by membership and conventions of practice (Star & 
Ruhleder, 1996). This reproduction and development is conducted by distributed 
actors drawn together by their shared use (Broadbent & Weill, 1998), and the con-
tents and terms of this reproduction and development are negotiated and shared 
(Hanseth & Lyytinen, 2010). Thus, Star and Ruhleder (1996) argue that the seminal 
question is not what is an infrastructure, but when.  

Infrastructures, for these reasons, are typically treated as being nearly infinitely 
flexible. This is both because they have a relational character and because one of 
the salient features of an infrastructure is that it allows modules to be built upon it. 
These modules rely on a pre-installed code base and limited pre-existing function-
ality. However, the modules need not interact with one another. Instead, they need 
only interact with the underlying digital infrastructure, in layers of modular archi-
tecture (Yoo et al., 2010). This means that nearly anything can be built upon a par-
ticular digital infrastructure, at least in principle, and the presence of other modules 
or functionalities does not preclude the development of new functions or modules 
(Edwards et al., 2007). This purely architectural approach to digital infrastructures 
has given rise to discussions around how, given this limitless potential for layered 
architecture, activity reliant on a digital infrastructure—typically called “evolu-
tion”—can be controlled, if at all.  
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Research into the limitations on this activity has largely followed this architec-
tural approach. Research has delved into three ways in which infrastructure, 
through its architecture, can be controlled. These are summarised in Table 9. 

Table 9: Existing conceptualisations of the constraints on digital infrastructures 

Manner of  
control 

Definition of constraint Theoretical foundation(s) Example references 

Control points The designing-in of nodes 
within the infrastructure itself 
that can be directly con-
trolled 

Design thinking, com-
plexity theory 

Broadbent & Weill 
1997;  
Broadbent et al. 
1999; 
Tilson et al. 2010; 
DeNardis 2012 

Boundary re-
sources (and 
objects) 

The designing-in of modular 
elements that can be directly 
controlled, allowing for indi-
rect control over the infra-
structure 

Innovation networks; 
boundary objects per-
spective 

Ghazawneh & 
Henfridsson 2013;  
Eaton et al. 2015 

Convergence The process whereby infra-
structures adopt similar 
standards, allowing for lim-
ited control 

Process theory, phenom-
enology 

Hanseth 2000;  
Herzhoff 2009;  
Herzhoff et al. 2010 

 
The first of these is through designed-in control points. In this conception, power 
is thought be something that is designed into the infrastructure. In the case of the 
internet, for instance, DNS, IP addresses and domain names are points in the ar-
chitecture upon which social actors such as ICANN or domain registrars can exert 
control (DeNardis, 2012; Mueller, 2010). Designed-in elements with technical 
functions may also serve as sites for political and economic debates as they are de-
signed and implemented (Bonaccorsi & Rossi, 2003), and they may also allow for 
the co-evolution of business processes reliant upon the underlying infrastructure 
(Broadbent et al., 1999). What is key to note is that this direct control over ele-
ments of the infrastructure using designed-in elements requires that, in many cases, 
the desire to control the infrastructure at that point be anticipated by the infra-
structure designers. If they are not anticipated, as is more often the case, they have 
to be added to the infrastructure piecemeal and ex post, as a new element. Moreo-
ver, direct control is exerted only at those points; control over other elements of 
the infrastructure is outside of the capabilities of this mode of control. 

In contrast, studies of the use of boundary objects and boundary resources to 
exert control have been seen to allow actors indirect control over much of the in-
frastructure. A study of Apple iOs’s service system, for instance, found that these 
boundary resources, which were continuously shaped and re-shaped, allows for 
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cascading actions of actions by the infrastructure (Eaton et al., 2015). Thus, those 
in control of the boundary resources also exerted indirect control over the manner 
in which the infrastructure developed, including the content and form of modules 
that were built upon it (Ghazawneh & Henfridsson, 2010). 

Lastly, studies of convergence look at how similar standards, and the impera-
tive to co-ordinate, have meant that infrastructures, like other digital artefacts, have 
converged on certain standards (Herzhoff, 2014). However, this form of control is 
very limited, not least because consensus around the formation of a standard is 
typically beyond the reach of a single actor (Garud et al., 2002). This this limitation 
on the evolution of the infrastructure does not allow for directed control, but ra-
ther places indirect architectural limitations on its evolution, with the formation of 
a standard occurring in a distributed manner. Studies of the processes whereby this 
standardisation and convergence occur are also still in their infancy. 

In general, the scale and complexity of digital infrastructures mean that distrib-
uted and indirect forms of control place few constraints on digital infrastructure 
evolution (Hanseth & Lyytinen, 2010; Star & Ruhleder, 1996).  

However, these architecture-centric approached underestimate the significance 
of embeddedness for relational activities. A very large number of studies in the ar-
ea of embeddedness have instead shown how social forces can shape economic 
activities reliant on artefacts—both enabling and constraining dynamic relation-
ships. This is true of digital infrastructures, much as it was the case with inter-firm 
networks (Uzzi, 1997), path creation among high technology firms (Garud & 
Karnøe, 2003), and developments in large, established firms (Greenwood & 
Suddaby, 2006). To truly understand the consequences of economic activities’ em-
beddedness requires an examination of “just how social structure constrains, sup-
ports or derails individual goal-seeking behaviour” (Portes & Sensenbrenner, 1993: 
1321), in this case taking into account both the social and the digital structure in 
which those activities are embedded.  

Infrastructural Embeddedness 

Embeddedness as a concept has been adopted by researchers in a number of 
fields—from economic sociology (Uzzi, 1996), to organisation theory (Dacin et al., 
1999), and network theory (Yan, Peng, & Tan, 2015). These perspectives all con-
textualise economic activity in patterns of social relations; Granovetter argued that 
“all market processes are amenable to sociological analysis and that such analysis 
reveals central, not peripheral, features of these processes” (1985: 505). Thus, em-
beddedness has come to be used as a counterpoint to studies that treated market 
transactions as rational, faceless and independent (Barber, 1995). Instead, market 
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activities are treated as contextualised and influenced by the contexts in which they 
are embedded. 

Zukin and DiMaggio (1990), in discussing the embeddedness of economic ac-
tion, identify four different kinds of embeddedness, namely structural, cognitive, 
cultural and political embeddedness. These perspectives are summarised in  
Table 10. 

Table 10: Overview of past studies into embeddedness 

Type of  
embeddedness 

Definition of embeddedness Theoretical foundation(s) Example references 

Structural  
embeddedness 

Actions embedded in inter-
actor networks where posi-
tion, status and practices 
affect economic activities 

Network theory, eco-
nomic sociology 

Gulati 1995;  
Uzzi 1996;  
Hargadon & Sutton 1997; 
Hite 2003 

Cognitive  
embeddedness 

Actions embedded in struc-
tured mental processes, 
including heuristics, norms 
around practices and bias-
es 

Cognitive psychology, 
economic sociology 

Zukin & DiMaggio 1990; 
Garud & Karnøe 2003 

Cultural  
embeddedness 

Actions embedded in cul-
tural models of authority 
and identity, where cultural 
forms may be either consti-
tutive or regulative 

Economic geography, 
economic sociology 

Goodstein 1994;  
Hoffman & Ventresca 
1999;  
Thorne & Saunders 2002 

Political  
embeddedness 

Actions limited (and ena-
bled) by external rules and 
governance structures 

Political economy Nee & Ingram 1998; 
Greenwood & Suddaby 
2006 

 
A structural (or relational) embeddedness approach to understanding the activities 
of a firm zooms in on the networks of other actors within which a firm is embed-
ded (Granovetter, 1985; Zukin & DiMaggio, 1990). This has come to be the domi-
nant lens through which the embeddedness of economic activity is viewed 
(Dequech, 2003; Swedberg, 1997). These networks of actors not only comprise 
strategically important relationships (Dacin et al., 1999), they also offer strategically 
important resources in several ways. First, they connect the firm to other firms in 
closely connected within network with relevant resources (Gulati, Nohria, & 
Zaheer, 2000); second, they connect the firm to arm’s length firms with resources, 
which complement those resources available in close networks (Langlois, 1992); 
and third, the position in the network may offer disproportionate benefits, for in-
stance if the firm spans gaps in the network (Burt, 1993). Such access to resources 
includes not only access to assets like money, technology and skilled employees, 
but also access to flows of information (Uzzi & Lancaster, 2003), and social char-
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acteristics like trust and legitimacy (Padgett & Ansell, 1993). Studies of structural 
embeddedness have shown how both competitive and cooperative relationships 
form in these networks (Gnyawali & Madhavan, 2001), that this embeddedness can 
affect managerial performance (Moran, 2005) and Open Source project success 
(Grewal, Lilien, & Mallapragada, 2006), and has led to new ways of understanding 
entrepreneurial behaviour (Simsek, Lubatkin, & Floyd, 2003). 

Cognitive and cultural embeddedness are said to be closely linked to one an-
other. While cognitive embeddedness refers to the “ways in which the structured 
regularities of mental processes limit the exercise of economic reasoning” (Zukin 
& DiMaggio, 1990: 15–16), cultural embeddedness refers to the “role of shared 
collective understandings in shaping economic strategies and goals” (Zukin & 
DiMaggio, 1990: 17) (p. 17). The two have been of particular interest for institu-
tional theorists, who argue that culture forms a coercive force that, when one is 
embedded in it, regulates behaviours (Dequech, 2003). Culture similarly provides 
sets of values within which firms operate and which, through individual cognition, 
shape firm behaviours. Although culture has been pointed to as an important 
shaper of entrepreneurial behaviour (e.g. Shane, 2000), collective values can be 
hard to pin down precisely—and much of the research into culture and entrepre-
neurship has relied on Hofstedes’s conceptions of national culture (1980, 2011). As 
a result, much of the research into the effects of cultural (and cognitive) embed-
dedness on entrepreneurship have relied on examining the institutions that com-
prise culture (Thornton, Ribeiro-Soriano, & Urbano, 2011). Studies have 
nevertheless found that culture shapes the perception of the value created by en-
trepreneurs (Korsgaard & Anderson, 2011), and that social capital—seen as vital 
for entrepreneurship—is culturally constrained (Audretsch, Aldridge, & Sanders, 
2011). 

Lastly, political embeddedness refers to the “manner in which economic insti-
tutions and decisions are shaped by a struggle for power that involves economic 
actors and nonmarket institutions, particularly the state and social classes” (Zukin 
& DiMaggio, 1990: 20)(p. 20). To my knowledge, political embeddedness has never 
been explored in entrepreneurial behaviour. However, business networks—
particularly international ones (e.g. Halinen & Törnroos, 1998; Welch & Wilkinson, 
2004)—get both their shape and their content from the political regimes in differ-
ent countries. 

Having discussed the different conceptions of embeddedness visible in extant 
research, I turn now to discussing how structural embeddedness and embed-
dedness in an infrastructure affect entrepreneurship. 
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Multi-Level and Nested Embeddedness 

Economic activities have thus been observed to be influenced both by their broad-
er environments and by more direct interactions (Osborn, Hagedoorn, Denekamp, 
Duysters, & Baughn, 1998). Indeed, this distinction is echoed both in classic socio-
logical theory, which distinguished between dyadic (one-on-one) environments and 
larger group environments (Simmel 1950), as well as in network studies of embed-
dedness. Granovetter (1992), for instance, distinguishes between the effects of dy-
adic relationships and the effect of the overall network on actors’ actions. He also 
points out that firms may belong to multiple networks with different and varying 
objectives; thus, are members of multiple, competing networks (Granovetter, 
1992).  

When it comes to the embeddedness of digital infrastructures, the vastness of 
the context in which entrepreneurial activity takes place means that they are em-
bedded in three layers of context. The first of these is the dyadic relationships that 
they undertake with other entrepreneurs, including both those with which they 
compete, and those with which they cooperate (Uzzi, 1997). The second of these is 
inter-organisational embeddedness, which refers to the relationships that they form 
with other organisations reliant and active in that particular infrastructure, for in-
stance regulators and funding providers (Avgerou & Li, 2013). Lastly, entrepre-
neurs are embedded in sociotechnical structures that include not just these social 
actors, but also the digital artefacts that comprise the infrastructure. These artefacts 
include other modules developed that rely on the infrastructure (as distinct from 
the entrepreneurs that developed them), inter-operable infrastructures and other 
elements of the infrastructure’s digital architecture, including digital code 
(Leonardi, 2010). 

The relational character of a digital infrastructure means that both modules and 
economic activities conducted reliant on it are, in turn, embedded in the larger rela-
tional structure. This means that entrepreneurs seeking to take advantages of the 
benefits of being part of an existing digital infrastructure embed themselves both in 
the infrastructure itself, and in its broader relational structure. Such a broader rela-
tional structure is known as “nested embeddedness” (Kenney & Goe, 2004). Con-
sequently, not only are entrepreneurs embedded in multiple levels of 
embeddedness, but these levels may themselves embedded in one another. 
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Entrepreneurial Activity and Digital 
infrastructures 

Field Embeddedness 

A field in which an entrepreneur operates is defined as a dynamic area in which 
actors and artefacts subject to the same regulatory processes or shared meanings 
operate (Scott, 1995), with the boundaries loosely defined to include all of those 
“in the same boat” (Dacin et al., 2002: 51). Although studies of fields have typically 
looked at human actors in the field, the pluralistic nature of fields (Jarzabkowski & 
Paul Spee, 2009) and the focus on activities in fields (Bourdieu, 1988) leaves room 
for consideration of other artefacts as important elements of a field. It is with this 
in mind that the field around a particular digital infrastructure includes not just 
stakeholders such as competitors, suppliers, regulators, and consumers 
(Greenwood, Suddaby, & Hinings, 2002), but also elements of the infrastructure 
itself insofar as they influence processes, shared meanings and common activities. 

Diffusion, Reproduction and Repurposing of Knowledge 

Drawing on studies into cognitive embeddedness on the field-level, one of the 
main influencers of entrepreneurship using digital infrastructures is the diffusion of 
ideas and activities (Dobrev, 2001). Entrepreneurship reliant on a digital infrastruc-
ture is, for the most part, knowledge work aimed at delivering a product or service 
(Bechky, 2006). While knowledge in many contexts is often “sticky” or context-
specific (Szulanski, 1996) and tricky to convert from tacit to explicit knowledge 
(Nonaka, 1994), this is less the case in this kind of knowledge work. Previous stud-
ies of knowledge transfer, which supports knowledge work, in information systems 
have distinguished between “knowledge as object”, the kind of knowledge that is 
portable, “knowledge as cognition”, the kind of knowledge that is needed to make 
sense of objects (for instance through procedures and optimisation), and 
“knowledge as capability”, the skills and expertise to put objects and cognition into 
practice (Hsiao, Tsai, & Lee, 2006). Source code and expertise has a long history of 
being shared online, whether through open source repositories like Github (Shaikh 
& Cornford, 2003) or in peer-to-peer forums devoted to collectively supporting 
development (Fadel, Meservy, & Jensen, 2015).  

Much of the knowledge involved in development of a module for an infra-
structure is codified in the form of object code or source code (Alavi & Leidner, 
2001), as modules built upon digital infrastructures take the form of digital code 
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(Yoo et al., 2010). Indeed, the existence of this codification and sharing culture 
mean that source code, seen as “knowledge as object” (Hsiao et al., 2006) is fre-
quently transferred not just directly from one individual to another, but released 
for general use and appropriation. Indeed, such code often turns up in other soft-
ware projects, whether legally or illegally (Haefliger et al., 2008). These low barriers 
to entry and the ease with which such code can be reproduced makes it incredibly 
likely that this code will be reproduced, in whole or in part, by entrepreneurs. This 
will both enable the production of more entrepreneurial ventures, but is likely to 
mean that they are less unique, thus suggesting a limitation on flexibility. One ex-
treme case that has already been observed is cases of copycat versions of digital 
applications becoming available through infrastructures like Google Play (Goodin, 
2013). Accordingly I propose that: 

Proposition One: Reproduction of knowledge-as-objects available online limits the 
flexibility of entrepreneurship based on digital infrastructures  

In the same vein, the ability to interpret this codified knowledge requires not just 
access to the publicly available digital code, but also requires that individuals can 
make sense of the code that is available. This “knowledge as cognition” once re-
quired that and individual have a high level degree in computer science. Today, 
however, the availability of online resources, both in the forums already mentioned 
and through online courses means that the cognitive knowledge needed to repur-
pose pieces of pre-existing code is publicly available, usually for free or very little 
(Al-Atabi & DeBoer, 2014). However, online courses often teach only the most 
popular coding languages, and forums dedicated to common languages are the 
most extensive—and thus most useful. The availability of these online resources 
makes the repurposing of code for new and unique purposes more likely. Howev-
er, the dominance of certain languages is likely to limit the scope of this flexibility. 
Accordingly, I propose that:  

Proposition Two: Repurposing of digital code, using knowledge as cognition, both en-
ables and limits the flexibility of entrepreneurship based on digital infrastructures 

Both reproduction and repurposing make use of a combination of knowledge 
available publicly within the field (McLure Wasko & Faraj, 2000). However, the 
production of the resources that make them possible rely on patterns of dyadic 
interactions. Accordingly, reproduction and repurposing are a product of dyadic 
embeddedness nested in field embeddedness. 

While reproduction and repurposing do not require much in the way of crea-
tivity, taking existing code, understanding it, and applying it in a whole new realm 
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requires knowledge as capabilities (Avital & Te’Eni, 2009). This kind of knowledge 
is harder to obtain online, in part because it is hard to codify and in part because 
existing repositories of expertise cannot, by definition, cover unique and unex-
plored applications of existing code and existing understandings in the form of 
new entrepreneur-drive modules. However, this foundational knowledge can sup-
port the development of this creativity. Accordingly, I propose that:  

Proposition Three: Reproduction and repurposing allow for the diffusion of old ideas, 
encouraging flexibility in entrepreneurship based on digital infrastructures 

These field- and nested effects are, however, not the only level in which entrepre-
neurs and the infrastructure are embedded. Instead, entrepreneurs are also in-
volved in interactions, whether repeated or once-off, with a network of other 
organisations.  

Inter-Organisational Embeddedness 

Individual firms have a long history of cooperating with one another (Tjosvold, 
1984). In general, cooperation is done because it is thought to be of mutual ad-
vantage, for instance through cutting costs by sharing assets (Johnson & Johnson, 
1996), reducing transaction costs, improving internationalisation or otherwise 
providing a firm with competitive advantages (Johnson, Cullen, Sakano, & 
Takenouchi, 1996) or organisational knowledge (Inkpen, 2000). However, this kind 
of coordination has elements of power inherent in it, a dynamic typically examined 
in studies of political embeddedness (Dacin et al., 1999).  

When it comes to entrepreneurship on digital infrastructures, multiple kinds of 
cooperation are necessary. The first of these is cooperation between the entrepre-
neur and the organisation that maintains the digital infrastructure, while the second 
is between individual actors, or dyadic relationships. In order to effectively cooper-
ate, previous research has shown that firms need to have both common objectives 
and joint activities (Hagedoorn, 2006). 

While there are instances of infrastructures that are disconnected from an or-
ganisation (See Andersen & Ingram, this thesis), most infrastructures are wholly or 
partly operated by an organisation, although they are typically influenced by other 
organisations and stakeholders. This influence is visible in the patterns of distribut-
ed maintenance and development of the infrastructure (Yoo et al., 2008). These 
stakeholders, in turn, set standards that entrepreneurs must adhere to if they want 
to make use of the underlying infrastructure. Here, I make a distinction between 
standards and categories.  
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Coordination through Standards and Categories 

The standards I am referring to are largely artefact-based; for instance de jure 
standards that are necessary for module-infrastructure compatibility (e.g. Wu & 
Wang, 2005), such as segments of code or the use of specific object languages. 
Ethereum, a blockchain-based digital infrastructure, for instance, requires that 
modules developed for its DApp platform be developed using its own program-
ming language, called Solidity, for which it provides extensive documentation.9 De 
facto standards are also commonplace, for similar reasons. While in many cases the 
owner of a platform may require that a certain piece of code or language be used 
for compatibility reasons, in many cases it is just easier to operate within a certain 
digital infrastructure while making use of these artefacts—even if it is not impossi-
ble to do otherwise. Accordingly, I propose that:  

Proposition Four: De jure and de facto standardisation limit flexibility in entrepre-
neurship based on digital infrastructures 

Categories, in contrast, are of more social nature. However, they are as common-
place as standards. By categories, here, I refer to the inclusion of certain kinds of 
modules and the exclusion of others (Jenkins, 2000). This kind of categorisation 
may take the form of de jure categorisation, as is the case when the Apple App 
Store or Google Play store include some applications and exclude others based on 
their age-appropriateness (Reisinger, 2015). It may also take the form of de facto 
categorisation, where some modules are treated as belonging to a certain category, 
making them more or less likely to be permitted on an infrastructure. Modules that 
mistakenly breach terms of service, or are mistakenly believed to be inappropriate 
for those below a certain age might be de facto excluded even though they are de 
jure permitted.  

Proposition Five: De jure and de facto categorisation limit flexibility in entrepre-
neurship based on digital infrastructures 

Ultimately, standardisation and categorisation are necessary in order for firms to 
coordinate among themselves and for compatibility with the underlying infrastruc-
ture. Both the setting of standards and establishment of categories are therefore 
processes of negotiations, contestation and shared agreements between distributed 
actors (Hanseth & Lyytinen, 2010). Although entrepreneurial activity is embedded 
in the standards and categories that result, the formation of the standards and cate-

                                           
9  Documentation for this language is available online at https://ethereum.gitbooks.io/frontier-

guide/content/writing_contract.html  
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gories is a product of tussles between organisations embedded in the field, includ-
ing infrastructure owners and would-be users. Indeed, this coordination may even 
entail cooperation across different infrastructures, for instance by using the login 
details from one infrastructure (e.g. Google) as authentication for another infra-
structure (e.g. Evernote). The final organisation-level proposition is therefore one 
that is nested in field-level activities: 

Proposition Six: Coordination limits flexibility in entrepreneurship based on digital in-
frastructures 

While multi-lateral coordination is central to development based on digital infra-
structures, so too is one-on-one cooperation between individual entrepreneurs and 
individual stakeholders.  

Trust and Dyadic Embeddedness 

As described above, individual entrepreneurs’ ability and inclination to engage with 
one another is nested in pre-existing norms around sharing of knowledge in the 
form of code and programming expertise (Wasko & Faraj, 2005). This structural 
embeddedness in networks of sharing gives entrepreneurs the tools with which to 
make use of the underlying infrastructural technology, if they do not already pos-
sess them, or troubleshoot during the process of module development.  

However, how entrepreneurs ascertain which sources of code and expertise to 
rely on is not a nested function. Instead, it is a dyadic product of interactions be-
tween individuals and may rely both on cultural conceptions of embeddedness and 
structural embeddedness. In essence, it rests on the formation of relationships of 
trust between individual actors. There is no consensus regarding the exact defini-
tion of trust. However, within the context of online communities it has been de-
fined as “a belief that is based on another’s behavioural demonstration of 
benevolence, integrity, and judgment” (Porter & Donthu, 2008: 115), or the will-
ingness of individuals, beyond profit motives, to use acceptable behaviours 
(Jarvenpaa, Knoll, & Leidner, 1998) to further the interests of both parties. 

The formation of trust is a complex and multi-faceted process, and one that is 
beyond the scope of this paper to explore.10 However, it relies, among other things, 
on individuals’ willingness to share content with one another, without engaging in 
opportunistic behaviour (Gefen, Benbasat, & Pavlou, 2008), as well as help each 
other without expectation of reciprocity (Posey, Lowry, Roberts, & Ellis, 2010). 

                                           
10 However, see Porter & Donthu 2008; Gefen et al. 2008 for insightful discussions into the nature and ante-

cedents of trust in online environments 
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What these point to is the difficulties that individuals both cooperating and com-
peting have in forming trusting relationships with one another, a paradox that has 
been observed elsewhere (Uzzi, 1997). Where individual stakeholders manage to 
find common ground and trust each other, despite the fact that they are competi-
tors, this is likely to facilitate module development and entrepreneurship. In con-
trast, failure to build trusting relationships is likely to limit what can be done using 
the digital infrastructure, notwithstanding the knowledge that already exists as a 
public good (Wasko, Teigland, & Faraj, 2009). Accordingly, I propose that: 

Proposition Seven: Trust formation both enables and limits flexibility in entrepreneur-
ship based on digital infrastructures 

Figure 5: Multi-level and nested embeddedness of entrepreneurial activity reliant on 
digital infrastructures 

 
 

Embeddedness has elsewhere been observed to have dynamic effects, leading both 
to constraints on economic activity as well as new possibilities for economic  
activity (Dacin et al., 1999; Witt, 2004). This is as true of the flexibility of entrepre-
neurial activity reliant on digital infrastructures as it is of entrepreneurs operating in 
other fields. A summary of the dynamics of this multi-level and nested embed-
dedness is shown in Figure 5.  
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Discussion and implications 
The aim of this paper was to expand on our understanding of digital infrastruc-
tures beyond their change, or evolution (Eaton et al., 2015; e.g. Henfridsson & 
Bygstad, 2013) and instead examine how infrastructural embeddedness impacts 
flexibility of entrepreneurial activity. As such, it draws on patterns of diffusion (e.g. 
Loh & Venkatraman, 1992; Lyytinen & Damsgaard, 2011), maintenance 
(Ghazawneh & Henfridsson, 2013; Leimeister et al., 2005; Moon & Sproull, 2008), 
reproduction (Baskerville & Myers, 2009; Swanson & Ramiller, 2004; Wang, 2010), 
and control (Eaton et al., 2015; Gosain, 2004) as they apply to entrepreneurship 
reliant on digital infrastructures. A summary of the direction of these effects when 
it comes to the flexibility of entrepreneurial activity reliant on digital infrastructures 
is shown in Figure 6. 

Figure 6: The effects of embeddedness on the flexibility of entrepreneurial activity 
reliant on digital infrastructures 

 

However, while this paper theorises around the mechanisms whereby embed-
dedness limits entrepreneurship among those reliant on digital infrastructures, and 
proffers propositions for further research, it does not examine what the direct con-
sequences, whether intended or unintended, of this embeddedness might be. Some 
possible consequences might be specific kinds of entrepreneurial activity as a con-
sequence of specific sets of certain artefacts, standards or categories, for instance. 
This conceptual paper therefore opens up avenues for further research into the 
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consequences of this embeddedness on entrepreneurs in this fast-growing area of 
entrepreneurship.  

Theoretical Implications 

In linking studies of embeddedness with studies of entrepreneurship and infra-
structure, this paper opens up a wide number of areas for future research. These 
areas centre on the outcomes of this kind of embeddedness, but also frame possi-
ble areas for empirical research into embeddedness in this context. 

The Role of Artefacts in Fields 

The advent of the digital age has meant that formal and informal embeddedness is 
far vaster than perhaps Bourdieu (1988) or DiMaggio and Powell (1983) ever imag-
ined. They include not only formal connections like suppliers and customers, but 
an enlarged community of informal connections, from online “followers” to the 
extended informal networks facilitated by social networks, to the knowledge-based 
forums where everyone from marketers to engineers shares ideas (Post, Preston, & 
Sachs, 2002). This has meant that the field around a digital infrastructure has 
grown incredibly large, with more and more organisations not only connected to 
each other, but connected to similar knowledge bases.  

Moreover, these enlarged organisational fields have increasingly overlapped; 
leading not only to increased global competition (Cardona, Kretschmer, & Strobel, 
2013), but also to increased cooperation as organisations are package their annual 
reports, public relations briefs and APIs in such a way that they comply with 
standards within the field. Lastly, this expansion of organisational fields has meant 
that the individuals within organisations have to collect, analyse and respond to 
more information than ever before. From social psychology research, we know 
that humans make poor decision-makers when faced with an abundance of choices 
(Gigerenzer & Gaissmaier, 2011), and that attention to detail may flounder in the 
face of such abundance (Posner & Petersen, 1989). It should come as no surprise, 
given the digital drivers of the expansion of the organisational field, that organisa-
tions increasingly rely on digital tools to structure, and even execute, much of their 
daily work. Some examples include the use of Enterprise Resource Planning (Soh 
& Sia, 2004), social media management tools (Kaplan & Haenlein, 2010), and even 
the use of robots (Beane & Orlikowski, 2015). 

This expansion of the field draws us to engage with the question of what em-
beddedness actually means in the digital age. While this paper has pragmatically 
included artefacts as among the constellation of actors active in the field, the scope 
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for the role of these artefacts, especially given the abundance of information and 
communications that occur online, is ripe for further investigation. 

Regulatory Outcomes 

One of the most time-honoured traditions in embeddedness research is how pow-
er and rules form part of the context in which actors and organisations are embed-
ded. This is as true for entrepreneurs that rely on digital infrastructures as it is for 
entrepreneurs and organisations in other contexts. Indeed, foundational work on 
embeddedness points to the importance of rules, whether de facto or de jure, and 
their importance in framing how economic activity proceeds (DiMaggio & Powell, 
1983). Some possible avenues of inquiry might include the following: “How are 
rules are formed?”, “When they vary, why do they vary?”, and “Why do they take 
the forms that they do? 

The construction of rules and hierarchies in other distributed contexts, for in-
stance those in online communities, point to the flatness of hierarchies in digital, 
distributed contexts (Dahlander & O’Mahony, 2011). Social and cultural approach-
es to embeddedness are particularly interested in these processes of hierarchy, con-
test and struggle (e.g. Fligstein, 1991, 1996), and it is likely that these processes 
differ substantially when it comes to the distributed forces at work in the relational 
context of infrastructure formation and maintenance.  

Governance Outcomes 

Given the likelihood of new patterns of rules and hierarchies, what are the implica-
tions for governance when it comes to entrepreneurship using digital infrastruc-
tures? Uzzi (1999), for instance, finds that embeddedness reduces the need for 
formal governance models. He suggests that, rather than the costs of enforcement 
and monitoring, embeddedness allows actors to focus on the benefits of relation-
ships—largely because embeddedness means that economic activity is largely self-
governed. 

This observation is particularly interesting given the amount of interest in gov-
ernance mechanisms that digital infrastructures have already generated (Broadbent 
et al., 1999; DeNardis, 2012; Eaton et al., 2015). Digital infrastructures, and re-
search into them, are largely at their infancy. It is therefore conceivable that digital 
infrastructures, embedded as they are, do not need clear governance mechanisms 
in the way that they are conceived of today. Instead, as in studies of structural and 
political embeddedness, is it conceivable that future digital infrastructures may be 
self-governing, with implications both for entrepreneurs and for other users. 
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Some avenues for further inquiry in this area therefore include the following: 
“Is there a need for formal governance mechanisms?”, and “What are the differ-
ence between formal governance mechanisms and de facto constraints?” 

One-On-One Outcomes 

As this paper suggests, dyadic interactions between entrepreneurs reliant on digital 
infrastructures shapes much of the content of the ties in which the larger system is 
embedded. The dynamics underlying trust as a one-on-one outcome are of particu-
lar interest given the paradoxical relationship between competitors, in that they 
benefit from cooperating (Uzzi, 1997). 

Previous research into these dyadic relationships has particularly highlighted 
the importance of reciprocity among actors (Gulati, 1995), as well as information 
asymmetries that allow for brokerage among certain actors embedded in multiple 
networks of dyadic interactions (Burt, 2009). The outcomes of these dyadic rela-
tionships are therefore likely to be affected by the distribution of actors and the 
centrality of the digital infrastructure as an artefact. Some possible research ques-
tions therefore include: “How does reciprocity affect trust in entrepreneurship reli-
ant on digital infrastructures?”, “How do repeated transactions shape the future of 
the underlying infrastructures”, or “What is the role of social capital in encouraging 
entrepreneurial activity based on digital infrastructures?” 

Temporal Outcomes 

Lastly, given the long-term and temporal nature of digital infrastructures (Star & 
Ruhleder, 1996), as well as their penchant for distributed evolution (Henfridsson & 
Bygstad, 2013), it is possible that the embeddedness discussed above not only has 
implications for entrepreneurs that seek to make use of the infrastructure, but also 
for the infrastructure itself, beyond what has already been discussed in existing lit-
erature.  

Some likely candidates for further study include the role of embeddedness in 
infrastructural evolution of activity over time (Dacin et al., 1999), including path 
dependence and path creation (Garud, Karnøe, & Kumaraswamy, 2010). 
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Implications for Practice 

Choice of Infrastructure  

Embeddedness studies have suggested that in many cases practitioners, including 
entrepreneurs, make choices based on existing mental processes (Zukin & 
DiMaggio, 1990) or cultural norms (Hoffman & Ventresca, 1999). When it comes 
to development using one or many infrastructures, the embeddedness of entrepre-
neurs, including nested embeddedness, may make certain choices easier or more 
obvious than others. For instance, a firm might choose an artefact or organisation-
al structure that is less efficient than an alternative arrangement, in part because the 
decision makers did not recognise the additional transaction costs involved, as was 
the case in Jacobson et al.’s (1993) study of multi-national organisations. 

The model introduced above highlights some of the areas of embeddedness 
that may affect entrepreneurial decision-making, whether for better or worse.  

Focus on Oft-Ignored Infrastructure(s) 

There is a rich stream of literature around the unintended consequences of tech-
nologies (e.g. Robey & Boudreau, 1999). In the case of technology as an infrastruc-
ture, as it becomes an integral part of an organisation and, as an infrastructure, 
blends into the background, the advantages that it presents may become uninten-
tionally become overshadowed by the organisational imperatives that its mainte-
nance and reproduction introduce. This points to a paradox: the more that as a 
technology becomes more infrastructural, it is more likely to be overlooked. In-
deed, Star and Ruhleder observe that infrastructure is most visible when it fails 
(1996).  

This paradox presents a puzzle for practitioners: while it is important to main-
tain the infrastructure, does focus on this introduce the risk of overlooking innova-
tion and strategic advantage (Baptista, Newell, & Currie, 2010) in the name of 
coordination and control ? 

Conclusion  
Embeddedness, grounded in diverse areas of theory, is typically seen as a way of 
understanding the structure-agency dilemma, where human agents exercise bound-
ed rationality within the structures in which they are embedded (Geels, 2004; 
Simon, 1982). This paper examined the different approaches to understanding em-
beddedness and, linking these with research into the emergent area of digital infra-
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structure, proposed a model for how the embeddedness of an infrastructure, and 
thus of entrepreneurs who seek to make use of it, places limitations on its much-
lauded flexibility. 

However, while embeddedness is often regarded as a constraint (Liebeskind, 
Oliver, Zucker, & Brewer, 1996), if used strategically it can also create opportuni-
ties. This paper highlights how, for the most part, embeddedness acts as a con-
straint on entrepreneurial activity reliant on digital infrastructures. However, it also 
opens windows of opportunity for a select few; those able to master the creativity 
and trust-building possibilities that entrepreneurship in the age of digital infrastruc-
tures require. As such, this embeddedness erects barriers to entry and action for 
many, but not all, suggesting that infrastructures are neither as generative as previ-
ously suggested (Tilson et al., 2010), nor as democratic (O’Mahony & Ferraro, 
2007). 
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11 First author, co-authored with Marcel Morisse of the University of Hamburg. This paper is under fourth 

round revision at the Information Systems Journal’s Special Issue on Digital Entrepreneurship.  





 

 
 
 

Abstract 
This paper delves into the question of how an entrepreneur commercialising an 
open source (OS) technology (an “open entrepreneur”) responds when the under-
lying infrastructure becomes stigmatised, particularly when the source of the stigma 
is unclear.  

Research into organisational stigma has found that the most effective and ro-
bust strategies for established, non-digital firms, when faced with stigma, is to try 
to distance themselves from it. In contrast, open entrepreneurs typically form part 
of a closely-knit OS community bound together by a shared ideology. This enables 
close collaboration within the community, and open entrepreneurs benefit from 
the resources that participation in the OS community provides. Given these com-
peting imperatives and the importance of ideology, how—and why—do open en-
trepreneurs respond to stigma in the OS community? 

This paper contributes to our understanding of open entrepreneurship by de-
veloping a model of ideologically-mediated responses to stigma through an induc-
tive study based on interviews, archival and forum data. First, we discuss how the 
underlying infrastructure “anchors” divergent ideological groups, preventing them 
from distancing themselves from the OS community. Second, we show how free-
riding on the OS community is not an option. Third, we develop a model of how 
sub-groups within the Bitcoin community make use of ideology in group member-
ship identification, stigma interpretation, business model enactment, and response salience. 
Lastly, we show how ideological heterogeneity leads to business model heterogene-
ity among OS entrepreneurs, and discuss the practical implications of this research. 

 
Key words: open entrepreneurship, stigma, ideology, open source communities, 
business models, Bitcoin 
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Introduction 
Entrepreneurs working with Bitcoin, a digital currency that uses cryptography to 
execute and maintain records of transactions, are well-positioned to benefit from 
the currency’s popularity (and the popularity of the underlying infrastructure)—
assuming they survive the stigma of its early days. It has been hailed both as “the 
next internet” (Spence, 2015) and—in the same newspaper—the “most dangerous 
currency in the world” (Burn-Callander, Stone, & Laurence, 2014). The stigma en-
tailed by the latter, in the early days of Bitcoin, was a stumbling block for would-be 
Bitcoin entrepreneurs all over the globe. As one entrepreneur said: 

When you’re out to talk about [product], then someone says ‘I though bitcoin went 
bankrupt’… (laughs) that’s the signal that I really have to start from the beginning with 
this one. (Firm E) 

Stigma is not uncommon among established firms in established industries: firms 
that make money from tobacco (Benson, 2008) and weapon sales (Vergne, 2012), 
for instance, not only survive, but thrive. However, these established firms often 
have deep pockets or influence from which to draw when responding to the stigma 
(Durand & Vergne, 2014), and the fact that their organisations and fields are estab-
lished can work in their favour (Sine & David, 2003). In contrast, entrepreneurial 
firms have neither resources nor influence (Bullough & Renko, 2013; Sine, 
Mitsuhashi, & Kirsch, 2006), but may nevertheless survive to become the big firms 
of the future (Aldrich & Fiol, 1994).  

A study of Bitcoin entrepreneurs is instructive when it comes to understanding 
stigma among new firms both because entrepreneurship online is on the rise and 
therefore topical (Mankevich & Holmström, 2016; Nambisan, 2016), and because 
these entrepreneurs make use of an innovative core Open Source (OS) technology. 
The community behind this technology may therefore support the nascent firm 
(Yetis-Larsson et al., 2015), and the underlying OS infrastructure may play a role in 
how—and why—these entrepreneurs respond as they do (Nambisan, 2016). While 
running a digital entrepreneurial firm requires more than just the underlying tech-
nology (Davidson & Vaast, 2010; Nambisan, 2016), the technological infrastruc-
ture remains a vital part of the entrepreneurial undertaking and recent research has 
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called for it to be explicitly considered in digital entrepreneurship processes 
(Nambisan, 2016).  

Research into stigma among established organisations has found that creating 
distance—for instance by divesting of assets or through narrative—from the 
source of the stigma is a robust strategy when it comes to dealing with its conse-
quences (Devers et al., 2009; Durand & Vergne, 2014; Lamin & Zaheer, 2012). 
However, the centrality of the shared infrastructure in the case of Bitcoin means 
that creating distance from the technology, on the face of it, would be harmful if it 
even were possible. Moreover, as the infrastructure is maintained by an OS com-
munity; creating distance from this community may limit entrepreneurs’ ability to 
affect the development of the infrastructure (O’Mahony & Ferraro, 2007b). In-
stead, staying close to the OS community may provide the resources necessary to 
overcome the stigma (Siobhan O’Mahony, 2003; Yetis-Larsson et al., 2015). 

Extant literature therefore outlines a tension that open entrepreneurs face 
when considering how to respond to stigma at the level of infrastructure. While 
stigma has never before been examined among open entrepreneurs specifically, the 
OS literature points to the benefits of community engagement, including how 
community members support one another. In contrast, organisational research into 
stigma points to the dominance of distance as an important stigma response. Thus: 

How do open entrepreneurs in the Bitcoin community form stigma responses? 

We answer this empirically-driven research question through a qualitative study of 
the Bitcoin community and of European Bitcoin entrepreneurs during a stigma-
enhancing event, namely the very public collapse of the Mt.Gox Bitcoin exchange 
in early 2014. Thought of as the “entry point for newbies” and whose exchange 
rate was cited by, among others, the New York Times, Mt.Gox declared bankruptcy 
amid a cloud of speculation. The publicity surrounding this event drew newspaper 
headlines across the globe (e.g. Abrams, Goldstein, & Tabuchi, 2014; Dougherty & 
Huang, 2014) and the lack of a clear explanation for it meant that the already-
stigmatised infrastructure itself became viewed with increased suspicion (“The 
Troubling Holes in MtGox’s Account of How It Lost $ 600 Million in Bitcoins,” 
2014). In interviews, open entrepreneurs described how this meant that they faced 
additional suspicion from regulators, banks and potential customers, over and 
above what they had already faced. The event necessitated a response, entrepre-
neurs said. 

We start by presenting existing understandings of open entrepreneurs and digi-
tal infrastructures, before examining extant literature on stigma responses, ideolog-
ical ties and the importance of like-minded groups. We then present our research 
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setting and design, our findings, and discuss the implications of this research for 
open entrepreneurship and stigma research.  

Open entrepreneurs working together 

Open Entrepreneurship and Infrastructures 

Entrepreneurship in general is thought to create jobs and drive innovation (Van 
Praag & Versloot, 2007). While entrepreneurship is often defined as the creation of 
a new enterprise (Davidsson, Low, & Wright, 2001), it could more broadly be de-
fined as the examination of opportunity discovery, the evaluation and exploitation 
of that discovery, as well as the analysis of whom, how, and the effects of these 
processes (Sarasvathy & Venkataraman, 2011; Venkataraman, 1997). Given the 
innovativeness of OS technologies, and their importance online, it is no surprise 
that entrepreneurial firms increasingly rely on OS technologies and communities, 
in what has come to be called “open entrepreneurship” (Yetis-Larsson et al., 2015). 
These open entrepreneurs face the same opportunities and constraints as entrepre-
neurs, however the fact that they also rely on shared digital code and typically have 
ties to an underlying OS community may affect how they run their firm. However, 
despite entrepreneurship in the digital realm being squarely a focus of government 
and academic interest (Davidson & Vaast, 2010; Mankevich & Holmström, 2016; 
Nambisan, 2016; Zhao, Barratt-Pugh, Standen, Suseno, & Redmond, 2017), the 
role of the digital artefacts themselves are largely undefined and poorly understood 
(Nambisan, 2016). 

Firms that primarily operate in the digital realm are incredibly heterogeneous 
(Davidsson, 2007) owing—at least in part—to their use of multiple, flexible tools 
(Gans & Stern, 2003; Kallinikos, Aaltonen, & Marton, 2013). The use of these digi-
tal artefacts, platforms and infrastructures has resulted in a wide variety of business 
models (Björkdahl, 2009; Keen & Williams, 2013), fast internationalisation 
(Greenstein et al., 2013; Reuber & Fischer, 2011), and low barriers to entry and exit 
(Davidson & Vaast, 2010; MacInnes et al., 2002). They also mean that entrepre-
neurs can (relatively) easily tailor their services for specific markets and sets of 
stakeholders (Nambisan, 2016; Yoo et al., 2010). This flexibility has seen theorists 
suggest that digital entrepreneurship has “increasingly porous and fluid bounda-
ries” (Nambisan, 2016: 2), and has led to a call for research that explicitly examines 
the role of digital artefacts, platforms and infrastructures in digital entrepreneur-
ship, rather than just as tools or contexts in which entrepreneurship occur (ibid.) 
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A digital infrastructures, in the form of code, forms a base upon which entre-
preneurs build businesses, for instance through Apps in an online App Store 
(Eaton et al., 2015), or by creating cloud-based services upon which other services 
can be built (Keller, Szefer, Rexford, & Lee, 2010). Infrastructures are defined as 
including not only a core underlying technology upon which platforms and mod-
ules can be built (Yoo et al., 2010), they also have relational properties that stem 
from the organising practices of human actors (Star & Ruhleder, 1996). This means 
that for a technology to be considered infrastructural depends both on an objective 
assessment of how it is used, and a subjective assessment of how it is seen. For 
instance, entrepreneurship through modules built upon a platform, in the case of 
the Apple App Store, has previously been seen as rendering that platform infra-
structural (Eaton et al., 2015).  

The relational properties of an infrastructure are affected when an infrastruc-
ture becomes stigmatised by one or many groups. While the stigmatisation of a 
digital infrastructure has never before been examined, attributing relational charac-
teristics to digital technologies is not unheard of (See Benbasat & Wang, 2005 for 
further discussion). 

Stigma and Subjectivity 

Stigma can shake an entrepreneurial venture to its core. This is because stigma ad-
versely affects how firm members see themselves (Tracey & Phillips, 2015), or how 
the firm is seen by outsiders (Lamin & Zaheer, 2012). Stigma is said to be “a col-
lective stakeholder group-specific perception that an organization possesses a fun-
damental, deep-seated flaw that deindividuates and discredits the organization” 
(Devers et al., 2009). In essence, it is a subjective perception. How the stigma is 
perceived and interpreted by those whom it affects is therefore also likely to rely 
on subjective assessment. 

Stigma can occur for one of three reasons: first, as a consequence of an event 
or practice (Tracey & Phillips 2015), for instance when a firm goes into bankruptcy 
(Sutton & Callahan, 1987) or makes use of sweatshop labour (Lamin & Zaheer, 
2012); second, for being part of a category of firms which have become stigma-
tised, for instance those seen to be adversely affecting the environment, such as by 
commercialising nuclear power (Eyles & Fried, 2012) or supporting violence and 
war, such as in the arms industry (Durand & Vergne, 2014); and third, by associa-
tion, for instance by associating with a stigmatised organisation such as a firm ca-
tering to a stigmatised group like unwelcome immigrants (Tracey & Phillips, 2015) 
or gay men (Hudson & Okhuysen, 2009).  
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The stigmatisation of an infrastructure may affect different firms in different 
ways, depending on their use and perception of it, as strategies that work in some 
contexts do not work in others (Lamin & Zaheer, 2012). Indeed, previous research 
has shown that the meaning ascribed to technological artefacts is shaped by the 
complex networks of individuals and organisations that use them (Knorr-Cetina, 
1999; Orlikowski, 2007). In previous studies of firms tainted by association, con-
tinuing “business-as-usual” in the face of stigma meant ascertaining what kind of 
environment the firm found itself in, and drawing the appropriate boundaries, for 
instance by divesting of tainted assets (Durand & Vergne, 2014) or through reas-
serting legitimacy through denial, defiance and decoupling from the source of the 
stigma (Lamin & Zaheer, 2012). In other contexts, organisational ideology has 
meant that valorisation of the stigmatised group may be an effective strategy 
(Tracey & Phillips, 2015). When a core infrastructure becomes stigmatised, much 
depends on subjective assessments of how the technology is seen, and what its role 
is in the entrepreneurs’ nascent firms. 

The values ascribed to the infrastructure and the manner(s) in which it is used, 
including when used by heterogeneous groups for different purposes, are therefore 
relevant considerations when examining how infrastructure affects stigma respons-
es among open entrepreneurs. Indeed, it has been hypothesised that “Exogenous 
shocks to an industry [like stigma] will increase the likelihood that strong identities 
will develop and be maintained in that industry” (Peteraf & Shanley, 1997, p. 178, 
brackets ours). 

Identity and Ideologies 

Entrepreneurial firms, like other organisations, are known to classify themselves 
into groups defined according to their social identities (Powell et al., 2014; 
Sonenshein, Nault, & Obodaru, 2017; Tajfel & Turner, 1979) Such identification 
refers to “cognitive, moral, or emotional attachment to a group based on similar 
attributes” (Webb, Tihanyi, Ireland, & Sirmon, 2009: 497). What is considered cen-
tral to a particular group is context-specific, and grows out of the group’s experi-
ences. It is also fluid and malleable (Kreiner, Hollensbe, & Sheep, 2006). Some 
central traits are observable (e.g. firm size, service or product offering), while other 
traits (e.g. institutional histories or social networks) are implicit or unobservable 
(Peteraf & Shanley, 1997). While the boundaries between these groups are blurry 
(Reger and Huff, 1993), they are distinctive enough that differences are discernible 
even to outsiders (Peteraf & Shanley, 1997). Important identities cause individuals 
and groups to “seek opportunities to enact the identity, to define a situation as 
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identity-relevant, and to retain and recall identity-related information (especially 
identity-consistent information)” (Ashforth & Johnson, 2001: 32). 

Among OS communities, ideology is seen as the glue which holds the commu-
nity together (Choi, Chengalur-Smith, & Nevo, 2015). Ideology, or “shared, rela-
tively coherently interrelated sets of emotionally charged beliefs, values, and 
norms… bind[s] some people together and help them make sense of their worlds” 
(Trice & Beyer, 1993). It has also been shown to motivate members of shared 
communities to work together (Nov, 2007), and is often the reason why members 
give away ideas and source code (Bergquist & Ljungberg, 2001). Over and above 
the ideological ties to a community, participating through sharing knowledge, con-
tributing code or otherwise supporting the community can signal an individual’s 
skills, increase their reputation, and ultimately lead to private rewards (Lerner & 
Tirole, 2005) including leadership in that community (O’Mahony & Ferraro, 
2007b). However, multiple ideologies are not uncommon, or even necessarily a 
problem (Stewart & Gosain, 2006). 

The initial developers of the Bitcoin infrastructure are known to have had Lib-
ertarian tendencies (Dallyn, 2017). However, as the infrastructure has begun to be 
used by more diverse groups and individuals, more ideologies have been intro-
duced into the mix. Recent research into the dynamics of the Bitcoin community 
have pointed to the frictions between those with different ideologies (Dallyn, 
2017), including among entrepreneurs (Ingram & Morisse, 2016).  

Given the importance of ideology, it should come as no surprise it is possible 
that an ideology could form the core of a group identity (Glynn, 2000), or a mutual 
understanding of the “central, enduring, and distinctive characteristics of the 
group” (Peteraf & Shanley, 1997), as distinct from other groups.12 An entrepre-
neurial firm may therefore define group identity along ideological lines. 

Identities and Entrepreneurs’ actions 

Entrepreneurial firms, like other organisations, make decisions in line with their 
identities (Pratt & Foreman, 2000). Identities are thought to be particularly im-
portant among nascent firms (Lee, Hiatt, & Lounsbury, 2017) and in identifying 
competitors and collaborators (Sonenshein et al., 2017; Wu & Olk, 2014).  

Firms, including entrepreneurs, have been seen to use identity management 
strategies (Powell et al., 2014; Pratt & Foreman, 2000) and, in so doing, attempt to 
strike a balance between stakeholders that can help the firm today, and those who 

                                           
12 Although firm identity theories have been criticised for attributing micro-level characteristics to macro-level 

collectives (Pratt & Foreman, 2000), in this case the entrepreneurial firms were typically run by one dominant indi-
vidual. We therefore saw no problem in attributing that individuals’ ideology to their firm. 
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can help the firm in the long-term (Mitchell, Agle, & Wood, 1997; Mitchell & 
Cohen, 2006). Indeed, identity can be particularly important for entrepreneurs as 
they try to achieve business objectives (Bucar & Hisrich, 2001) or respond to ad-
versity (Powell et al., 2014) in that they help a firm identify organisations and indi-
viduals who share their interests (Mitchell et al., 1997; Pratt & Foreman, 2000). 
Such interests are crucial when choosing a business model—defined as “the con-
tent, structure, and governance of transactions designed so as to create value 
through the exploitation of opportunities” (Amit & Zott, 2001) and stakeholders—
defined as "any group or individual who can affect or is affected by the achieve-
ment of the firm's objectives” (Freeman 1984, p. 25), including customers, suppli-
ers, regulators, and a constellation of other individuals and organisations (Harrison 
& Freeman, 1999). Among open entrepreneurs, both the OS community and 
members of the offline world, whether customers or otherwise, are important 
stakeholders (Miles, Miles, & Snow, 2006; Zhao et al., 2008). 

Multiple identities are commonplace in OS communities: while all are members 
of the larger community (Ljungberg, 2000), and typically identify as such13, the loy-
alties of some may lie more with their own subgroup or project14 than with the 
community at large (Stewart & Gosain, 2006). That said, multiple identities, and 
membership of multiple groups 15 , need not result in competition or conflict 
(Sonenshein et al., 2017). The ability to appeal to multiple groups may give a firm 
flexibility in the long-term (Ashforth & Mael, 1989; Pratt & Foreman, 2000), and 
membership of multiple groups may lead to synergy and disproportionate gains 
(Pratt & Foreman, 2000). 

Where firms are members of more than one social groups, their allegiances 
may be different at different times, depending on situational cues (Rousseau 1998). 
In contrast, “deep structure identification” involves a “fundamental connection 
between individual and collective” (Ashforth, Harrison, & Corley, 2008) that is less 
variable. Indeed, social psychology suggests that as people inhabit multiple roles 
and are members of many social groups, identities only affect behaviour when they 
become salient (Powell et al., 2014). Consequently, where an organisation is a 
member of multiple groups, identities might variously be compartmentalised, ag-
gregated, deleted or integrated, in response to environmental stimuli (Pratt & 
Foreman, 2000). Allegiances and actions based on salience, or the fit between a 
potential behaviour and the constraints of a group identity (Oakes, Turner, & 
Haslam, 1991), may be implemented through physical, spatial, or symbolic strate-
gies. 

                                           
13 Or higher order identity 
14 Or lower level identity 
15 In discussing group identities, we draw on social identity theory from social psychology (Tajfel & Turner, 

1979) 
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Having discussed how the use and stigmatisation of a technology is subjective 
and therefore is likely affected by ideology, as well as how ideology affects open 
entrepreneurs’ choice of business models and group membership, we turn now to 
discussing our research setting and methods, before turning to our findings around 
open entrepreneurs’ responses to stigma. 

Research Setting  
Faced with the theoretical puzzle outlined above, we were intrigued by how 
Bitcoin entrepreneurs attempt to both run and grow a Bitcoin business in the face 
of stigma, while also remaining part of the larger—stigmatised—OS community 
dedicated maintaining and developing the Bitcoin infrastructure. The collapse of 
Mt.Gox provided an “extreme case” that heightened this tension (Yin, 2009), and 
thus the opportunity for us to understand how these tensions played out. On the 
face of it, entrepreneurs experienced stigma through their association with the OS 
community. 

Bitcoin’s story begins in 2008 with an anonymous person or group, known as 
Satoshi Nakamoto, releasing a white paper describing “an electronic cash system” 
named Bitcoin (Nakamoto, 2008b). Nakamoto disappeared in 2009. Before his 
disappearance, Bitcoin developed into an open source movement and at the time 
of writing was being maintained and developed by an active community of sup-
porters and users (Yelowitz & Wilson, 2015). The protocol uses established cryp-
tographic methods to form a decentralised peer-to-peer network, in which 
pseudonymous users can send and receive payments (Brito & Castillo, 2013). 

The initial Bitcoin community was said to be heavily influenced by Libertarian 
ideologies, and many argued that cryptocurrencies were a desirable alternative to 
the conventional financial system (Maurer, Nelms, & Swartz, 2013). Members of 
the underlying community were also linked to illicit goods and services through its 
use in Silk Road, an online marketplace (Christin, 2013), as well as to money laun-
dering and fraud (Stokes, 2012). Both illicit dealings and Libertarianism tend to be 
stigmatised in mainstream communities. 

A number of entrepreneurs had built businesses that relied on the Bitcoin in-
frastructure. Mt.Gox, one of the earliest and most prominent of these, was found-
ed in 2010 and by 2013 was handling 70% of all Bitcoin trades (Vigna, 2014). 
Problems with withdrawals and exchanges on its service began in 2013, however, 
and the firm eventually declared bankruptcy in February 2014. This came as a 
shock; as one interviewee put it:  
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The official website for Bitcoin [Bitcoin.com] recommended them as one of the top ex-
changes and then when that happened then all the news outlets also recommended 
them and every time, [as the] media loved to do, they would cite the Mt.Gox price. 
They were a big name and were a powerful brand that beginners would go to (Firm D).  

The bankruptcy of this high profile firm exacerbated entrepreneurs’ existing sense 
of being stigmatised, and they faced renewed criticism, notably in coverage of the 
bankruptcy by mainstream media like The New York Times (Popper & Abrams, 
2014) and the BBC (2014).  

We now turn to the data and methods and data we used to analyse this stigma, 
before linking them back to ideologies, stakeholder alignment, business models and 
open entrepreneurs’ responses to stigma. 

Research Design, Data Collection  
and Analysis 

Given our interest in the dynamics between ideology, open entrepreneurship, and 
stigma, our data collection and analysis overlapped considerably, and was iterative 
in nature (Eisenhardt, 1989). We relied on interviews from a unique sample of 
Bitcoin entrepreneurs, Reddit (forum) data and archival data. 

We pursued an inductive case study approach (Eisenhardt, 1989; Yin, 2009) in 
order to understand how the entrepreneurs dealt with the stigma they faced. In so 
doing, we relied on 1) Forum data, which we analysed using computational and 
manual coding; and 2) Interview and archival data, which we analysed using open 
coding and triangulated against other sources. Our methods and data are summa-
rised in Table 11 and discussed further below. 

Table 11: A summary of the data collected and methods of finding and analysis 

Description Collected data Findings and Analysis 

Interviews 
Interviews with Bitcoin 
entrepreneurs in Denmark, 
Germany, Finland, Poland 
and Sweden 

 
10 formal, semi-structured interviews 
recorded and fully transcribed. 
Participants selected to represent mul-
tiple countries and overlapping busi-
ness areas 
Conducted in English and, in one in-
stance, German.  
The interviews lasted 40-75 minutes and 
were transcribed fully.  

 
Data coded by two authors  
Extensive written notes on 
coding and findings 
Articulation of findings using 
analytical memos (Miles & 
Huberman, 1994) 
Fortnightly meetings to dis-
cuss findings 
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Description Collected data Findings and Analysis 

Documentation 
Archives and documenta-
tion on Bitcoin, Bitcoin 
commercialisation and 
the Blockchain 

 
121 Press articles 
78 Posts on key topics from other sites 
(e.g. Bitcoinfoundation.org, 
Coindesk.com, Techcrunch.com) 

 
Broadened scope of findings 
Compared interview findings 
with broader discussion 
Comparison on key issues 

Community data 
Forum posts and com-
ments, divided into 6 peri-
ods  

 
1058500 forum posts scraped from red-
dit.com/r/Bitcoin, covering a period of 
one year  
We divided the data into 6 periods, 
defined as before and after the five 
events described in Appendix One 

 
Analysed using Latent  
Dirichlet Allocation (LDA, Blei 
et al. 2003).) and manual 
open coding to tease out 
representative ideologies in 
the data 

Computational Analysis of Forum Data 

The Bitcoin community is known to discuss Bitcoin in online forums and on social 
media platforms. We therefore made us of Reddit forum data to understand 
themes and conversations in the Bitcoin open source community as they relate 
both to ideology and interpretation of stigma.  

To analyse the community data we applied the computational topic modelling 
technique Latent Dirichlet Allocation (LDA) (Blei et al., 2003). LDA exposes latent 
themes within a set of documents by sampling a topic for each word at every itera-
tion of the algorithm and ranking words based on their ‘relevance’ to each topic 
(Chuang et al., 2012; Griffiths & Steyvers, 2004), which therefore has a unique dis-
tribution over words that can be compared using similarity measures. This tech-
nique allowed us to identify relevant themes and common conversations in the 
Bitcoin community to understand ideology and stigma in Bitcoin. 

We gathered 1 058 500 Reddit posts over a period of one year, which we divid-
ed into 6 periods for longitudinal analysis. These periods are not intended to be 
theoretically significant, but rather allow us to conduct a longitudinal analysis with-
out drowning out less common, but still important, themes. Our analysis generated 
six interactive graphs, with 30 topics per period, each containing the 30 most 
common words used per topic. The topics were presented according to their se-
mantic proximity to one another. We treated these 5 400 initial words and their 
relationships to other words and topics as something akin to first order codes. We 
then coded them further to generate axial and selective codes, where the selective 
codes correspond to the ideologies described in our findings section. 

In order to engage with the entrepreneurs in the community, as well as exam-
ine the reasons behind why these entrepreneurs responded to stigma in the way 
they did, we also collected interview and archival data. This was done because one 
of the limitations of computational analysis of the form described above is that it 
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shows correlation rather than causation, and we wished to examine the “why” of 
these entrepreneurs’ behaviours.  

Interviews and Archival Data 

We identified Bitcoin entrepreneurs in multiple European countries, and across 
multiple areas of operations. We ultimately interviewed 10 entrepreneurs operating 
in Denmark, Germany, Finland, Poland and Sweden. The intention was to choose 
a sample of entrepreneurs that was diverse and therefore theoretically insightful. 
However, despite compiling a list of a number of firms using and commercialising 
the cryptocurrency, we were unable to identify who was running the firms, and 
from where in the world. This meant that our sample, though small, constituted 
the entire identifiable population of firms active in the Bitcoin space in these five 
countries at the time our interviews were conducted (July to November 2014). This 
unwillingness to be publicly identified makes sense given the stigma we observed 
(and which entrepreneurs confirmed). They are nevertheless a diverse group and 
offer a theoretically insightful population.  

Interviews were supported by an interview guide which focused on: 1) the en-
trepreneurs’ use and commercialisation of Bitcoin, 2) their relationship to the larger 
Bitcoin community, 3) their relationship to external stakeholders, including author-
ities, banks and other actors; 4) how the entrepreneurs perceived the stigmatisation 
of Bitcoin, and 5) what, if anything, they did to mitigate the effects of stigma.  

The two authors independently conducted open, inductive and iterative coding 
using qualitative data analysis software. The codes were summarised into axial and 
selective codes, and linked to each other with analytical memos (Miles & 
Huberman, 1994). We discussed differing interpretations to ensure rigorous results 
(Gibbert et al., 2008). Consistent with previous research into ideology in Infor-
mation Systems (Stewart & Gosain, 2006), we treated ideologies as something that 
could be “uncovered” by close reading, as they were communicated through lan-
guage and communication (Van Dijk, 1995). 

We triangulated our analysis with news articles from traditional media outlets 
(e.g. Wall Street Journal or Bloomberg), platforms that specialised in Bitcoin news (e.g. 
Bitcoin.org or Coindesk.com), and our knowledge of the Bitcoin ecosystem from 
our own involvement in it.  

When it came to the entrepreneurs’ ideologies and interpretations of stigma, 
we cross-referenced our findings against ideologies held by members of the Bitcoin 
community through the analysis of the Bitcoin sub-Reddit described above 
(Reddit, 2016). 

We now turn to presenting our findings. 



 CHAPTER 4 121 

 

Findings 

Identity and the Infrastructure 

The centrality of the Bitcoin infrastructure was a recurring theme in both the fo-
rums and in our interview data. Although the technical nature of the infrastructure 
was the same for all those who used it, they opted to build different modules that 
relied upon it, and related to it in different ways.  

By clustering the language used in the forum data, and then coding the clusters 
to create higher level codes, we examined the different perceptions of the infra-
structure. We reasoned that teasing out how the infrastructure was perceived on 
both a social and a technical level would guide us in understanding differences in 
responses to stigmatisation. Using iterative coding, we built up nuanced under-
standings of the key social groups in the community. While there were areas in 
which these groups overlapped, they were distinct enough to be identifiable. 

The top-level codes that we settled upon related to the ideological persuasion 
of community members. The ideological lens through which they saw the infra-
structure, and thus its commercial future, is visible in how the infrastructure is de-
scribed, and the beliefs, values and norms attributed to the infrastructure. These 
understandings of the infrastructure, the ideologies, and example quotes are con-
tained in Table 12. Consistent with earlier research (Glynn, 2000; Hensmans, 2003; 
Stewart & Gosain, 2006), we observed ideology to form the core of the identities 
of these groups. 
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For instance, among some groups (Decentralists and Systemists), the decentral-
isation of the infrastructure was seen as democratising the infrastructure—and thus 
removing it from central control (and, by implication, meddling). In contrast, oth-
ers (Mainstream and Technologists) saw this decentralisation as important because 
it provided additional transaction processing capacity, making the infrastructure 
more effective. These ideologically-framed understandings of the underlying infra-
structure highlight ideological divides, and the importance of these ideologies for 
the users of the Bitcoin infrastructure.  

These ideological understandings of the social and technical elements of the 
Bitcoin infrastructure extended to the different groups’ understandings of the 
stigma around the infrastructure. 

Libertarians, for instance, identified both money laundering and governments’ 
dominance as a source of stigma:  

True story: I have a friend who thinks bitcoin is technologically very cool, but he 
doesn't support it on "philosophical grounds". Why? Other than the laundering stigma, 
he believes in our government's economic policy and would rather sacrifice his own 
wealth to inflation than allow that policy to fail. (2014-01-30 15:33:52). 

Meanwhile, pragmatists suggested that proximity to illegal activities had lead to the 
stigma and argued that public opinion would change, and thus laws would change 
too: 

…There is a stigma attached to Mary Jane and it is in the best interest of the bitcoin 
community to distance itself from anything related to illegal drugs. Moral and philo-
sophical viewpoints on the matter are irrelevant. Bitcoin is not in the position to super-
sede the law. In the finance/trade community the law comes first. Crypto currency has 
the potential to undermine "the man". Bitcoin can be occupy wall street in a suit and tie 
with purpose. But note that popular opinion will make the call and as passionate as you 
may be about love, peace and trees. Bongo drums and bongs will not further the cause. 
Save it for the afterparty. (2014-01-17 06:28:08) 

Mainstream members of the community called for businesses and individuals to 
cooperate with established actors, and authorities in particular: 

If you really want change, take baby steps. Do not antagonize society and their govern-
ments before they have “seen the light” (2013-05-30 21:15:37) 

However, one of the weaknesses of clustering as a method of data analysis is that it 
only shows correlations between certain words and other words. Without the con-
text surrounding these discussions, it is hard to understand the dynamics that gave 
rise to these understandings, as well as their implications—both when it comes to 
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inter-group relationships and when responding to stigma. We therefore undertook 
interviews in order to understand how these ideological differences affected entre-
preneurs’ responses to stigma. 

Stigma as Identity-Relevant 

The Bitcoin entrepreneurs interviewed in this study identified, first and foremost, 
as members of the Bitcoin community; that is, as members of larger community 
within which there were multiple groups. However, these different ideological 
camps—and associated identities—became apparent as a result of the renewed 
need to respond to the stigma associated with Bitcoin. Without a clear reason for 
who—or what—was to blame for the stigmatisation of the Bitcoin infrastructure, 
and what the effects of the most recent stigma-enhancing event might be, entre-
preneurs were forced to interpret what they saw around them. Entrepreneurs in 
the Bitcoin community were thus quick to interpret the stigmatisation of the infra-
structure as something that was identity-relevant. 

Four social groups with distinct identities, characterised by ideological beliefs, 
values, and norms, were identified during interviews through qualitative data analy-
sis (summarised in Appendix Two)16.  

Identities on the poles of the ideological spectrum were inconsistent with one 
another, consistent with their opposing views of authority and individual responsi-
bility, but overlapped with those in the middle. The two ends of the spectrum were 
so divided that they claimed that their opponents’ behaviour was the source of the 
stigma, which in turn had rubbed off on those using the cryptocurrency: 

You have a lot of libertarianism in this market, and of course [firm] is openly fighting 
the banks and every authority, damaging the work we're trying to do, that is: establish-
ing working relationships with the banks. And that's been very consistently. (Firm I) 

They [banks and regulators] don’t like us, [they say that] it’s all money laundry and stuff, 
but that’s not the problem, the problem is that they are afraid of us because we’re going 
into their turf and trying to take their customers. (Firm E) 

This polarisation was further reflected in how the entrepreneurs interpreted the 
source and consequences of the Mt.Gox event, and thus the renewed stigma. 
These views were interpreted in line with ideologies in multiple different ways. 

                                           
16 Although more ideologies, and thus identities were visible in the larger Bitcoin community, it should come 

as no surprise that only a sub-set of these are visible in the entrepreneur community: the larger community contains 
more than just entrepreneurs, and therefore represents a wider variety of identities. 
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Mainstream entrepreneurs zoomed in on the importance of Mainstream legitimacy, 
which included subscribing to norms of professionalism:  

We actually expected it to happen much sooner. We saw it coming and we thought it 
would happen probably even a year ago, but it was good it didn’t. Everything was kind 
of running unprofessionally… (Firm H) 

In contrast, Technologists and Libertarians blamed individual users for consistently 
choosing a single exchange, contributing to too much centralisation:  

We cannot have centralised institutions [referring to Mt.Gox’s market dominance] hold-
ing people’s money without any transparency and with incompetent software (Firm D).  

However, while Libertarian entrepreneurs insisted that centralisation was some-
thing inherently bad (because it centralised power, inviting corruption), Technolo-
gists argued from the position of the technology; they pointed out that 
centralisation created vulnerabilities in the technology, which unscrupulous people 
could then exploit. 

Pragmatists believed that a certain amount of unprofessionalism on the part of 
Mt.Gox was to blame for the enhanced stigmatisation that followed, but were hesi-
tant to draw any larger patterns. They thought that the source of the stigma in the 
community was due to actions by a few rogue individuals, and that as new users 
and enthusiasts were introduced, their more ethical behaviour would outweigh ear-
lier unethical associations.  

Responding to the renewed stigma caused by the collapse of Mt.Gox meant 
that entrepreneurs turned to their understandings of the events, and to their stake-
holders, before making any decision. However, both the understandings of the 
events, and the entrepreneurs’ choice of business model and stakeholders were the 
product of identity. 

Business Models, Groups and the Infrastructure 

Not only was stigma explained with reference to the entrepreneurs’ identities, but 
the extent to which the entrepreneurs relied on the underlying infrastructure (as 
part of their business models) was limited by their group membership (summarised 
in Table 3). Please note that when we refer to business models, this also refers to 
important stakeholders, as they are also part of a business model. 

Libertarian entrepreneurs, for instance, provided core services that were auto-
mated or operated as two-sided marketplaces, in which they did not plan to inter-
vene. This emphasis on self-reliance meant that these entrepreneurs saw little 
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reason to interact with banks or regulators and did not wish to exert control over 
their platforms—in the name of not placing limits on individual autonomy. How-
ever, because they believed in enabling individual autonomy, they were heavily in-
volved in the OS community. Their group identity, as Libertarians, therefore drew 
them close to customers who were self-sufficient and members of the OS commu-
nity, while distancing them from banks and authorities in the offline world.  

Mainstream entrepreneurs found themselves anchored to the OS community 
through the underlying technology, but they did not require the social or technical 
support of the community beyond what was publicly available. Their chosen group 
included not only banks and authorities, but also customers interested in using 
Bitcoin within the existing financial system. This was because these entrepreneurs 
provided core services that typically associated with the existing financial system, 
such as through wallets (instead of bank accounts) or retail sales of Bitcoin (like a 
central bank), or provided a point of connection with the traditional financial ser-
vices sector. These direct-to-customer services were thought to entail obligations 
when it came to customers, even if these limited individual autonomy: 

Our role is it to make it as simple easy and user friendly as possible… Next year we 
need to have an insurance for Bitcoin reserves. People need the feeling that their funds 
are safe with our company. (Firm I) 

Entrepreneurs identified as Technologists had the strongest underlying ties to the 
technology itself, and saw the technology itself as key to their firm’s success. They 
therefore worked very closely with the OS community, owing to their need to in-
fluence the technical development of the infrastructure. These entrepreneurs, while 
providing core services similar to those provided by entrepreneurs with other ideo-
logies, notably Libertarians, were distinctive insofar as they were completely indif-
ferent to any actors outside of their group membership, which included onlt their 
customers and members of the OS community. They typically emphasised the 
technology’s role in their business model:  

I think there is a high probability that cryptocurrencies will be a primary option, not on-
ly for payment, but also for voting and trading. Our [platform] is forwarding this devel-
opment, and our range of view is about four years, from the initiation in last July. From 
that time, we hope to have established a foothold, foremost in [country], but also to 
have helped the adoption of cryptocurrencies worldwide. (Firm F) 

Pragmatists, while also anchored to the technology itself, were not committed to 
any particular view of customers; they sought to maximise their revenues at any 
cost. Their core services therefore varied widely, and they exhibited a mercenary 
willingness to co-operate with all actors, whether those in the OS community or 
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banks and regulators offline. These entrepreneurs built their business using the 
technology and believed in its promise, but did not see the OS community—or 
cooperating with it—as important beyond its maintenance of the infrastructure. As 
such, they made use of both the OS community, and banks and regulators, when 
and if they were useful—for instance by relying on partners to do work that they 
did not wish to do themselves. 

Thus, underlying ideologies affected not only how entrepreneurs interpreted 
the source of the stigma that affected them, but also the business models that they 
pursued and the stakeholders they saw as important in pursuing them. The combi-
nation of these two elements ultimately affected what the entrepreneurs saw as ap-
propriate and effective ways to respond to the stigma that they faced. Having 
discussed the interplay between identity, stigma interpretation and business model, 
we turn now to discussing the effects of these ideologically-driven mechanisms on 
stigma mitigation responses. 
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Responding to Stigma  

Although the entrepreneurs identified as being members of both the larger com-
munity and smaller, ideologically-defined groups, the smaller groups were the most 
relevant when it came to responding to stigma. This was largely because the entre-
preneurs’ group membership and interpretation of the stigma were influenced by 
their ideological views. Membership of the four groups, business model and inter-
pretation of stigma, gave rise to common responses to the stigma, as well as re-
sponses that were unique to each ideological group. These characteristics and 
responses are summarised in Table 13. In order to make sense of these responses, 
we clustered them into five different archetypes. These types were directed at dif-
ferent groups of actors and different technical characteristics of the infrastructure. 
The archetypes are summarised in Figure 7 and discussed below. The coding pro-
cess whereby we identified these responses is contained in Appendix Four. 

Isolation  

Entrepreneurs on the extremes of the ideology spectrum went to significant 
lengths to avoid working with groups with ideologies on the opposite end of the 
spectrum, but did not go as far as publicly vilifying them. Responses ranged from 
an unwillingness to engage with authorities or banks (Libertarians, believing them a 
threat to individual liberty), to an unwillingness to actively engage with the OS 
community (Mainstreamers, owing to the OS community’s perceived unwillingness 
to consider any kind of oversight). One Libertarian entrepreneur, for instance, ap-
pealed to local courts to avoid disclosing customer information to a tax authority, 
while another withdrew platform operations in a third country as a knee-jerk re-
sponse to government inquiries.  

Those entrepreneurs that had limited reliance on either the OS community 
(e.g. for referrals and testing) or external stakeholders (e.g. as a way to make ser-
vices more user friendly) opted not to isolate themselves from other groups, but 
nevertheless sought to point out differences between themselves and those holding 
extreme ideologies on both ends of the spectrum. Firms across the board distanced 
themselves from Mt.Gox and other firms that they perceived to be behind the 
most recent uptick in stigma. 
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Figure 7: Entrepreneurs’ responses to stigma 

 

Overall, Isolation strategies included only social responses: entrepreneurs did not 
supplement their business models or service offerings in any way. This divide rein-
forced the belief by Mainstream and Libertarians that opposing forces were to 
blame for the stigma that Bitcoin faced, as described above.  

Elevation 

A near-universal response to the stigma was to emphasise how the firm was “ex-
ceptional” relative to other firms—as defined by the ideology to which the firm’s 
founders subscribed—and an exemplar of how other firms within the Bitcoin 
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space should operate. This elevation was less about appealing to group members, 
but rather about appealing to other Bitcoin entrepreneurs (and users) to subscribe 
to their ideology—and help them in projecting the community as something con-
sistent with their view of what it should be. 

Thus, Elevation, while largely a social response, had little effect on how entre-
preneurs plied their trade. However, it did occasionally affect the narrative they 
used when describing their service(s), as they showed the salience of their respons-
es to the stigma:  

We needed a link between the new financial system and the existing financial system. 
And that’s how I see the exchanges. […] And that’s how things were running … so we 
essentially are tied in as an integral part of the existing financial services in the society 
and by that better be able to do the migration from the existing services to something 
that might come in the future, based on digital currencies. (Firm H) 

Mainstream firms emphasised how, even among their Mainstream counterparts, 
they were pioneers when it came to cooperating with authorities, sometimes going 
even so far as to assist authorities in drafting legislation. Pragmatists emphasised 
the lengths that they had gone to link up the Bitcoin network with the existing fi-
nancial system, for instance through cooperating with banks or pre-empting likely 
regulatory shifts. This strategy exposed how, despite polarisation, heterogeneous 
members of the community nevertheless thought of their ideology—and their vi-
sion for Bitcoin’s future—as being the best thing for both the community and the 
technology. This strategy also exposed how both the entrepreneurs’ group mem-
bership and the narrative surrounding the underlying technology were shaped by 
their ideologies. 

Association 

When it came to responding to the stigma, including scrutiny from regulators and 
criticism from the media, ideology determined upon whom entrepreneurs chose to 
focus their attentions. Pragmatists, Technologists and Libertarians collaborated 
with members of the OS community, for instance by checking for flaws in the un-
derlying technology. Interestingly, close involvement with the OS community was 
so anathema to Mainstream entrepreneurs that, despite their reliance on the under-
lying technology, they opted not to participate in community collaborations, for 
instance in testing for bugs. They did, however, keep track of the publicly released 
findings of others’ collaboration and follow (and contribute to) community-level 
discussions. 
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Association was visible in a combination of social responses and technical re-
sponses. Mainstream actors, for instance, implemented onerous “Know Your Cus-
tomer” (KYC) and anti-money laundering (AML) requirements, as banks are 
required to do: 

Luckily now, we have built for more than a year a relationship with one of the top 
banks, by just sticking to being very transparent to them. (Firm I).  

This was despite the fact that the implementation of these requirements was not 
legally required of them, and adversely affected their customers’ experiences on the 
short term.  

Pragmatists believed that Bitcoin’s role in the future was certain; they therefore 
sought to build a bridge between the existing financial system and the Bitcoin 
community. Building this bridge meant cooperating with both banks and regula-
tors, and community stakeholders but only pursuant to furthering their business 
model needs. Therefore, while both Mainstream and Libertarian entrepreneurs 
opted only to work with ideologically like-minded firms (in turn reinforcing their 
business models), Pragmatists and, to a lesser extent, Technologists sought out 
partnerships that furthered their businesses interests, irrespective of their partners’ 
ideologies. One Pragmatic exchange, for instance, bought large numbers of 
Bitcoins from a patently Libertarian supplier in order to increase their supply of the 
currency. 

Indemnification 

Verification and Indemnification refer to entrepreneurs’ attempts to draw bounda-
ries between themselves and the technical consequences of the stigma. Responding with 
Indemnification entailed entrepreneurs not just verifying technical service systems, 
but bringing in external parties to indemnify them against customer and stakehold-
er accusations. There was a stark divide here between the externally-minded Main-
stream and Pragmatic entrepreneurs, and the Technologists and the Libertarians. 
The former brought in experts to conduct cryptographic audits of their accounts 
(and the Blockchain at large); something that was seen as particularly important 
given their belief that the stigma stemmed from unprofessional behaviour or tech-
nical incompetence. These audits were intended to signal that customers’ money 
was secure, given their belief that customers needed their support.  

Technologists and Libertarians, in contrast, argued that it was the responsibility 
of individuals to take care of their money—something that they considered to be 
both liberating and a responsibility, as described earlier. They therefore did not of-
fer to hold customers money, nor refund them if something went wrong. Howev-
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er, they sought to educate new and potential Bitcoin users about the risks involved 
in Bitcoin, how the technology worked and, in particular, the risks involved in the 
centralisation of too much money at any single exchange or firm. 

Verification 

In order to verify—both for themselves and for their customers—whether they 
had been affected by the Mt.Gox events, entrepreneurs engaged in Verification 
exercises. These took the form of controls on their technical systems of two types: 
operational and technical. All of the entrepreneurs, bar the Libertarians, sought to 
ensure that their own modules reliant on underlying infrastructure was secure. This 
included examining their software for evidence of bugs and tampering. The Liber-
tarians instead argued that as all software code and transactions were publicly avail-
able, users and customers would (or should) verify technical systems themselves. 

Mainstream entrepreneurs, who interpreted the stigma as resulting from un-
professionalism and saw their customers as reliant on them, implemented opera-
tional controls such as checking work processes, hiring additional employees, and 
pro-actively seeking out customers to explain what had happened to avoid further 
stigmatisation: 

We are doing everything that we can do, what is recommended to us and what will be 
maybe required to do. (Firm C)  

There is therefore an ideological flavour to these otherwise technical responses, 
and they relate to the entrepreneurs’ interpretation of the Mt.Gox events for their 
customers and other relevant actors, as well as the fear of loss and other service 
weaknesses, viewed through the lens of their ideologies.  

The responses ranged mainstream on the left, to libertarian on the right (x-
axis). Consistent with their polarised ideologies, Mainstream and Libertarian entre-
preneurs typically used strategies with the most extreme orientation, while Pragma-
tists and Technologists made use of more mixed strategies. The entrepreneurs’ 
responses to stigma also ranged from Social to Technical (y-axis). While Social re-
sponses were largely driven by group membership, service responses were driven 
by business models.  

Overall, all four groups considered their interpretation of the Mt.Gox events, 
their group membership and the services they offered when ascertaining how (if at 
all) to respond to the renewed stigma. This assessment involved examining the sa-
lience of possible responses, before choosing those consistent with these con-
structs. The resulting responses ranged from being social to technical in nature. 
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Having shown how ideological alignment creates identity “groups” which, to-
gether with a firm’s business model, explain how an entrepreneurial firm responds 
to stigma, we turn now to developing a model based on these findings. 

A Model of Ideology-Influenced  
Responses to Stigma 

Although the entrepreneurs saw the stigma through the lens of their identities, and 
in particular interpreted the source of the stigma in line with their identities, they 
were limited in how they could respond. While they could differentiate themselves 
and their firms from actors outside of the Bitcoin community, they could not do 
the same with organisations and individuals within the Bitcoin community. Using 
language drawn from studies of group identity (Ashforth & Johnson, 2001; Pratt & 
Foreman, 2000), we develop a model of stigma response strategies by Bitcoin en-
trepreneurs. This model is shown in Figure 8, and we discuss it further in the dis-
cussion section that follows.  

Figure 8: Processes leading to ideologically-influenced stigma responses by open 
entrepreneurs 

 

Ideology formed the core of the groups in which entrepreneurs saw themselves, 
how they understood the stigma that the community was facing, and the services 
which they offered.   
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In particular, ideologies formed the core of entrepreneurs’ identity, and thus 
their group membership. Examining their core ideologies, entrepreneurs used the 
process of identification to identify more with some groups—groups which in-
cluded OS community actors, banks and regulators, or both. These other group 
members included both likeminded entrepreneurs and likeminded other stakehold-
ers, for instance banks (Mainstream) or miners (Technologists). 

These ideologies also informed how the entrepreneurs chose, marketed and 
defined their service offerings. In developing their service offering they therefore 
enacted their ideologies. Those who saw the future of Bitcoin as being “cash on 
the internet” with few connections to the existing infrastructure (Libertarians and 
Technologists), for instance, built up service offerings that did not rely on non-
Bitcoin (mostly offline) actors or infrastructures. 

Lastly, ideology formed the lens through which the entrepreneurs interpreted 
the stigma that they faced. This interpretation of events as being identity-relevant is 
shown in the different causes that the entrepreneurs saw as underlying the stigma, 
as well as how they saw they stigma affecting both their own group members and 
their service offerings. Entrepreneurs with the belief that customers were, and 
wanted to be, responsible for their own money, for instance, operated minimum-
intervention marketplaces, or peer-to-peer platforms, while those that preferred 
the simplicity of being able to interface with the existing financial system instead 
provided core services with more oversight. These two service offerings cater to 
different customer bases. Changes in business model also seemed to affect the  
entrepreneurs’ ideologies, but this relationship is also deserving of further  
examination. 

Group membership, stigma understanding and business model are not only all 
informed by the entrepreneurs’ underlying ideology, they affect one another: as 
entrepreneurs cooperate with like-minded group members, and interpret the stig-
ma, they think about how it affects their service. This highlights the fact that stig-
ma is not just informed by multiple, often fragmented audiences (Hudson & 
Okhuysen, 2009) but, in the case of multiple firms affected by the same stigma, by 
heterogeneous ideologies which affect how stigma was treated and responded to. 

These three initial constructs not only influence one another, they form the 
base for an assessment of the salience of the stigma for a single entrepreneur, and 
thus the formation of an appropriate response. This assessment of salience formed 
the basis for the entrepreneurs’ decisions about how to respond to the stigma, 
both in social and in technical terms. The former tended to be heavily influenced 
by the entrepreneurs’ ideology and stakeholder alignment, while the latter respond-
ed explicitly to perceived service-level threats, although this perception was, itself, 
affected by ideology. 
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In summary, the stigma mitigation strategies we have identified are treated as 
processes that multiple firms using a core technology may use to survive in the face 
of stigma. Having shown the dynamics around ideology, stigma interpretation, 
group membership, service offering and ultimate stigma response, we turn now to 
discussing the theoretical and practical implications of this paper. 

Discussion: The Infrastructure Unites 
While OS communities are often made up of many sub-groups with heterogeneous 
ideologies (Stewart & Gosain, 2006), they remain part of an overarching group 
linked both by shared ideologies and their reliance on the underlying infrastructure 
(Ljungberg, 2000). Open entrepreneurs are a particular kind of OS community. 
Thus, while literature looking at OS communities is enlightening, it makes sense to 
temper it with literature that explicitly considers organisations with economic and 
profit-driven motives (Durand & Vergne, 2014; Sonenshein et al., 2017).  

In this section, we show the theoretical implications of our study of stigma, 
ideology and group membership in the Bitcoin community. In particular, we dis-
cuss: 1) The importance of infrastructure as a social “anchor” among open entre-
preneurs; 2) Our model of ideology, group membership and stigma responses, and 
what it tells us about open entrepreneurs; 3) How the OS community and the in-
frastructure are nearly interchangeable; 4) How ideology contributes to entrepre-
neurial heterogeneity; and 5) The implications of this research for practitioners. 

Anchors and Multiple Identities 

In discussing online-offline personas, researchers have pointed to how one identity 
(offline) can limit the expression of another identity (online), or “anchor” it (Zhao 
et al., 2008). In this case, the digital infrastructure of the Blockchain serves as an 
“anchor” which links this diverse group of entrepreneurs, limiting their options 
when it comes to, among other things, stigma response. 

When it comes to group identities, we find that this anchoring effect means 
that groups become so closely tied to one another that despite considerable differ-
ences they must respond and interact with one another. Thus, the shared infra-
structure means that the Bitcoin entrepreneurs exhibit “deep structure 
identification” (Ashforth et al., 2008, p.339) with other members of the Bitcoin 
community—despite their ideological differences—by virtue of their shared use of 
the OS infrastructure. 

The fact that individual firms identify with the larger community even though 
sub-groups have formed is consistent with earlier research. This broader group 
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ideology breeds trust, and facilitates team effectiveness (Ljungberg, 2000; Stewart 
& Gosain, 2006) pursuant to maintaining the shared infrastructure. Ideological dif-
ferences have also been shown to motivate members of shared communities to 
work together, to the exclusion of outsiders (Nov, 2007). 

An example of this anchoring lies in how Mainstream actors, despite limiting 
their cooperation with the OS community (seen as the bastion of Libertarian sup-
port), nevertheless elevate themselves within the larger Bitcoin community—which 
includes the OS community.  

However, while the larger group identity “anchors” how much the sub-groups 
may distance themselves from the larger community, it does not prevent these sub-
groups from cooperating with outside actors, nor from demonising individual 
firms within the larger group. 

Free-riding Not an Option 

While it should be theoretically possible for Bitcoin entrepreneurs to sever their 
ties to the OS community, even the most Mainstream-minded entrepreneurs de-
clined to do so. While they did not publicly defend the OS community, even the 
Mainstream entrepreneurs nevertheless engaged with them. This is counter-
intuitive as knowledge shared online is known to become a public good (Siobhan 
O’Mahony, 2003). That is, people cannot be excluded from using it and use by one 
person does not prevent it being used by others (Baldwin & Clark, 2006). Thus, the 
Mainstream actors could make passive use of this knowledge. 

Given this non-excludability, one would expect entrepreneurs who find the OS 
community anathema to merely free ride on the publicly available knowledge. 
However, this was not the case: even the most extreme actors acknowledged the 
necessity of the underlying community and the work that it did (for instance code 
development and testing for code bugs, as was the case with transaction malleabil-
ity), and engaged in discussions with the OS community, even if they sought to 
publicly distance themselves from other behaviours by the OS community. 

There are a number of possibilities for why this was so. First, as an entrepre-
neur in a fast-paced environment like this one, something more than just public 
information may be necessary. This is consistent with previous findings around 
knowledge, which suggest that in-depth knowledge is a source of competitive ad-
vantage (Gupta & Govindarajan, 2000). Moreover, social capital in the community, 
which requires close community involvement (Yetis-Larsson et al., 2015), explains 
some of this non-severability. Another explanation involves the technology itself: 
as the Bitcoin is developed and governed in a decentralised manner, there is a likely 
incentive for the Bitcoin entrepreneurs to get involved in the maintenance and 
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governance of both, in the interests of making sure that its developments 1) do not 
undermine their own ideologies, and 2) do not threaten their current or future 
business models. 

Indeed, although all of the entrepreneurs saw stigma in the community as be-
ing a consequence of association with “bad” behaviour by other members of the 
community, it ultimately became attached not to a single group or person, but ra-
ther to the underlying technology. Thus, although the entrepreneurs interviewed 
labelled this kind of stigma as “stigma by association”, it more closely resembles 
that of core stigmatisation, where to avoid the stigma would mean abandoning an 
entire business model (Hudson & Okhuysen, 2009).  

A Model of Ideology, Group Membership  
and Stigma Response  

Stigma has elsewhere been acknowledged to be subjective (Tracey & Phillips, 
2015). That is, while one set of attributions may entail stigma for some communi-
ties, the same set of attributions may not entail stigma for others. This helps to ex-
plain why, for instance, male bathhouses are stigmatised by non-users, while users 
merely try to avoid being stigmatised by outsiders (Hudson & Okhuysen, 2009). 
However, what we see here is more complex: where the source of the stigma is 
uncertain, both the causes and consequences of the stigma are subject to interpre-
tation. Ideology, therefore, becomes a key element of making sense of the stig-
ma—and responding to it.  

First, drawing on group identity theory, we develop a model of how ideology 
provides an OS entrepreneur with the information needed to decide whether the 
effects of stigma are salient—and how—for his or her firm. The four processes 
involved, namely group membership identification, stigma interpretation, business 
model enactment, and response salience are processes derived from group identifica-
tion and are supported by extant literature (Ashforth et al., 2008; Ashforth & Mael, 
1989; Pratt & Foreman, 2000). 

Second, we show the importance of group membership in the direction of 
these strategies. Entrepreneurs’ ideologies meant that they were members of one 
group to the exclusion of the others, and that other groups could be the object of 
stigma mitigation responses. Thus, Bitcoin entrepreneurs used substantially similar 
strategies but directed them towards different stakeholders, depending on their 
ideologies.  

Third, the responses ranged from being social in nature, for instance in the use 
of Isolation or Elevation strategies, to technical in nature, for instance through 
Verification and Indemnification. The full range of these strategies reflects the ef-
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fects of the entrepreneurs’ ideologies, with stakeholder alignment important in the 
formation of stakeholder strategies, business models (which are themselves ideo-
logically influenced), and service-level responses. 

Thus, we have teased out the indirect and direct effects of ideology on how, 
and why, entrepreneurs respond to stigma in the manner in which they do. In so 
doing, we have teased out not only the patterns of events that led to stigma mitiga-
tion responses, but also how and why these patterns occurred (Pentland 1999). 
Ideology operates directly by affecting which groups the entrepreneurs align them-
selves with (and which they seek to avoid), and by framing their interpretation of 
how the stigma would affect them. Ideology also operates indirectly by projecting 
onto the entrepreneurs’ choice of, and narrative around their, business model.  

These strategies bear resemblance to those observed in previous studies, most 
notably when it comes to the drawing of insider/outsider boundaries (Hudson & 
Okhuysen, 2009; Tracey & Phillips, 2015) and attempts by firms to divest them-
selves of as much of the link to the stigma as possible (Durand & Vergne, 2014). 
However, by teasing out the underlying processes whereby these strategies are 
formed, we also provide empirical guidance for future open entrepreneurs as they 
respond to stigma.  

However, while previous studies have been undertaken in established indus-
tries with a non-digital character (Devers et al., 2009; Durand & Vergne, 2014; 
Hudson & Okhuysen, 2009; Lamin & Zaheer, 2012; Sutton & Callahan, 1987; 
Tracey & Phillips, 2015), they have not examined the presence of multiple identi-
ties or of shared infrastructures. The presence of these two additional variables 
significantly limited how the Bitcoin entrepreneurs in this study could react to 
stigma. Thus, these findings are particularly relevant for an increasingly digital 
world, characterised by polarisation and competing identities, as well as shared 
digital infrastructures. 

Entrepreneurial Heterogeneity 

While code flexibility has previously been pointed to as a major reason for hetero-
geneity (Kallinikos et al., 2013), ideology has not. Here, the links between ideology, 
group membership and business model frame how and why an entrepreneur de-
velops his or her business model in a particular direction, with emphasis on the 
type of service chosen and how customers are perceived. Moreover, these dynam-
ics affect relationships between entrepreneurs and various stakeholders, with stig-
ma being an extreme case that highlights them. For instance, owing to their 
ideologies the different firms attract different kinds of customers, meaning that 
“customer” became something fluid, depending on the perspective of the firm.  
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The same is true of ideological insiders and outsiders; as the spectrum of ideo-
logies and their relationship to the five stigma mitigation strategies shows, stake-
holders can be both insiders and outsiders relative to the stigma-experiencing 
organisations. A regulator may be an outsider for a Libertarian or Technologist 
firm, an insider for a Mainstream firm and neither for a Pragmatist firm (which 
cannot see a mercantile reason to either interact or not interact with the regulator). 
This heterogeneity and the exact dynamics whereby ideological heterogeneity leads 
to business model heterogeneity is deserving of further examination.  

Having discussed our main theoretical contributions, we turn now to the prac-
tical implications of this work. 

Practical Implications 

The practical implications of this research are twofold. First, this paper outlines 
mechanisms that would-be entrepreneurs can emulate as they respond to stigma. 
Second, the paper points to the centrality of technology in stigma: where different 
sub-communities share a technology, differences in their ideologies and business 
models are not enough to insulate them from that stigma. Although this shared 
stigma does not make them rally together, it does mean that they rely upon each 
other despite ideological differences. 

When it comes to the stigma mitigation strategies identified, we treat these as 
processes that multiple firms using a core technology may use to survive in the face 
of shared stigma. These strategies bear resemblance to those observed in previous 
studies, most notably when it comes to the drawing of insider/outsider boundaries 
(Hudson & Okhuysen, 2009; Tracey & Phillips, 2015) and attempts by firms to 
divest themselves of as much of the link to the stigma as possible (Durand & 
Vergne, 2014). However, by teasing out the underlying processes whereby these 
strategies are formed, we also provide empirical guidance for future open entre-
preneurs as they respond to stigma. Moreover, while previous studies have been 
undertaken in established industries with a non-digital character (Devers et al., 
2009; Durand & Vergne, 2014; Hudson & Okhuysen, 2009; Lamin & Zaheer, 
2012; Sutton & Callahan, 1987; Tracey & Phillips, 2015), these findings are particu-
larly relevant for our increasingly digital world. 

Moreover, other entrepreneurs could use this framework, which demonstrates 
how open entrepreneurs in the context of Bitcoin came to the stigma mitigation 
responses that they did, in their own ventures. Some likely possibilities are  
1) guidance in what to consider, and why, when forming a stigma mitigation re-
sponse; and 2) anticipating how other stakeholders might respond to stigma and, in 
so doing, adjust their stigma responses accordingly. 
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When it comes to the core technology, and the resulting stigmatisation, the 
importance of the technology for business and social interactions is highlighted. 
On a practical level, the centrality of this technology means that entrepreneurs 
need not only respond to the social consequences of the stigma (as would be the 
case with stigma by association (Sutton & Callahan, 1987), but also embrace, at 
least to some degree, that the stigmatised technology is a core part of their busi-
ness—and therefore unavoidable. Embracing this core stigmatisation may mean 
engaging with opposition stakeholders more often than they otherwise might, or 
enabling a more efficient use of resources, given the futility of trying to insulate 
oneself from the stigma completely.  

In summary, these findings show the importance of both ideology and a shared 
underlying infrastructure in open entrepreneurship. While ideology triggers a num-
ber of processes among open entrepreneurs that allows them to respond to stigma, 
the shared infrastructure “anchors” the entrepreneurs to the infrastructure and OS 
community. This limits the extent to which these entrepreneurs can distance them-
selves from one another.  

Lastly, these findings demonstrate how the accessibility of open source soft-
ware allows open entrepreneurs to be ideologically heterogeneous, while relying on 
the underlying OS software. 

Conclusion and Directions  
for Future Research 

This paper contributes to our understanding of open entrepreneurs, shared infra-
structures and stigma. By examining the role of ideology and group formation, we 
found that an OS infrastructure, by virtue of its infrastructural nature, anchored 
entrepreneurs—limiting the extent to which they could distance themselves from 
the infrastructure and the underlying OS community. This research builds on open 
entrepreneurship which pointed to knowledge (Dahlander & O’Mahony, 2011; 
Wallin & Von Krogh, 2010) and social capital (Yetis-Larsson et al., 2015) as rea-
sons for OS community members to cooperate with one another. It further shows 
how Bitcoin entrepreneurs can build strategically important boundaries and coop-
erate with outsiders as a response to stigma (Devers et al., 2009; Durand & Vergne, 
2014; Hudson & Okhuysen, 2009; Tracey & Phillips, 2015), without jeopardising 
their community membership. 

Although we believe that this inductive study of digital entrepreneurs sheds 
light on our understanding of the dynamic between ideology and responses to 
stigma, as well as open entrepreneurs’ local contexts and digital contexts, we are 
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also aware of the limitations of this work. In particular, we focussed on a single 
open source community, although within multiple contexts. At the time of writing, 
all but two of the firms interviewed were still operational, suggesting that these 
strategies have afforded the firms some staying power. The two firms that closed 
down did so during a period when the Bitcoin exchange price was low, and argued 
that they had financial problems as a result. It therefore does not seem as though 
stigma had a direct impact on their business operations. However, these strategies 
may still be inadequate to ensure long-term survival in the face of stigma.  

We suggest that some areas for future research include broader examinations 
of the “anchor” role of digital infrastructures in both online and offline groups. 
The importance of ideology may, for instance, have rendered the infrastructure 
more important in this case than it might have been in other cases. 

Second, we welcome an examination of the application of these group identity 
processes in online communities. While ideology and group identification have 
been seen in communities before (Fang & Neufeld, 2009), their importance in 
driving actions in an increasingly polarised online world makes this an area ripe for 
study. Lastly, we recommend further research into stigma mitigation: although the 
mechanisms of group membership identification, stigma interpretation, business model 
enactment, and response salience are clear, the circumstances in which they might 
vary, beyond variations in ideology and group membership, remain to be explored. 
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Abstract 
Platforms, similar to entrepreneurs, typically face the liability of newness when they 
are first launched, thereby limiting their ability to attract users and obtain re-
sources, which can ultimately affect their growth and success. Overcoming this 
liability of newness typically requires building legitimacy. However, legitimacy is 
something that is generally thought of as being embedded within a social relation-
ship; that is, one that a platform based on digital artefacts may struggle to have.  

This paper examines an attempt by a crowdfunding startup to gain legitimacy. 
Based on our qualitative research, we develop the concept of “designed legitima-
cy”, and we argue that, at a minimum, a platform may be seen as not legitimate, im-
plying that designed legitimacy is possible. We also point to the importance of 
gaining legitimacy, in addition to trust, for platform adoption. We further highlight 
the means through which a platform may come to be seen as legitimate, namely by 
designing with legitimacy in mind: by using symbols in design, asymmetric legiti-
macy-building, and two-stage legitimacy-building. We end the paper with proposi-
tions for further study. 

 
Keywords: Entrepreneurship, Qualitative Research, Platforms, Legitimacy, 
Crowdfunding 
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Introduction 
Overcoming the “liability of newness” is one of the major hurdles a startup firm 
has to overcome (Suchman, 1995; Zimmerman & Zeitz, 2002). This lack of legiti-
macy reveals itself in a startup’s inability to rally resources in the form of financial, 
human and social capital (Suchman, 1995). In the platform economy, this lack of 
legitimacy manifests itself in a struggle by the platform to attract potential users to 
use the platform’s services (Evans, 2009). This is in contrast to how one typically 
thinks of legitimacy - as being embedded within or the result of a social relationship 
between actors (Deephouse & Suchman, 2008). 

With the rise of web-based platform ecosystems, the question of whether, and 
how, a platform can gain legitimacy is a timely one. Some of the largest platforms 
today have been valued at billions of dollars. Apple’s iStore platform, for instance, 
saw users spend over 20 billion USD in 2015. These platforms start off small, with 
few users, but owing to network effects, once established, users are unlikely to 
switch to another platform (Koufaris & Hampton-Sosa, 2004). As with any ven-
ture, building legitimacy is key to attracting users. The primary difference between 
a platform-based startup and traditional startups is that the platform communicates 
with its potential users largely through its digital presence (Gawer & Cusumano, 
2014). Platforms, like many digital artefacts, have already been found to optimize 
their appearance for their intended user groups. Wheelwright and Clark (1992), for 
instance, point out that modifying, adding, or subtracting different features can 
affect how a platform is received by different user groups. This suggests that de-
sign and communication are important for a platform’s legitimacy and subsequent 
adoption.  However there is limited research as to whether a platform itself can be 
considered legitimate and, if so, how. 

A related question is whether this legitimacy-building through digital platform 
design relies on the same processes as legitimacy-building in non-digital contexts. 
Many platforms are multi-sided. In other words they have to appeal to multiple 
user groups simultaneously (Evans, 2009; Gawer & Cusumano, 2014) in what has 
been called a “chicken and egg” game. Building a market on one side of the plat-
form often requires the existence of a market on the other side of the platform, 
and vice versa. How does this dynamic then affect designing legitimacy into a plat-
form, if it is even possible? 
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This paper examines this issue of legitimacy-building by a multi-sided platform 
and is based on a study of a fast-growing crowdfunding platform in Stockholm, 
Sweden. More specifically, the crowdfunding platform was a two-sided platform 
offering investment possibilities to potential funders, on the one side, and entre-
preneurs on the other side, through donation- and reward-based crowdfunding. In 
particular, the crowdfunding platform targeted information technology (IT) entre-
preneurs, who were active early adopters in the Stockholm context. To conduct 
our study, we did not enter the field with a specific body of literature or theoretical 
contribution in mind. Rather we moved gradually towards bodies of literature after 
iterative open coding of our data from interviewing 29 people to answer our over-
arching research question:  

How can a two-sided crowdfunding platform gain legitimacy? 

This paper is organised as follows. First, we discuss the concept of legitimacy and 
examine whether and how a digital platform can, conceptually, be seen as legiti-
mate. Second, we delve into our research context and methods. We then turn to 
discussing our findings before presenting the implications of this initial failed at-
tempt at designed legitimacy and a set of propositions for future studies of plat-
forms and legitimacy-building. 

Theoretical Background 

From Trust to Legitimacy 

We often discuss technological artefacts as having social, or human, characteristics 
(Benbasat & Wang, 2005; Corritore, Kracher, & Wiedenbeck, 2003). However, 
whether they can take on relational characteristics is not clear. Legitimacy, for in-
stance, is typically seen as a social, relational characteristic and, by implication, one 
that can only arise between humans or among groups of humans (Suchman, 1995; 
Weber, 1978; Zimmerman & Zeitz, 2002). How then, if at all, can a platform gain 
legitimacy? 

The concept of trust once faced a similar impasse. It was widely accepted to be a 
pre-condition for a piece of technology to be adopted (Gefen, Karahanna, & 
Straub, 2003), but most studies had looked at trust in the humans behind the tech-
nologies, rather than considering trust in the technologies themselves. This is be-
cause trust, like legitimacy, was thought of as arising within an interpersonal 
relationship between humans (Sztompka, 1999), and one that required conscious-
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ness and agency (Friedman, Khan Jr, & Howe, 2000). However, research in infor-
mation systems has shown how it is possible, both conceptually and in practice, for 
people to trust or even distrust a digital artefact (Benbasat & Wang, 2005). This is 
not least because people do, in fact, treat computers and other digital artefacts as 
though they are more human than simple tools (Reeves & Nass, 1996). In a study 
of the use of human rituals being used by machines (e.g., small talk), Cassell and 
Bickmore (2000) went so far as to say that trust included elements of both benevo-
lence and credibility. 

While studies of trust, and that of Benbasat and Wang (2005) in particular, pro-
vide a blueprint for how people develop a human-like relationship with a digital arte-
fact, the nature of the relationship between people and the digital artefact in the 
context of trust is not the same as the nature of relationship in the context of legiti-
macy. Trust is defined as the willingness to take a risk (Mayer, Davis, & Schoorman, 
1995), where an actor bears some responsibility (Muir & Moray, 1996). Trust in this 
conception is about the relationship between actors. Although it may be affected by 
context or social conventions (Cassell & Bickmore, 2000), it is largely about believ-
ing that an actor can, and will, do that which it says it will. In contrast, legitimacy 
looks at an actor through the lens of broader social expectations: “every goal, mean, 
resource, and control system is necessary, specified, complete, and without alterna-
tive” (Meyer & Scott, 1983: 201). Indeed, while trust might be said to be a necessary 
condition for a platform to be used, the legitimacy literature suggests that trust on its 
own may not be sufficient for users to adopt a platform (Garud et al., 2014; Suddaby 
& Greenwood, 2005; Zimmerman & Zeitz, 2002). 

Digital Artefacts and Legitimacy 

Legitimacy is best known from sociological theory, and from Weber in particular, 
who argued that legitimacy stemmed from conformity with both social norms and 
specific laws produced by hierarchical bureaucracies governed by human agents 
(Weber, 1978). This conception was further refined by Meyer and Rowan to show 
how “organizations structurally reflect socially constructed reality” (1977: 47) with 
legitimacy resulting from their desire to pursue effectiveness (pragmatic legitimacy), 
in line with legal mandates (socio-political legitimacy) and collectively valued goals, 
means and purposes (normative legitimacy). Ashforth and Gibbs (Ashforth & 
Gibbs, 1990) point out specifically that effectiveness and performance are not 
enough—normative compliance is necessary. Of note are the cognitive elements im-
plicit in this conception on the part of the person perceiving the legitimacy (but 
not necessarily on the part of the organisation itself). Specifically, Deephouse and 
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Suchman refer to the importance of “explanation, theorization, and the incompre-
hensibility of alternatives” in studies of legitimacy (2008: 574). Although an organi-
sation, or other entity, is said to be able to build legitimacy (Ashforth & Gibbs, 
1990; Zimmerman & Zeitz, 2002), the implication is that this is not a necessary 
pre-condition for being considered legitimate. Ultimately, being legitimate rests on 
being perceived as such by other societal actors.18 

When operating in digital spaces (Davidson & Vaast, 2010; Nambisan, 2016), a 
lack of legitimacy may be because the technologies upon which an agent relies have 
not yet received widespread acceptance (van Lente, 2012) or because they operate 
from the periphery of a field (Henfridsson & Yoo, 2014; Wright & Zammuto, 
2013). However, the inability to obtain legitimacy may be the result of something 
more simple: the failure to conform to certain normative, structural and cognitive 
norms within a field (Suchman, 1995). While the boundaries of a field are hard to 
define, social theorists acknowledge that they may be characterised by multiple sets 
of social realities (Meyer & Rowan, 1977). Multi-sided platforms by definition exist 
to cater to multiple user groups, so it is not surprising that the perception of legit-
imacy differs among these groups. Despite this plurality of social realities, attract-
ing one or more of these key user groups remains an important part of a multi-
sided platform’s strategy (Evans, 2003).19 

The use of symbols, narratives, and the material to indicate this conformance 
have elsewhere been linked to legitimacy building and institutional change, most 
notably in the way in which language and semantics are used (Garud et al., 2014; 
Martens et al., 2007), and in the case of infrastructure (de Vaujany & Vaast, 2014). 
Moreover, Garud et al. (2014) find that narratives and stories articulated in the pur-
suit of legitimacy may themselves create new constraints or barriers to obtaining 
legitimacy. However, these symbols and narratives are typically employed by a hu-
man actor or organisation. Indeed, legitimacy is not something that has been at-
tributed to a technological artefact as it is a social practice (Deephouse & Suchman, 
2008). 

                                           
18 Consequently, legitimacy is heavily context-dependent. This poses a challenge for the generalisability of a 

study of legitimacy when it comes to a phenomenon like crowdfunding. Understanding some of the underlying 
dynamics whereby legitimacy is obtained, even if its normative content differs, may aid in future theorising around 
platforms, if not around legitimacy. We thank one of EJIS’s reviewers for this subtle point. 

19 Thank you to one of our reviewers for pointing out the challenges involved in being seen as legitimate when 
one has to appeal to user groups that are likely to have a plurality of social realities. 
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Two-Sided Digital Platforms and Legitimacy 

Two-sided platforms are a particular kind of digital artefact and have begun to at-
tract attention, both for the ecosystems that they create (Tiwana et al., 2010) and 
for their efficient allocation of resources (Bakos & Katsamakas, 2008; Parker & 
Alstyne, 2012). Such platforms are typically seen as intermediaries; they connect 
two or more markets, and perhaps play some role in price-setting between the two 
sides (Rochet & Tirole, 2004). In the case of crowdfunding, they do so by reducing 
so-called information and transaction costs incurred by both entrepreneurs and 
funders as they screen and identify one another (Eisenmann et al., 2011; Rochet & 
Tirole, 2004). 

Other platforms of interest for IS and innovation scholars have been those 
used for product innovation (e.g., Gawer & Cusumano, 2014; Parker & Alstyne, 
2012) and supply chain management (e.g., Zirpoli & Becker, 2008; Caputo & 
Zirpoli, 2002). This platform centricity is notable among users of mobile devices 
and gaming consoles (Tiwana et al., 2010). Such platforms are defined as being 
comprised of two elements: an extensible codebase that provides core functions 
and modules that can be added or subtracted to add functionality. Collectively, 
these are referred to as a platform ecosystem (Cusumano & Gawer, 2002; Tiwana 
et al., 2010). These platforms provide an infrastructure that allows heterogeneous 
users to connect to one another (Rochet & Tirole, 2003) and, in so doing, lower 
the barriers to entry for those wishing to obtain resources (Eaton et al., 2015).  

Platform ecosystems are said to be more dynamic than often imagined (Katz & 
Shapiro, 1994), and the context can often be influential in affecting whether a plat-
form is adopted, how it is perceived, and what it is ultimately used for (Eaton et al., 
2015; Tiwana et al., 2010). Platforms are a complex undertaking when the intended 
user groups are multiple, giving rise to what Gawer and Cusumano call a “chicken 
and egg” game of how to attract distinct groups of buyers and sellers to a platform 
(2014). Evans (2009) finds that, in the case of tire manufacturers, platform design 
is just one—albeit an important one—of the variables that drive adoption, and that 
context is similarly important. As legitimacy is a context-driven perception, we ar-
gue that it is not only possible for a platform to be perceived as legitimate, but that 
this perception is a vital part of platform design and commercialisation that has 
hitherto been neglected. 

We now turn to discussing our research context, data and methods, before  
presenting our findings. 
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Context, Data and Methods 

Research Design and Setting 

We relied on the qualitative, theory-building single case study method (Yin, 2003, 
1981) in designing and conducting our research. We began with an empirical prob-
lem, namely why crowdfunding was not being adopted by Swedish IT entrepre-
neurs, despite its adoption by similar groups elsewhere in the world, and the 
importance of startup-financing for entrepreneurs (Erikson, 2002; Kerr, Lerner, & 
Schoar, 2014). This study started as an exploratory one, and then zoomed in on the 
question of platform legitimacy as both an empirically and theoretically rich con-
cept to explore—and one with particular relevance here.   

Our research centres on a crowdfunding platform and group of actors in the 
startup community in Stockholm, Sweden, a city known as an IT entrepreneurship 
hub (Cheshire, 2011). A number of successful software companies, for instance 
Spotify, King and Skype, have emerged from this city in recent years. In late 2012 
it also boasted a small number of crowdfunding platforms catering to entrepre-
neurs, including to IT entrepreneurs. The presence of a high technology startup 
community, high levels of internet connectivity in the country (over 90 percent in 
2016, Davidsson & Findahl, 2016), and the fact that professional financing is hard 
to find in Sweden (Avdeitchikova, 2008) means that crowdfunding should be an 
interesting possibility for IT entrepreneurs within this community. In this paper, 
we refer to professional financiers as investors and those who invest using crowd-
funding as funders. 

Crowdfunding provides an interesting context for us to examine the concept 
of platform legitimacy as two-sided platforms are at the core of their operations. In 
crowdfunding, a two-sided platform can operate in four ways: 1) donation-based 
crowdfunding, where the crowd gives money as a donation and receives only in-
tangible benefits in return; 2) reward-based crowdfunding, where the crowd gives 
money in exchange for a symbolic reward, product prototype or other tangible re-
ward; 3) equity-based crowdfunding, where the crowd invests money in a firm in 
exchange for an equity share; and 4) debt-based crowdfunding, also known as 
peer-to-peer lending, where the crowd lends a firm money in exchange for interest 
on the amount invested and an eventual repayment of the capital amount 
(Belleflamme et al., 2014).  

When we collected our data, the crowdfunding platform under examination 
was one of a small number of such platforms operating in Sweden. It started by 
offering donation- and reward-based crowdfunding, upon which we focused our 



156 CROWDS, COINS AND COMMUNITIES 

case study. Its offices were located in a co-working space with a number of other 
IT startups, and its employees and founders rubbed shoulders with other IT entre-
preneurs on a daily basis. Given the physical closeness of the platform founders to 
a number of IT entrepreneurs (Porter, 1998, 2000), and the fact that IT entrepre-
neurs have raised funding on crowdfunding platforms elsewhere in the world 
(Mollick, 2014), we identified them as a key user group for this platform.  

The platform later expanded operations to elsewhere in Europe and Asia and 
introduced equity-based and debt-based crowdfunding. Equity and debt-based 
crowdfunding are, today, the main focus of the platform. Other crowdfunding 
platforms present in Sweden catered to niche communities, e.g., creative arts, char-
ity projects, while two platforms catered to Stockholm’s IT entrepreneurs. The first 
of these is the subject of this study; the latter was a later entrant into the Swedish 
market and offered only equity-based crowdfunding but, at the time of data collec-
tion, had not yet raised any money in the country. 

Data Collection and Analysis 

We collected data through semi-structured interviews with 29 individuals, each last-
ing 30-75 minutes, which were recorded and transcribed. We made use of interviews 
in order to explore the apparent contradiction between the benefits of crowdfunding 
and IT entrepreneurs’ failure to adopt it. We began by identifying IT entrepreneurs 
at the annual Swedish IT conference, “Internetdagarna 2012” (“Internet Days 
2012”) who self-identified themselves as looking for funding. We then relied on 
snowball sampling to identify other IT entrepreneurs and individuals in the field. 
Ultimately, our sample included IT entrepreneurs, platform founders, crowdfunding 
funders, venture capitalists, angel investors, and other interested third parties like 
businesses coaches (Table 14). The IT entrepreneurs were largely, but not entirely, 
entrepreneurs providing software, rather than hardware, as is common in Sweden 
(Andersson & Wictor, 2003; Casper & Whitley, 2004). In addition to interviews, we 
also collected data through 1) participant observations in meetings and conferences, 
informal meetings with numerous other entrepreneurs, and multiple interactions 
with funders and 2) extensive archival material such as from the crowdfunding plat-
form websites and trade press analysis and documentation. This enabled us to look 
at the situation of crowdfunding for IT entrepreneurs in context and from their per-
spective (Graebner & Eisenhart, 2007; Suddaby, 2006).  

After each interview we wrote notes around interesting themes that emerged 
from the interviews and later conducted data analysis using open coding of the in-
terview transcriptions (Corbin & Strauss, 1990; Strong et al., 2014), triangulating 



 CHAPTER 5 157 

 

our findings against what we already knew about crowdfunding in the region from 
our social interactions and archival material.  

Table 14: List of interviewees 

 
Actor Industry/Interests 

Entrepreneur #1 Mobile question-
naire 

Entrepreneur #2 Co-working space 

Entrepreneur #3 Crowd sourced 
food data 

Entrepreneur #4 Online education 

Entrepreneur #5 Digital design 
agency 

Entrepreneur #6 Online storyboard 

Entrepreneur #7 Co-working space 

Entrepreneur #8 Digital storytelling 

Entrepreneur #9 Blog aggregation 
tool 

Repeat Funder #1 Media industry 

Institutional Actor #1 Business coach 

Repeat Funder #2 Media and aca-
demia 

Institutional Actor #2 Not-for-profit agen-
cy 

Entrepreneur #10 Travel experience 
app 

Entrepreneur #11 Clothing size simula-
tor 

Entrepreneur #12 Wifi-sharing app 

Entrepreneur #13 Student competi-
tion site 

Entrepreneur #14 Crowdfunded ad-
vertising 

Platform #1 Equity-based site 

Platform #2 Equity- and Re-
ward-based site 

Entrepreneur #15 Film producer 

Venture Capital  
Investor 

Large bank 

Angel Investor #1 Invests in personal 
capacity 

Platform #3 Crowdfunding site 
that closed down 

Angel Investor #2 Invests as part of a 
group 

Platform #2  
(follow-up) 

Equity- and  
Reward-based site 

Platform #2  
(follow-up) 

Equity- and  
Reward-based site 

Platform #2’s  
designers 

Digital design 
agency 

Platform #1  
(follow-up) 

Equity-based site 

 

During open coding, a number of themes began to emerge, and we stopped open 
coding when no new themes began to emerge (saturation). We then engaged in 
axial coding as a way to discover relationships and to explore the most plausible 
relationships between open codes in the data (Locke, 2001; Suddaby, 2006). We 
did not explore the data with a theoretical framework in mind, but rather we al-
lowed meta-level themes to emerge from the data during the process of open cod-
ing (Strong et al., 2014; Suddaby, 2006). In this process, the theme of legitimacy, 
both with reference to the platform and the IT entrepreneurs’ need to derive legit-
imacy from their choice of financing arose repeatedly. Similarly, the features of the 
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digital platform regularly arose as important in that they framed what the IT entre-
preneurs perceived was possible using the platform, and thus whether the platform 
afforded them the legitimacy that they sought. After several iterations of coding, 
we found that our codes highlighted a problem of legitimacy – one that stemmed, 
in large part, from a gulf between the features built into the platform in question, 
the narratives used by the crowdfunding startup to convince IT entrepreneurs to 
use the platform, and the uses the IT entrepreneurs ultimately perceived as possi-
ble through the platform. 

The prevalence of the IT entrepreneurs’ interpretations was validated through 
our interviews with other actors in the field not directly involved in crowdfunding 
(such as business coaches) as well as by following up informally with those inter-
viewed to ensure that we had accurately understood their comments. This process 
led us to understand how IT entrepreneurs did not perceive the crowdfunding 
platform as affording them with what they needed (i.e., not just financial resources 
but also the legitimacy that came from getting funding from established, profes-
sional investors), contrary to what the platform founders expected when they had 
designed the platform. This, in turn, affected the platform’s ability to become seen 
as legitimate. We expand upon these findings below.  

Empirical Findings 
Our findings indicate, as earlier suggested, that the platform founders, themselves 
entrepreneurs, were aware that they were not yet “taken for granted” in the field in 
which they found themselves. They were competing in an established and mature 
field, characterized by clear roles and responsibilities for entrepreneurs and inves-
tors, whether business angels or venture capitalists, as well as a clear flow of re-
sources between these actors. Further, the design of their platform did little to 
enable similar relationships in the digital realm. 

Norms and Expectations around Financing 

As with any mature field, the investment landscape in Stockholm was well-
established when this crowdfunding platform entered the scene. There were estab-
lished norms around how financiers and entrepreneurs should behave as well as 
the relationships between the two. The norms in this field included the idea that 
investors be well-informed professionals who closely scrutinised an entrepreneurial 
firm before investing, and who invested social and human capital in a firm, not just 
financial capital. Moreover, entrepreneurs could choose which investors to ap-
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proach, and both parties exerted some control over the investment process. These 
investment relationships were deliberate, long-lasting and described as relying on 
extensive prior screening by both investors and IT entrepreneurs. 

The norms around professional equity investments were the most prominent, 
and while the crowdfunding platform did not (at the time) offer equity investment, 
the entrepreneurs naturally compared the two. This obvious comparison was rein-
forced by the platform’s own narrative that it was a “substitute” for other forms of 
financing. 

The single most important thing that entrepreneurs sought to obtain from a 
potential investor was a stamp of approval through recognition of both the team 
and the firm’s product or service. Entrepreneurs argued the decision to invest was 
based on a close examination of the firm’s idea, team, and business model by an 
informed professional:  

We weren’t really at the time able to show that we actually lowered returns and in-
creased conversion. It’s hard to get all these stats right – but we had some sort of proof 
of concept and the seed funding ended up, kind of like, [coming from] a mixture be-
tween professional and angels (Entrepreneur #11) 

The IT entrepreneur could therefore treat an investor’s decision to invest as a sig-
nal to others in the field: that his or her firm was going in the right direction – and 
had growth potential. This stamp of approval was particularly visible in profession-
al investors’ tendency to invest their time and expertise in a young firm, typically by 
sitting on the firm’s board and giving the firm advice (human capital): 

In particular we, either I or someone in the team, is an active board member… we (al-
so) try to help with hiring management, you have to do some firing sometimes as well, 
some restructuring of boards and management teams to meet with new challenges that 
the venture needs after a few years. (Venture Capital investor) 

Having a known professional investor on a firm’s board also said something about 
the firm’s trajectory moving forward. Not only had it attracted a professional in-
vestor, but his or her ongoing involvement signalled that the firm was likely to 
grow and become profitable (social capital):  

It’s not just about money. It’s about getting a name into the boardroom. It’s a game of 
illusions… [which shows that] we are going somewhere because this guy or woman is 
endorsing us (Institutional Actor #2) 

Moreover, these relationships entailed reciprocity.  For investors, investing in a 
firm that subsequently became a “big” name or made large profits through an ”ex-
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it” was key to showing other firms—and investment clients—that they were skilled 
at their jobs. Moreover, this relationship was mutually beneficial and continued 
beyond the first investment. It was one that continued for many years as the ven-
ture grew and matured, and investors often re-invested in the firm, or introduced 
firm leadership to investors who would. This allowed the entrepreneurs to make 
connections that were otherwise difficult to make in a country with flat hierarchies 
and tight social networks: 

Sweden, I noticed, is a lot, like, relationship based: it’s not that kind of you know you 
have to have a personal relationship, but they have to have heard about you before, like, 
somewhere [to invest]. (Entrepreneur #3) 

Furthermore, implicit in this relationship is the idea that both the entrepreneurs 
and the investors saw the investment process as one that was clearly defined and 
tightly controlled (what we have called “exclusive”). That is, few people could do it 
well and competition for resources was stiff, but, when it occurred, the clear pro-
cess signalled the value of the firm and the idea: 

I kind of feel that if you can’t get, like, if you can’t get money from investors, you’re do-
ing something wrong. (Entrepreneur #12)  

Tensions Between the Platform and Pre-Existing Norms 

In contrast, the crowdfunding platform was not designed to be exclusive. The plat-
form founders, in building their platform, explained that the features of the plat-
form had been influenced by e-commerce platforms and social networking sites. 
Indeed, they believed that the use of a fun, social, and inclusive approach to raising 
funding would be welcomed by entrepreneurs, among them IT entrepreneurs, and 
would provide entrepreneurs with an alternative source of funding. Making the 
platform “inclusive”, and thus open and attractive to funders beyond traditional, 
professional ones was part of this strategy:  

The concept of crowdfunding means that you can reach across the globe within sec-
onds, thanks to social media and engage people that are willing to give you money or 
willing to back you or willing to take that chance in order to make things happen (Plat-
form #2, first interview) 



 CHAPTER 5 161 

 

Inclusivity and a Focus on “Selling” Entrepreneurs’ Ideas 

The overarching understanding of this platform is understood through an ex-
amination of its features. When a user clicked through from the platform landing 
page to see an individual project, the most prominent feature on the project page 
was a large “Fund this project” button in the centre of the page. Around it were 
the project’s title, a brief project description, an image or film clip describing the 
project, and a range of social media icons for a user to share the project with his or 
her social networks. Below the central button were three tabs, and by default the 
user landed on the “Project overview” tab. The alternate tabs were “Backers”, or 
the number of funders, and a “Flag this project” tab in order for a user to easily 
report concerns around the project (Appendix Five).  

Beneath the project overview was a comments section in which anyone—
whether a funder or curious website visitor—could comment and ask questions 
about the project. To the right of the page was a bar that tracked the percentage of 
total funding obtained, the value of the funding obtained (in SEK or EUR) and the 
time left for the project to receive funding, along with the rewards offered for this 
particular project. Additionally, scrolling to the bottom again presented the website 
user with a “Submit your project” button above the bottom menu.  

Possible funders were not the subject of much attention on the platform. Be-
yond an alias, the funders were not required to provide any information about 
themselves – although some did voluntarily. The backers tab, the second of the 
three tabs mentioned above, takes the viewer to a list of funders. However, the list 
contained little information about the backers beyond their aliases and, when they 
have one, an identifying image. This view of the funder as an anonymous individu-
al, rather than a savvy investor, contrasts with the exclusive and legitimacy-bearing 
relationship that the IT entrepreneurs looked for when choosing an investor.  

This design points to the idea that raising money from a diverse group of indi-
viduals was the primary purpose of the platform. Next, the entrepreneur and 
his/her project were emphasised on the platform. However, the identities and of-
ferings of potential funders were clearly far less important, showing the platform’s 
asymmetric focus. In particular, the platform primarily provided a platform upon 
which the (IT) entrepreneurs could market a one-off project. It did not focus on 
anything related to the funder, beyond the money he or she invests in the project. 
Indeed, the platform founders believed that the platform should attract non-
professional funders: 

Our main goal is two years from now, that lady down there, to get her to say ‘I really 
love ice cream, where do I go to buy into an ice cream company?’ And then we want 
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[the platform] to be on her tongue and for her to say ‘Hey, I should look towards a 
crowdfunding platform and see if I can become an investor in an ice-cream shop’. Be-
cause you can’t do that today. (Platform #2, first interview) 

As such, the features of the platform provided no information about who potential 
funders or actual funders were – reinforcing the perception that they are an anon-
ymous “crowd.” 

While IT entrepreneurs acknowledged that they could raise small amounts of 
money through crowdfunding platforms, they suggested that they could not raise 
“smart” money since mostly ordinary people—not qualified, savvy investors—
would contribute through the platform. Moreover, Sweden’s small population 
meant that they were unlikely to raise large sums this way. This was reinforced by 
Swedes’ belief that the high taxes they paid meant that the state should support 
charitable causes on their behalf. Those who invested via a crowdfunding platform 
were therefore seen by IT entrepreneurs as unable to judge the value of a project. 
Their investments—both in size and through the lack of demonstrable investor 
skill—therefore did not signal quality or competence. The inclusivity of the plat-
form, combined with the fact that the IT entrepreneurs could not screen potential 
funders, deterred them from using the platform. Indeed, the lack of investor skill 
made entrepreneurs feel like they were asking for charity rather than investment:  

You basically go out to people without any investment experience, without any 
knowledge of how to rank or value the start-up, and you ask them [for money]… if you 
have a decent idea you should be able to get an investor that can do proper due dili-
gence and that can actually get excited about the idea to add some value and not get 
random people on the street to invest. (Entrepreneur #11) 

One-Off Transactions, Reminiscent of E-Commerce (Or Charity) 

The design of the crowdfunding platform’s functions was reminiscent of e-
commerce sites in its focus on issues such as simplicity and speed of purchase. The 
layout of an individual page modules was designed to make the process for a fun-
der to choose and fund a project a relatively effortless one requiring only a few 
clicks, similar to buying any other product or service online – whether used cloth-
ing or spare bicycle parts. As one IT entrepreneur noted:  

I think that people are a bit self-conscious. It feels like they’re bragging or something. 
Because in a way funding a project is a bit like buying a new handbag. It’s just a differ-
ent demographic. (Entrepreneur #2) 
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This observation apparently did not deter Entrepreneur 2, who together with her 
team, successfully raised financing through the platform in 2012. 

This one-off transaction was not one that appealed to most entrepreneurs. An 
alternative use for crowdfunding, beyond investment, was for an IT entrepreneur 
to show to potential future investors that he/she is able to communicate well. This 
possibility emerged but was largely crowded out by the perception that a crowd-
funding platform was a marketplace. However, it does indicate that the platform 
was trusted to deliver (small) amounts of financial capital, but not the other re-
sources that IT entrepreneurs sought: 

So if I would have started this case or this project or company these days, I would defi-
nitely have looked into crowd funding, not mainly maybe because I think it, you know, 
could fully finance you, I wouldn’t see that as the main reason for crowd funding. It will 
help you a bit with the finance but mainly I would use crowd funding to get attention, 
to get ambassadors. (Entrepreneur #8) 

For professional investors, the fact that they had little control over crowdfunding 
processes and the lack of long-term influence over a project that had raised crowd-
funding was a reason not to use the platform. They also trusted the crowdfunding 
platform to deliver on its promises, but reacted to their inability to control the pro-
cess, and thus lose their power to influence the nascent firm’s development. As 
one investor noted,  

A couple of crowdfunding projects have approached us, either as a sponsor or as an in-
vestor. And I’ve never taken that up, indeed because partly I feel that we don’t believe 
enough in crowdfunding to be a sponsor… I’m afraid that our bank trademark could 
be used as a quality stamp and if we have no impact on the quality of the actual projects 
then we should not expose our trademark. (Venture Capital investor) 

Although crowdfunding had the potential to draw attention to a project, the IT 
entrepreneurs did not think that this was enough reason to solicit funding through 
the platform. In fact, they noted obtaining financing though crowdfunding re-
quired considerable effort. Moreover, because of its inclusive nature, both inves-
tors and entrepreneurs felt that they had very little control over the process, as 
noted above. The feature enabling users to share a project within their social net-
works meant that the firm’s ideas were spread to anyone anywhere online, and 
funding from a specific individual could not be rejected. Other IT entrepreneurs 
observed that the crowdfunding platform itself did not attract or generate attention 
on its own. Instead, those entrepreneurs who had used crowdfunding argued that 
in order to succeed at crowdfunding, a project had to have built a community prior 
to undertaking a crowdfunding campaign: 
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We started to build a community like six months before via Facebook, started a com-
munity page, started to reach out and started to do all of this small stuff. And when we 
actually started the crowdfunding campaign we already had a community of say 400 
people that we were already daily talking to, on a daily basis. So that was hugely facilitat-
ing because people were like eager for something to happen and then we could just like 
oh guys now we’re on [platform] so people could give 100 SEK or more. And people 
gave like 10 000 SEK. (Entrepreneur #2) 

In summary, the investment norms in this field treated investment as involving the 
transfer of financial, human and social capital from a professional, informed inves-
tor to a new firm. Transfer of these resources occurred after a controlled, exclusive 
process that involved close scrutiny. Receiving them was a signal to other firms 
and investors of the value of the entrepreneurs’ team and idea. Obtaining invest-
ment in this way provided critical early-stage legitimacy, which was thought to pave 
the way to obtaining further resources later, whether from the initial investor or 
through that person’s network. 

In contrast, crowdfunding was seen as one-off, and entrepreneurs did not see 
the potential to enter into a long-term relationship with potential funders. While 
entrepreneurs and investors trusted the platform to deliver on its promises, they 
disliked that they could not control the fundraising process through screening po-
tential funders or limiting who had access to their business idea. The transaction 
was instead seen as one-off and reminiscent of e-commerce, which made entrepre-
neurs think that they had to have something to sell, rather than for funders to in-
vest in. 

An (Il)Legitimate Form of Financing 

These one-off transactions, conducted with funders who were anonymous and 
who could not be screened were seen as typical of crowdfunding. Although entre-
preneurs acknowledged that there was some money to be raised through crowd-
funding and they did not distrust the platform, they nevertheless did not see it as 
conforming to the norms around investment in the field. These norms and expec-
tations, and the corresponding platform features, are summarised in Table 15. 

Having discussed the stumbling block that led to the entrepreneurs seeing the 
platform as being trustworthy but not legitimate in the sense of conforming to ex-
isting norms and expectations around investment, we now turn to a discussion of 
the implications of these findings. 
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Discussion and Theoretical Development 
As we found through our research, the crowdfunding platform not only initially 
had no legitimacy among IT entrepreneurs, but also failed to gain the perception of 
legitimacy among this key potential user group over time. This was due to its fail-
ure to conform, either passively or strategically, to existing norms around entre-
preneurial finance (Suchman, 1995; Tornikoski & Newbert, 2007). We find that 
this was because the platform needed to provide legitimacy and social and human 
capital—in addition to financial capital—in order to itself be considered legitimate. 
The fact that IT entrepreneurs trusted the platform was not sufficient for them to 
use it; legitimacy was also required. Below we introduce and substantiate the con-
cept of “designed legitimacy”, building upon the observation that the platform was 
compared to other, legitimate, actors. We also discuss the implications of these 
findings and generate propositions for future research. 

Trust and the Designed Legitimacy of a Digital Artefact 

The single clearest finding in this study is that the crowdfunding platform was ca-
pable of not having legitimacy. For clarity’s sake, this is not the same thing as not 
being able to have legitimacy. In this case, the entrepreneurs in question assessed 
the viability of the platform’s offerings in line with their expectations of a funder 
and found it lacking in a number of ways, many of which are to do with its design 
as a platform. 

Designed legitimacy requires designing an artefact that, by virtue of its design, 
is compliant with key actors’ normative expectations in the field. It entails strategic 
legitimacy-building (Suchman, 1995) in that the features of the platform, and asso-
ciated narratives, need to be presented as consistent with existing norms in order 
to attract key actors. While our data points to the importance of designed legitima-
cy among crowdfunding platforms, as crowdfunding platforms are a type two-
sided platform that creates a marketplace, it is likely that this concept, and the 
propositions that follow, apply equally to other kinds of two-sided platforms. 
While the normative content of legitimacy is content-specific, strategic legitimacy-
building is commonplace where two-sided platforms (especially crowdfunding and 
crowdsourcing platforms) enter fields with well-established norms. Thus, designed 
legitimacy may aid those seeking to build and commercialise platforms that behave 
as online matchmakers or intermediaries (Parker & Alstyne, 2012; Rochet & Tirole, 
2003).  
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Trust and Normative Conformity 

Existing literature has predicted that normative conformity can be a way for a new 
actor to obtain legitimacy (c.f. Barreto & Baden-Fuller, 2006; Deephouse, 1996; 
DiMaggio & Powell, 1983; Haveman, 1993). However, it has also been observed 
that normative changes can come from new actors operating from the periphery of 
a field (Battilana et al., 2009; Wright & Zammuto, 2013). This begs the question: 
while legitimacy has clearly been shown to be essential for attracting new users, 
which norms should be taken into account in the pursuit of legitimacy? Moreover, 
who are the key users when it comes to gaining legitimacy?  

In our case, investment norms were well-established. They governed not only 
resource transfer but also legitimacy acquisition, notably between the users whom 
they sought to attract and the funders whom they sought to supplant (Figure 9A). 
Empirically, the fact that there were no uncertainties or problems with this estab-
lished set of norms, suggests that conforming to existing norms is, at least at first, 
necessary. Thus, while potential users trusted the platform, this was not enough to 
encourage platform use. Incomplete compliance with these norms therefore un-
dermined the platform’s pursuit of legitimacy.  

Trust has been seen to be for a platform to attract new users (Vance, Elie-Dit-
Cosaque, & Straub, 2008), and it has been treated as sufficient to attract these users 
(Gefen et al., 2003). However, for IT entrepreneurs to use the platform in this 
case, the platform not only had to be trustworthy but also had to be seen as a legit-
imate source of funding by these users. Here, incomplete conformity—by trying to 
emulate a professional investor without being able to provide the same legitimacy 
as such an investor might—failed to build legitimacy. While previous research has 
pointed to the importance of trusting a platform to do what it says it will do 
(Benbasat & Wang, 2005; e.g. Gefen et al., 2008), this research suggests that a plat-
form has to do what it says it will do in the right way. That is, in a way that is con-
sistent with existing norms in the field around how to become—and remain—
legitimate.  

Proposition 1: Two-sided (crowdfunding) platform adoption requires that a platform 
gain both trust and legitimacy by key user groups. 

The ability of a platform to comply with these norms, and design such an experi-
ence for its users, also depends on which user groups it prioritises. Choosing this 
key user group is therefore as much a legitimacy question as it is a technical and 
operational one. 
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Figure 9: A comparison of the traditional entrepreneurial finance process with that of 
crowdfunding. 

 

Which Users? 

In our case, the platform included several users in its key user group. Among these 
were IT entrepreneurs, owing to their digital savviness and their close proximity to 
the platform founders. The platform was not designed to provide these key users 
with the same kind of resources as a typical investment relationship. However, that 
is not to say that it did not provide resources at all. It provided (small amounts of) 
financial capital, while typical investment relationships delivered some combination 
of financial, social and human capital. The comparison between the platform and 
this more human relationship indicates that the platform elicited the same kind of 
legitimacy assessment as an investor might, which suggests the possibility of de-
signed legitimacy, even if the platform fell short in this case.  

In the case of this crowdfunding platform, the platform’s design did not pro-
vide an equivalent for the legitimacy that the actor they sought to replace, i.e., the 
professional financiers, ordinarily provided. Instead, the platform was designed to 
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do what is described in figure 9B, that is, facilitate the transfer of financial re-
sources. This simple approach relied on an e-commerce-like platform and a narra-
tive that framed the phenomenon as a substitute for existing sources of funding. 
This design was implemented without reflecting on the legitimacy needs of the ac-
tors they were trying to attract, in this case IT entrepreneurs. Instead, they focused 
on technical and operational requirements, and overlooked these normative ones.  

In this case, one key user group failed to see the platform as legitimate—as the 
platform could not provide them with the legitimacy they themselves required. The 
idea that obtaining legitimacy may be contingent on other events or exchanges is one 
that has been recognised in previous research (Ahlstrom & Bruton, 2001; Dart, 
2004). Garud et al. (2014) find that narratives and stories articulated in the pursuit of 
legitimacy may themselves create new constraints or barriers to obtaining legitimacy. 
The case at hand presented a similar paradox, albeit with a double loop effect. Here, 
obtaining legitimacy by the crowdfunding platform was contingent on being per-
ceived by a key intended user group as providing them with legitimacy: 

Proposition 2: A two-sided (crowdfunding) platform derives legitimacy by itself provid-
ing legitimacy to a strategically chosen key user group. 

By being unable to show IT entrepreneurs how they could gain legitimacy, the 
crowdfunding platform could not persuade them to use their service, and conse-
quently could not be seen as legitimate in the eyes of these IT entrepreneurs. Plat-
form design, in order to attract key users, needed to include normative conformity; 
the “build it and they will come” approach to design (Markus & Keil, 1994) did not 
work. Instead, attracting a key user group through design becomes a strategic deci-
sion that the platform founders need to make. 

Pursuant to this line of thinking, we have developed further propositions 
around designed legitimacy on a platform, or the design of a platform to offer 
cognitive, structural and normative compliance with the norms in a field. Three 
possibilities present themselves, based on this case: the use of symbols and  
references in design, asymmetric legitimacy building, and multi-stage legitimacy 
building. 

Designed Legitimacy  

It is difficult to see how a platform might provide human and social capital in the 
same way as an investor might. At best it could form a conduit for these things, but 
this role is one that platforms are not known for. Instead, two- and multi-sided 
platforms are better known for price-setting and market transactions (Rochet & 
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Tirole, 2003; Rochet & Tirole, 2004), suggesting that although legitimacy may be 
theoretically possible, the critical elements needed to facilitate human and social 
capital flows, and thus legitimacy, need to be designed into a digital artefact. 

Mimicry, Symbols and Legitimacy Building 

In our case, legitimacy turned on the ability to screen potential investors and build 
a long-term relationship. One of the flaws of the design was that the platform was 
similar to an e-commerce platform, implying a one-off sale instead of a long-term 
investment. The platform therefore did not provide the possibility for repeated 
interactions or critical interaction. This feature could, however, be designed into 
the platform. This is consistent with earlier research around platform adoption, 
which posits that platform design affects whether, and how, people interact with it 
(Wheelwright & Clark, 1992).  

One possible way for legitimacy to be built through a platform is through the 
use of symbols or symbolic design. It has been observed elsewhere that the use of 
symbols is often part of legitimacy-building (Stringfellow, Shaw, & Maclean, 2013; 
Zott & Huy, 2007), but the use of such symbols for legitimacy-building has never 
before been seen in the context of a designed IT artefact, nor, indeed, in the opera-
tions of the platform in question.  

In this case, the platform did not make explicit use of symbols, but it did em-
phasise some possibilities over others through design, for instance by making the 
“fund this project” button more prominent than information about the project 
itself. By not requiring funders to provide information about themselves, and not 
displaying what little information was available prominently, the platform also de-
emphasised that group of actors, to their detriment. Mimicking existing relation-
ships and hierarchies through design elements would allow platform owners to 
passively be seen as legitimate. 

Proposition 3a: Designed legitimacy requires a strategic approach to legitimacy-building. 

Proposition 3b: A temporal relationship can be designed into a platform, which affects 
designed legitimacy. 

Proposition 3c: The placement of design elements creates a hierarchy of features, which 
affects designed legitimacy. 

Proposition 3d: The placement of design elements creates a hierarchy of actors, which 
affects designed legitimacy. 
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Asymmetry in Legitimacy Building 

Taking this one step further, one intuitively thinks that a crowdfunding platform’s 
designed legitimacy might entail gaining legitimacy from both entrepreneurs and 
potential funders, to the same extent. However, this paper also finds asymmetry in 
who was willing to use the crowdfunding platform (namely IT entrepreneurs), im-
plying that encouraging one key user group over another may be of strategic im-
portant. Gaining legitimacy from these two groups therefore also requires strategic 
legitimacy-building through design. 

Our initial impression was that gaining legitimacy relied, in the first instance, 
on being seen as legitimate by a key user group, in this case IT entrepreneurs in the 
Stockholm context. This was because without interesting and credible projects on 
the platform, the funders in question would not engage with the crowdfunding 
platform. However, the fact that the platform’s features highlighted the entrepre-
neurs but not the funders deterred this latter user group from using the crowd-
funding platform. This implies that the platform, in the pursuit of legitimacy, 
should emphasise both user groups in order to asymmetrically gain legitimacy for 
(and from) the IT entrepreneurs. 

This strategically important way of designing legitimacy stems from the fact 
that the crowdfunding platform is operating in a field characterised by relationship-
driven norms around financing. That is, norms that require that both parties be 
visible. In our study, the invisibility of the funders and backers meant that the IT 
entrepreneurs did not think that the platform could offer human or social capital.  

While information asymmetries in legitimacy building are commonplace 
(Feldman & March, 1981; Mavlanova, Benbunan-Fich, & Koufaris, 2012), such 
symmetry in legitimacy-building has not yet been examined. Indeed, the notion of 
symmetry in design in order to asymmetrically gain legitimacy is counter-intuitive. 
Here, not only does the two-sided platform need to strategically design legitimacy, 
it needs to highlight multiple user groups on the platform in order to gain legitima-
cy among just one key user group. This is a consequence of the importance of rela-
tionships in the prevailing local context. 

Proposition 4: Designed legitimacy on a two-sided (crowdfunding) platform requires 
highlighting multiple user group, in order to gain legitimacy with the key user group.  

Two-Stage Legitimacy Building 

Additionally, such an approach might suggest that in the context of two-sided, or 
matchmaking, platforms, designed legitimacy might need to take a strategic two-
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stage approach, focusing at first on one user group and then on the other. In this 
case, failure to be seen as legitimate by IT entrepreneurs meant that investors were 
not interested in the platform. This is because while designing for legitimacy initial-
ly relies on being able to offer legitimacy through platform features, attracting sub-
sequent user groups may rely on the platform actually having that legitimacy.  

Obtaining legitimacy with the second group would entail providing the first 
group with legitimacy, and thus being seen as legitimate themselves. Being per-
ceived as legitimate by the second group would thus depend on obtaining legitima-
cy with the first. Based on this we present our fifth proposition and illustrate this 
process in Figure 10. 

Proposition 5: Two-stage legitimacy building can drive two-sided (crowdfunding) plat-
form legitimacy.  

Figure 10: Legitimacy acquisition by a crowdfunding platform in an asymmetric, and 
possibly two-stage, model. 

 
Theoretical and empirical examinations have suggested that platforms, particularly 
two-sided platforms, are complex to design as both their features (Eaton et al., 
2015; Tiwana et al., 2010) and the context in which potential users find themselves 
(Evans, 2009) influence how they are perceived by one, or both, sides of the plat-
form. Indeed, we see here that strategic designed legitimacy is vital for legitimacy 
building.  
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Conclusion and Implications 
Our case study revealed an unsuccessful attempt at legitimacy-building by a two-
sided platform. Despite the fact that it was trusted, its initial failure to be perceived 
as legitimate stemmed largely from the IT entrepreneurs’ (i.e., a key target user 
group) perception of the platform. Its features and the symbols that they evoked 
did not afford IT entrepreneurs investment possibilities that they saw as useful. We 
then derived propositions for further investigation based on these findings. 

What these findings suggest for managers is that legitimacy itself is a resource 
that cannot be overlooked when examining the flow of resources within an estab-
lished field. This is contrary to a widespread “build it and they will come” ap-
proach to IS design (e.g. Markus & Keil, 1994). Rather, it suggests that the 
operational and technical focus on building a product that fulfils a perceived need 
is not enough; that normative elements are also vital to a new platform’s success. 

When managers rely ona platform to enter an existing mature field, they need to 
consider that the overt flow of resources, such as financial capital, may only be part 
of the picture. Indeed, the relationships between parties may include legitimacy, as 
seen here, and attempts by the entrepreneurs behind the platform need to include an 
alternative source of legitimacy for the user group to which they are appealing. 

These findings also indicate that it is possible for a platform to not be seen as le-
gitimate. This is very promising for future studies of platform legitimacy and legiti-
macy building, and we suggest that it implies that platform legitimacy is similarly 
possible. 

Moreover, framing and the use of symbols by the platform must be consistent 
with extant norms and mimic offline relationships. Where the two are inconsistent 
(or the mimicry incomplete), users struggle to ascertain which message to believe, 
which undermines the at the platform’s ability to gain legitimacy. 

Finally, one group of users may need to be prioritized first when it comes to 
providing this legitimacy; in this case it was the IT entrepreneurs. In any event, 
building a platform in the “build it and they will come” manner without consider-
ing that being seen as legitimate by one group of users may be a prerequisite for 
being seen as legitimate by other groups of users. 

This research relied upon a single case study, which may limit the generalizabil-
ity of our findings (Gibbert et al., 2008). However, this study points to the im-
portance of strategic and normative compliance (despite the fact that their content 
is context-specific) in platform development; something that we think is deserving 
of further investigation. 
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Moreover, the entrepreneurs we interviewed were primarily producing soft-
ware, rather than hardware, which may affect their perception of the phenomenon. 
The unique cultural context in which this study was conducted may also mean that 
it is not generalizable outside of Sweden, a country known for its flat hierarchies 
and tight social networks (Jonsson & Buhr, 2011; Landstrom, 1995). Future re-
search could examine other contexts to see how empirically generalizable the find-
ings are as well as to investigate further contingencies and asymmetries in the 
pursuit of legitimacy in multi-sided platforms. 

With this research, we have taken a first step in understanding whether, and 
how, a platform can gain legitimacy. We also observe that trusting a platform is not 
always sufficient for adoption, but that legitimacy may pave the way to adoption. 
In our study we focused on a donation- and reward-based crowdfunding platform 
in Sweden, but our findings are likely to be generalizable to other crowdfunding, 
crowdsourcing and other matchmaking, or two-sided, platforms. In this case this 
was because being seen as legitimate was contingent on providing legitimacy to the 
platform’s users. Moreover, the features and design of a platform, where they do 
not match the objectives of the user, can lead to a situation in which the platform 
in question is perceived as not being legitimate. Lastly, legitimacy building may re-
quire asymmetrical efforts even when a platform is two-sided. These theoretical 
contributions require further examination in different contexts and in taking ac-
count both sides of a two-sided platform. They pose unanswered questions around 
legitimacy and platforms for platform theorists and design science that are ripe for 
investigation.  
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Abstract 
Technological solutions to perceived social problems have received considerable 
attention by startups and researchers. Large-scale responses to social problems, in 
the form of social movements, have long made use of technologies to support and 
facilitate communication. However, a technological infrastructure has never, to our 
knowledge, been proffered by a social movement as an alternative to a social sys-
tem perceived as failing. This paper explores the first case of a digital infrastructure 
forming the core of a social movement, in what we call the digital economic social 
movement of Bitcoin.  

We find that digital infrastructures mediate in such a social movement, leading 
to a) a novel form of collective (in)action; b) new frames for meaning and legitima-
cy, and c) ways for digital code to translate into social action, and vice versa.  

 
Keywords: Bitcoin, digital infrastructures, social movements, collective action, dig-
ital economic social movement 
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Introduction 
The wake of the 2008 financial crisis has seen a number of technological solutions 
have become available, claiming to ‘democratise’ a financial system dominated by 
inefficient elites: from entrepreneurial finance by distributed collectives, e.g. 
‘crowdfunding’, to entire infrastructures built and maintained through the collec-
tive action of such collectives, e.g. in the Bitcoin community. The development of 
these grassroots financial services is a consequence of both historically low levels 
of trust in existing financial infrastructures (Hilsenrath, 2010), combined with the 
availability of peer-to-peer digital technologies (Yoo et al., 2010). Some grassroots 
financial services are so vast in their ambition—and rejection of existing financial 
infrastructures—that they might rightly be called economic social movements first, 
and new services second. Indeed, they emerged at the same time as other anti-
establishment economic social movements like Occupy Wall Street (Bennett & 
Segerberg, 2011). 

It should come as no surprise that some of these economic social movements 
are digitally mediated (Selander & Jarvenpaa, 2016). One such social movement, 
developed around an open source (OS) decentralised technology, is known as the 
Bitcoin Blockchain (hereafter referred to as “Bitcoin”). In the white paper that first 
introduced this infrastructure, it was presented as an alternative to a state-led fi-
nancial system—depicted as overly centralised, meddlesome and untrustworthy—
and to untrustworthy and inefficient banks (Nakamoto, 2008a). While the technol-
ogy has appealed to fringe groups, including libertarians, it has also given rise to a 
collective comprised of multiple, often competing, ideologies. While competing 
interests are commonplace among OS developers (Stewart & Gosain, 2006), they 
present complications when it comes to the development and maintenance of a 
core technology infrastructure. Where a technology comprises the core of a digital-
ly-mediated social movement, these complications affect the ability of the social 
movement to influence the development of the core technology. 

To say that the core digital infrastructure mediates the social movement is per-
haps an understatement; members of the OS community ascribe values to the in-
frastructure, such that it becomes an enactment of the social movement. For 
instance, in the case of Bitcoin, the distributed nature of the infrastructure codifies 
the movement’s democratic and decentralised character (Ingram & Morisse, 2016). 
Research on digital infrastructures has highlighted the generative capacity of digital 
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infrastructures, and the social evolution of the social movement is therefore tied up 
in the generative capacity of the underlying infrastructure—through its source 
code—in line with changing social and economic goals (Hanseth & Aanestad, 
2003; Henfridsson & Bygstad, 2013). This constraining function of the source code 
has not been as visible in infrastructures that have previously been studied 
(Iannacci, 2010; Kuk & Janssen, 2013). In order to examine how collective action 
occurs in economic social movements, we therefore ask the following research 
question: 

How does collective action emerge in the digital economic social movement of Bitcoin? 

We address this question through a multi-method, longitudinal case study of the 
emergence and evolution of the social movement organised around Bitcoin over 
the course of six years.  

For the time being, Bitcoin is an extreme and isolated case. However, it is in-
structive in providing insight into the larger phenomena of organising through col-
lective action associated with digital infrastructures (Siggelkow, 2007). 

This paper is structured as follows: first, we discuss the role of digital infra-
structures in economic social movements, before examining the link between the 
evolution of digital infrastructures and the role of collective action in such evolu-
tion. Second, we present our case study of the Bitcoin community as an example of 
a digital economic social movement (hereafter referred to as the “Bitcoin commu-
nity”), before presenting our findings and discussing their implications for our un-
derstanding of digital infrastructures and digitally-mediated social movements. 

Collective Action in a Digital Social 
Movement 

One of the difficulties that large social movements, characterised by groups with 
different—and often competing—interests, is what is called a collective action problem. 
That is, a problem that requires collective action in order to overcome—but where 
there is no clear individual incentive to act, or even an incentive for individual 
members of the collective to ‘free ride’ (Schelling, 1978). Circumstances that give 
rise to collective action problems include those with high levels of uncertainty, and 
those where obtaining the information necessary to act has a high transaction cost 
(Ostrom, 1998). In very large OS communities, one could expect that high levels 
of uncertainty and high costs of obtaining information are commonplace (Hanseth 
& Lyytinen, 2010; Ljungberg, 2000). Studies of collective action, described as the 
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“conditions under which user coalitions would form” (Markus, Steinfield, Wigand, 
& Minton, 2006: 443), have focused on digital organisations (Selander & Jarvenpaa, 
2016) and standards in digital contexts (Bennett & Segerberg, 2011; Markus et al., 
2006). 

This research shows that while shared culture and shared beliefs go a long way 
towards solving collective action problems (Cargill, 1989; Greenstein, 1992), more 
deliberate efforts are often required. Some pre-digital solutions to collective action 
problems include governance methods, including restricted membership (Axelrod, 
Mitchell, Thomas, Bennett, & Bruderer, 1995) and sponsorship by a powerful ac-
tor (Foray, 1994). Social media and the like have given rise to their own studies of 
“digital” collection action problems, and pointed to the positive effects of im-
proved communication through Facebook and Twitter in solving collective action 
problems, for instance through direct messaging (e.g. Tufekci, 2014), or through 
noncommittal “likes” (e.g. Selander & Jarvenpaa, 2016). 

Studies of social movements in sociology have pointed out how social move-
ments challenge or contest existing social systems, usually mobilising in support of 
underprivileged or underrepresented parties (Beck, 2008; Hensmans, 2003; 
Kellogg, 2011). Often coming from underprivileged or underrepresented contexts 
themselves, proponents of change are armed with rhetorical tools rather than re-
sources of any significance. Such tools rely on the meaning that they make out of 
the movement (Kurzman, 2008).  

For predominantly digital social movement, the meaning given to the underly-
ing digital infrastructure is therefore an important part of the movement 
(Hensmans, 2003; Kurzman, 2008) in that it frames their cause, allows them to lev-
erage political and social opportunities, and to mobilise supporters and behave in 
tactical ways (Kurzman, 2008; O’Mahony & Bechky, 2008).  

In the case of Bitcoin, entrepreneurs draw on ideas that are commonplace in 
digital entrepreneurship communities--like open source, open access and the ‘dis-
tributed computing paradigm’ (Garud et al., 2002; Yermack, 2013)—to frame their 
digital social movement, codifying its it meaning (Hargrave & van de Ven, 2006). 
The codification of meaning in digital technology could be said to give the social 
movement legitimacy by giving ascribed meanings a material form. This coherence 
can then act as a catalyst for solving shared problems through collective action 
(Hensmans, 2003).  

Studies of collective action in an age of social media have shown fairly robustly 
that changes in technology have affected not just the way in which engagement and 
interaction pursuant to collective action occurs (Selander & Jarvenpaa, 2016), but 
that digital mediation may allow for new processes that enable collective action 
(Bennett & Segerberg, 2011). What these studies have in common when it comes 
to collective action and technology is that they show how technologies are used by, 



 CHAPTER 6 183 

 

and their effect on, social movements. However, as technologies—and their af-
fordances—become more fundamental parts of social movements, their role in 
collective action as more than just tools is deserving of interrogation (Leonardi, 
2010). Indeed, the most recent of economic social movements proffer digital tech-
nologies themselves as alternatives to organisations, thus showing how a technolo-
gy might become the core of a social movement.  

Infrastructure Change and Economic  
Social Movements 

Social movements often offer an alternative to the institutional status quo. Implicit 
in challenging the institutional status quo is the suggestion that existing economic 
institutions have failed (Powell & Colyvas, 2008). Economic social movements are 
those which offer alternative economic views of the world: past research has in-
cluded studies of Fair Trade movements (Wilkinson, 2007), sustainability move-
ments (Ivarsson, 2008), and backlashes against the financial system (Bennett & 
Segerberg, 2011). Sometimes these social movements offer alternatives to the sta-
tus quo, although not all of them do. In the case of a digital social movement like 
the Bitcoin one, proponents argue not just that a number of social institutions have 
failed, but that the technical structures—or infrastructure—that underlies existing 
economic institutions have failed. 

Studies of infrastructures, and digital infrastructures in particular, point to the 
fact that infrastructures are most apparent when they fail (Star & Ruhleder, 1996). 
By highlighting the failures of existing economic infrastructures, and proposing 
new—digital—infrastructures in their place, these digital social movements aim 
both to change the social elements of the economic institutions which they chal-
lenge, and to do so using a digital infrastructure infused with meaning. 

Such a digital infrastructure has already been outlined in extant literature: while 
digital infrastructures offer a technical infrastructure upon which new relationships 
can be built, it is the building of these relational elements on top of the infrastruc-
ture that renders it infrastructural (Star & Ruhleder, 1996; Tilson et al., 2010). Such 
relational elements could include explicit social framing (Star, 1999), or modules 
and platforms that, by virtue of their reliance on the underlying infrastructure im-
plicitly point to its status as infrastructural (Tilson et al., 2010).  

There is also an element of scale that renders a digital technology infrastructur-
al: they are often so large, and distributed, that no single actor controls them. In-
stead, the sheer task of maintaining the infrastructure requires more resources and 
knowledge than a single person or organisation possesses, leading to a distribution 
of both control and decision-making structures (Yoo et al., 2010). Changes to the 
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underlying digital infrastructure—and thus its social framing—therefore require 
consensus among the collective(s) that control and maintain it. 

OS communities and Collective Action  
in an Infrastructure 

Owing to the distributed nature of those who maintain and control the infrastruc-
ture, they communicate through forums, and proposed changes to the infrastruc-
ture are materialised through the production of computer code. In the case of the 
Bitcoin digital economic social movement, this distributed infrastructure is con-
trolled and maintained by an OS community. Although OS communities often 
form to solve a common problem (Raymond, 1999), they do not always agree on 
the methods that should be used to solve said problem. While they try to come to 
a consensus—and, in so doing, rally support from otherwise apathetic members of 
the collective—this is not always possible. Studies of online forums dedicated to 
OS projects, for instance, show that such agreements take extensive negotiation 
(Phang et al., 2014), and that some members of the collective are more active than 
others (Phang et al., 2015). When no consensus can be reached, OS developers 
turn to the code to demonstrate their proposed change to the underlying technolo-
gy, for instance through “forking” the underlying code to create alternative visions 
of what the infrastructure should look like (Nyman, 2015). These “forks” are de-
fined as when “a part of a development community (or a third party not related to 
the project) starts a completely independent line of development based on the 
source code basis of the project” (Robles & González-Barahona, 2012: 3). Such 
splits from the original OS project are typically discouraged, but cannot be prohib-
ited as such projects are based on non-proprietary licences that allow the alteration 
and reproduction of the underlying code (Nyman & Lindman, 2013). 

Code has been said to have dynamic (Aho & Hopcroft, 1974; Kitagaki & 
Hikita, 2007) and even agentic capabilities (Andersen et al., 2016). In the context of 
a digital infrastructure that supports a digital economic social movement, it is also 
infused with social framing that gives the social movement meaning (Hargrave & 
van de Ven, 2006). For instance, a decentralised system becomes democratic, reli-
ance on cryptography makes the network independent and therefore incorruptible, 
and the open source nature of the phenomenon’s development is depicted as mak-
ing it community-driven, rather than a “top down” system. 

Both social movements and OS communities face collective action problems. 
While social movements use narratives to rally support (Hargrave & van de Ven, 
2006), OS communities make use of both narratives (through forums) and codifi-
cation of these narratives (through code).  
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Having discussed the theoretical background to collective action in a digital 
economic social movement, we turn now to discussing the specific case at hand: 
the case of Bitcoin as an alternative financial infrastructure. 

The Case: Bitcoin as a Digital Economic 
Social Movement 

Interest in the Blockchain in recent years has largely centred on how fast it has 
grown in value—from around 30 (US) cents per Bitcoin in January 2011, to around 
10000 USD in early December 2017. At the same time, the underlying Blockchain 
technology is being appropriated by banks and governments to build new infra-
structures. While the second generation of Bitcoin infrastructures are often central-
ly controlled, the original Bitcoin Blockchain was not.  

Instead, the Bitcoin Blockchain was originally built to facilitate transfers of the 
Bitcoin currency, and was designed to be controlled by a distributed community 
(Nakamoto, 2008a). In practice, it encourages distributed interaction through in-
centivising computers (or “miners”) to solve a cryptographic puzzle—and in so 
doing encrypting a given transaction into a block—in exchange for which the re-
ceive a reward denominated in Bitcoin. Once a block of size 1mb is reached, the 
system initiates a new block, and the blocks are in a chain, as records of all past 
transactions, in what is known as a blockchain. Here, we will refer to the technolo-
gy as the Blockchain, and the social movement around this specific digital ledger as 
a Bitcoin. 

The original developer of Bitcoin disappeared shortly after releasing his crea-
tion. It has therefore been maintained by an OS community. However, the under-
lying source code puts limits on what members of the community can do. In 
particular, the distributed ‘democratic’ nature of the Blockchain means that major 
changes to the infrastructure must be adopted by the majority of those running the 
software in order to alter the underlying infrastructure itself.21 When this occurs, 
those miners running the version that is in the minority are seen to be running a de 
facto alternative. That is, they are no longer running a compatible version of the 
infrastructure—neither the source code that they run nor the transactions entered 
into minority-held alternative blockchain will be recognised by the majority-held 
infrastructure. This code implementation prevents individual actors from changing 
the blockchain itself.  

                                           
21 Whether majority is a simple majority of 33% or an absolute majority of 50% is under debate,  see e.g. Eyal, 

I. and Sirer, E.G., 2014, March. Majority is not enough: Bitcoin mining is vulnerable. In International Conference on 
Financial Cryptography and Data Security (pp. 436-454). Springer Berlin Heidelberg. 
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However, minor changes to the code that do not affect its core function can be 
implemented by individuals without larger consensus or adoption. 

A Developmental Impasse 

Our interest in this case came about when the OS community experienced a 
failure of the infrastructure: it had been designed to accommodate a relatively small 
number of transactions. As Bitcoin’s use grew, so too did the number of transac-
tions being processed, such that the distributed nature of the infrastructure made it 
less efficient than the existing financial system, not more.  

Multiple proposals emerged for how to remedy this slowness, which was seen 
to undermine the future of the Blockchain as an economic social movement 
(Hearn, 2015).  

One proposed solution was to increase the size of each block, from 1mb to 
4mb. Increasing the block size would reduce the number of miners able to run the 
software (owing to issues around processing power), but would increase the Block-
chain’s transaction handling capacity. This new version is known as BitcoinXT, 
and it would essentially make control of the infrastructure more centralised, but 
allow it to handle more transactions fairly cheaply. 

Opponents to this change label the original version of the Blockchain Bitcoin 
Core, and they argue that, among other things, XT is untried and may not scale 
well (with which XT proponents disagree). They also argue that this change would 
make the project more centralised, putting more power in the hands of fewer min-
ers—who could make more drastic changes in the future. In essence, they agree 
with the need to do something, but argue that the shift to XT sets a dangerous 
precedent. 

Those who backed the Core version of the code preferred a system in which 
distributed control was maintained, and where those wanting to make transactions 
could pay miners for a faster transaction time. 

The XT and Core versions of the Blockchain are fundamentally incompatible; 
this means that participants in the network, whether miners or entrepreneurs run-
ning platforms on the Blockchain infrastructure, have to choose which version to 
run. Ultimately, the version that garners the most support will become the “real” 
Blockchain.  

What makes this shift an institutional one rather than just a change in code is 
the fact that a shift from Core to XT will mean that more than just code will 
change. The explicit change in rules around how transfers are handled codifies a 
change in the social movement that was defined by its distributed nature. Beyond 
the different block size, the norms around the community are therefore altered. As 
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members of the Core point out, the shift will centralise the infrastructure more, 
putting more control in the hands of fewer. Moreover, the larger block size is in-
tended to facilitate wider use of the Blockchain; this mainstream appeal is likely to 
dilute further the group of enthusiasts for which Bitcoin has become known. 

However, this extreme case—where proponents of changes have to persuade 
others to implement them at scale (collective action) was not the only action we 
saw in the community forums as we analysed them. We therefore expanded our 
investigation to look at patterns of action, including collective action, in this digital 
economic social movement. In so doing, we hoped to distinguish action, collective 
action, and inaction. 

Data Collection and Analysis 
The goal of our analysis was to explicate how collective action is instantiated and 
actualised in the interplay between digital infrastructure and social movements. In 
order to reach this objective, we conducted a six-year longitudinal qualitative analy-
sis of digital trace records of interactions among members of the Bitcoin commu-
nity. Data collection and analysis was conducted in three steps, summarised in 
Table 16. 

Table 16: Overview of Analysis and Methods 

Analytical Step Analytical Technique Analytical Outcome 

Initial coding for instantia-
tions of potential collective 
action 

Topic modelling using Latent 
Derilecht Allocation (LDA) 

Identification of 45 events of po-
tential instantiation of collective 
action 
 

Axial coding for distinct 
paths of collective action 
instantiations across the 
case history  
 

Manual coding of topic clusters 
resulting from the topic model 

Explication of six paths of collec-
tive action instantiations through-
out the case history 

Theoretical coding for pat-
terns of collective action 
 

Theoretical coding of the data 
to discern specific patterns of 
collective action organising  

Explanation of the emergence of 
collective action and its impact 
on the social movement 
 

 

Initial coding of observed interactions to identify instantiations of collective action 
in the Bitcoin community. The second step identified paths of instantiation events 
over time to assert whether instantiations were actualised, and finally the third step 
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was tailored to explicate how patterns of collective action instantiations over time 
potentially resulted in collective action with a given effect on the social movement.  

In the first step we used computational content analysis to code digital trace 
records (Hedman et al., 2013; Howison et al., 2011) for observable instantiations of 
collective action in the Bitcoin community.  

We collected 13 032 conversation threads from the online forum bitcoint-
alk.org each representing a micro-interaction in the case history. The digital trace 
data covers a period from October 2010 to September 2015. Bitcointalk.org is a 
forum dedicated to discussions around Bitcoin, primarily in English. It is among 
the most prominent forums used by Bitcoin enthusiasts. However, unlike main-
stream forums like Reddit.com, it is often used specifically by Bitcoin professionals 
meaning that interactions on Bitcointalk.org are particularly linked to the develop-
ment of the Bitcoin community and the underlying Blockchain. Furthermore, it 
contains sections that are both general and specific in nature; for instance, threads 
around the technicalities of the Blockchain and mining as well as discussions of the 
ideological underpinnings of the community.  

We approached the digital trace data using longitudinal topic modelling to gen-
erate our open coding (Glaser & Strauss, 1999). We began analysing this data by 
conducting a first level coding using the computational natural language processing 
(NLP) technique Latent Dirichlet allocation (LDA) implemented in the open 
source statistical software R. LDA is a supervised, generative topic model that re-
veals patterns in a set of documents by extracting unobserved groupings (latent 
themes) based on semantic similarities between different parts of the data (Sievert 
& Shirley, 2014). LDA discovers latent themes within a collection of documents 
(interactions) by sampling a topic for each word at every iteration of the algorithm 
and ranking words based on their ‘relevance’ to each topic, which therefore has a 
unique distribution over words that can be compared using similarity measures 
(Chuang et al., 2012). An illustration of the patterns resulting from this first is 
shown in Figure 11.  

The figure contains a summary of the digital trace data, where each topic bub-
ble on the left represents a distinct topic. The histogram to the right contains a list 
of the 30 most salient terms for each topic, in this case topic 8. The left-hand bub-
ble diagram clusters topics according to how they relate to one another in terms of 
semantic similarity measures – with overlap indicating concurrent discussions or 
the use of overlapping terminology. This initial coding was employed as first level, 
or open codes (Glaser, 1992; Urquhart, 2012) by fitting an LDA topic model over 
the large set of 13 032 documents in the digital trace data.  
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Figure 11: Visualisation of the LDA analysis for the 5-year case history 

 
 
The collected digital trace data was then divided up into four phases: October 
2010-December 2011 (71 threads), January-December 2012 (131 threads), January 
2014-July 2015 (2 732 threads), and August-September 2015 (9 736 threads). Each 
period was analysed separately using LDA to generate open codes for each time 
interval.  

We then built upon these initial longitudinal codes by generating a set of axial 
codes for each period (Glaser & Strauss, 1999) that allowed us to connect instanti-
ation events across time periods based on semantic overlap and thematic grouping. 
Axial codes were identified in the data by coding for an overlap in relevant termi-
nology between two or more topics. Looking at clusters of these terms by topic 
allowed us to discern combinations of topics under discussion by users, as well as 
how these topics overlapped with one another, thus identifying connections be-
tween instantiation events. This period-by period clustering was then used to gen-
erate a longitudinal description of the different paths of potential collective action 
instantiation (See Figure 12). We coded the textual content of the interactions until 
we were satisfied that the description of each path had been saturated.  

Finally, we compared the emergent paths theoretically coding for the relation 
between the emergence of specific paths and the occurrence of collective action 
with an impact on the social movement. This enabled us to determine the interac-
tion between digital infrastructure, collective action and its impact on the social 
movement over time.  
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Figure 12: Illustration of analytical techniques 

 
 
Next, we move on to apply this analytical framework to an analysis of collective 
action and digital infrastructure evolution in the Bitcoin community. 

Collective Action in Digital Economy 
Social Movements: The Case of Bitcoin 

Our analysis shows how the Bitcoin community evolved along four distinct peri-
ods. In Period 1 (October 2010 - December 2011), forum discussions centred on 
creating and operating a working digital currency with one divergent issue relating 
to the Harakuryu Ponzi scheme. Period 2, January-December 2012 saw discussions 
centre on the collapse of a prominent Bitcoin retailer called Mt Gox, with some 
interest in processing transactions and the emergence of Bitcoin as a currency, as 
well as an emerging discussion around changing the underlying protocol. Period 3, 
January 2014 - July 2015 focussed on the importance of Bitcoin as a currency, in-
cluding its legal status, but potential protocol changes and ideological differences 
also elicited considerable attention. Period 4, August-September 2015, saw two 
primary discussions in the forum data: the importance of Bitcoin as a currency, and 
the importance of the need for institutional change in the Bitcoin community, spe-
cifically around the Blockchain block size.  

Using the methods illustrated in Figure 12, we identified distinct events relating 
to the instantiation of collective action in the case history. Our starting point was 
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to treat the forum data as representing interests of those using/maintaining Bitcoin 
and underlying infrastructure. While there was considerable “noise” in coding the 
data resulting from the initial computational analysis, we also reached a point of 
saturation, in which codes began to repeat themselves (Bowen, 2008). Manually 
mapping out these topical shifts on a period-by-period basis not only helped to 
make sense of the divides between the various topics, it also showed how the 
themes addressed created paths over time. For instance, it showed how initial dis-
cussions around the underlying Blockchain hardware and software evolved in time 
to become discussions around their versatility, including whether they could be 
adapted for use with different kinds of hardware. 

As the data in the forums showed participants’ orientations and understandings 
of the most important (or most interesting) issues around Bitcoin at the time of 
writing, we were able to track the twenty most important topics to the community 
in a given period, and across the four periods described. Clustering these codes and 
then arranging them on an axis from ideological to practical, to technical and con-
necting these themes across time to form thematic ‘paths’ generated Figure 13. As 
the figure shows, a number of separate paths of events relating to instantiations of 
collective action emerged and dissolved over the course of the trajectory. Notably, 
each path typically seems to emerge and gain momentum at a specific point on the 
ideology/technology spectrum before either dissolving or crossing over to impact 
paths at a different level.  Specifically, period 4 representing the forking of the 
Bitcoin code base into Core and XT versions includes such path transitions where 
ideological paths impact the technical infrastructure and technical paths generate 
new institutional and ideological norms. To a certain extent this is not entirely sur-
prising in that we know already the history of Bitcoin. What this analysis provides 
is an instrument to derive the underlying patterns of collective action.  
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Figure 13: Paths of potential collective action instantiation 

 

Collective Action in the Bitcoin Community 

Our historical analysis of emergent topics over time allowed us to identify a num-
ber of potential areas for collective action in response to problems (or potential 
problems) that the community faced. Figure 3 shows these potential areas for col-
lective action, resulting from the coding process described in the previous section. 
These ranged from dealing with the social meaning attributed to the underlying 
infrastructure (at the top of the vertical axis), to the technical elements of the infra-
structure, as contained in its infrastructural architecture (at the bottom of the axis). 
While dealing with the different challenges associated with the future of the com-
munity and the infrastructure presented possibilities that were distinctly social, 
practical or infrastructural, there were occasions where these paths cross-
pollinated. 

This longitudinal mapping that resulted in (in)action, in the face of community-
wide challenges, showed not only what led to the forming of action over time, but 
what form the ultimate instantiation took. 
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Instantiations of Action 

First, there were those that were fairly clear-cut, for instance the technical discus-
sion around alternative uses of the Blockchain. Others were clusters that had little 
longitudinal significance, for instance the bankruptcy of the firm Mt.Gox, which 
was largely self-contained. The vast majority of actions leading to possible collec-
tive action, however, diverged and converged in multiple places. For instance, the 
paths around the need to change Bitcoin to keep up with transaction volumes split 
into four discrete possible paths. Lastly, the technical and ideological streams of 
themes tended to cross-pollinate one another, while practical (largely entrepreneur-
ial) uses cross-pollinated internally. Grouping these themes together, we identified 
six patterns of action in the Bitcoin community (see Table 17). 
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The final step in our analysis involved comparing our coding of the different paths 
to determine the underlying mechanisms by which they are generated. We did this 
by comparing our coding of the different paths focusing especially on the relations 
between each path. By grouping these relations into broader categories, we identi-
fied six separate patterns relating to the generation of institutional and technologi-
cal change in the Bitcoin trajectory. Each pattern, as illustrated in table 2, is thus 
linked to the generation of a specific set of related paths and specific outcomes in 
the form of socio-technical changes to either digital code or institutional entities.  

Instantiations of Collectives-In-Action 

Although this paper is about collective action, it is not always the case that a com-
munity disagrees about how to proceed in a certain area, nor are there always in-
centives to ‘free ride’, nor is a critical mass always needed for action to occur. 

Community Consensus 

In analysing the activities discussed in the data, we identified a number of in-
stances in which the community either came to a consensus, or did not require a 
critical mass to proceed. This pattern is referred to as community consensus. These 
instances of action are contained in the first row of Table 2, and include the 
acknowledgement that the Blockchain was a “failed (social) experiment”, unable to 
scale to meet rising demand: 

“By default Bitcoin will not created blocks larger than 250kb even though it could do 
so without a hard fork. We have now reached this limit. Transactions are stacking up in 
the memory pool and not getting cleared fast enough. 

What this means is, you need to take a decision and do one of these things: 

Start your node with the -blockmaxsize flag set to something higher than 250kb, for ex-
ample -blockmaxsize=1023000. This will mean you create larger blocks that confirm 
more transactions. You can also adjust the size of the area in your blocks that is re-
served for free transactions with the -blockprioritysize flag. 

Change your nodes code to de-prioritize or ignore transactions you don't care about, 
for example, Luke-Jr excludes SatoshiDice transactions which makes way for other us-
ers. 

Do nothing. 
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If everyone does nothing, then people will start having to attach higher and higher fees 
to get into blocks until Bitcoin fees end up being uncompetitive with competing ser-
vices like PayPal.” (March 06, 2013, 09:44:20 AM) 

As this quote illustrates, while there was consensus on the fact that the Block-
chain was facing a technical failure, there was no social consensus on how to pro-
ceed. Instead, there were competing solutions proposed—visible in the attempts at 
Collective Action described below. 

Other areas in which the community came to consensus was in the idea that 
they needed to respond to regulations, as well as in the interest in—and im-
portance of—alternatives to Bitcoin. 

Collective Inaction  

Implicit in the idea of collective action is the fact that collective action does not 
always occur. Instead, despite acknowledgement of the fact that something needs 
to be done, no-one has any incentive to do it themselves, whether because the 
scale of the task is too large for one individual, there are no rewards for that indi-
vidual, or because there is an incentive to free ride. The result is a pattern of collec-
tive inaction.  

Cases of this in this data include responding to external threats to the Bitcoin 
infrastructure and community, as described in Table 2. The most vivid of these is 
the dominance of China in Bitcoin, both because they controlled the bulk of the 
mining capacity, and because Chinese activities strongly influenced the Bitcoin 
price:  

Currently BTC is on a downhill slope with the recent news of China's new regulation 
on banning third party payments on all exchange platforms. Without the co-operation 
of China's policies towards BTC it has exacerbated the value of BTC. Why has it hin-
dered the value of BTC so much? When there has been some goods news of BTC in 
India, Korea, Denmark and BTC start-up companies. It looks grim for BTC without 
China in the picture and you might say we don't need China other countries will 
acknowledge it and there will be mass adoption but look at the value of BTC now 
without China in the picture. China obviously is a big player and I can't see BTC hitting 
a new milestone or even hitting the peak of $1,300 BTC but I hope I am wrong. What 
do you think? (December 18, 2013, 10:54:17 AM) 

Other failures to generate collective action include responses to Bitcoin scams, the 
interest in developing a technical solution that would allow the Bitcoin protocol to 
issue credit. 

This collective inaction might also be called collective action failure, depending 
on the antecedents of the action. However, it can also be the case that inaction oc-
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curs because that is what is in the best interests of the community. As such, rather 
than a collective action failure, such inaction would constitute an active decision on 
the part of the community. In the case of the Chinese dominance described above, 
it is likely that the Chinese control so much of the community, that although other 
members of the community have an incentive to respond to their dominance, the 
fact of their dominance precludes this possibility. 

A more concrete example of collective inaction lies in the case of giving credit. 
While the possibility has not been entirely abandoned, it has been argued that giv-
ing credit in a system (like Bitcoin) in which there are central bank guarantees is 
potentially dangerous: 

If there's no backstop such as the one which central banks provided in 2008, you could 
potentially see a rapid contraction of credit down to zero and complete collapse of the 
entire system as everyone tries to exchange their credit for something tangible. (De-
cember 28, 2012, 02:34:03 PM)  

Crisis Response 

The community occasionally also faced the need for crisis response. The most no-
table during our period of study was the bankruptcy of a Japan-based Bitcoin ex-
change called Mt.Gox in 2013. This bankruptcy—and how to respond to it—
rallied Bitcoin enthusiasts from across the globe, largely because everyone was af-
fected either directly or indirectly. Those who were directly affected lost money 
through the bankruptcy, while those indirectly affected were hit hard by the criti-
cism that the technology came under as a result of the bankruptcy, seen to have 
been the result of a flaw in the blockchain code: 

…looks like green adresses are failing , theese things are non confirmation adresses , 
witch should be protected by MTGOX.... because the bitcoin network did not confrm 
yet , BITSTAMP does not seem to have this problem , NOR does BTC china!so it is 
NOT a general bitcoin problem.but a gox green adress problem.so THIS IS A GOX 
ONLY PROBLEM! , not bitcoin! if it was a general btc error Bitstamp would have had 
the same problem and so would have BTC china! (February 10, 2014, 10:50:20 AM) 

While responding to a crisis is relatively self-contained and does not affect 
much of the rest of the development of the community. In contrast, collective ac-
tion is so tricky in the context of the Bitcoin community precisely because the im-
plications of (in)action are so vast. 
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Entrepreneurial Diversification 

Finally, entrepreneurial diversification refers to code-based activities wherein new 
modules, in the form of entrepreneurial firms, are developed in response to exter-
nal pressures. This mechanism can work in two ways: either in the sense of import-
ing institutional pressures in the form of e.g. consumer demand or ideology, which 
is then implemented in the digital infrastructure, or by applying the underlying 
code of the digital infrastructure in different contexts, thus exporting digital code. 

Software development team here. We would like to hear from the community what are 
the most annoying\frustrating stuff you have with Bitcoin and would love to get a solu-
tion for ?Feel free to talk about any problem, even if it seems unsolvable or too abstract 
(e.g. Bitcoin is not safe enough for the average user) Edit:After reading all the replies, I 
feel confident summarizing that the #1 problem of Bitcoin is probably lack of adop-
tion. And the main reasons of lack of adoption are probably ease of use and insufficient 
security. We are a team of entrepreneurs and software developers that are going to 
spend the next following months-year on developing a new product.One of the most 
appealing markets for us is the Bitcoin market.We will try to learn us much as possible 
from your replies and try to tackle the problems head on. (June 27, 2015, 03:19:37 AM) 

Instantiations of Collective Action 

The data revealed significant patterns of action that meet the requirements for col-
lective action, i.e. patterns of action revolving around a problem that required col-
lective action from community at large, despite there being difficulties in 
coordinating and incentivising individual members to act. 

Ideology encoding 

Ideology encoding refers to a concrete instance in which ideological values and 
beliefs are, using digital code, encoded into the infrastructure. The collective action 
that results relies on ideology to coordinate and incentivise individual actors to car-
ry out certain activities. In this case, this encoding led collective action by a critical 
mass of members to, while acknowledging the failures of Bitcoin, opt to retain the 
Bitcoin Core version of the infrastructure: 

Bitcoin is a decentralized system, in which if you run a full node YOU HAVE A SAY 
in what rules are to be followed. … The ONLY way for rules to ever change for you is 
if YOU PERSONALLY download a new client version with new rules. I cannot stress 
enough how important this is. This so important that it should be paramount for any-
one who has any significant wealth in Bitcoin to run your own full node regardless of 
the costs that brings to you. … But if you want to keep the Bitcoin money system run-
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ning under the principles that it is built upon today (FINITENESS, TANGIBILITY, 
TRANSPARENCY, ANONYMITY, SECURITY, DECENTRALIZATION, SELF-
OWNERSHIP, INTEGRITY, PRACTICALITY, RATIONALISM) it is paramount 
that any such rule changes do not immediately or down road preclude you from being 
able to run a full node. Because if you can't run a full node and you trust someone else 
to do it for you, then you have effectively given away your power to have say about 
what rules Bitcoin follows. Right now you are a sovereign in Bitcoin. You should never 
give that up, under any circumstance. What do I mean with sovereign? Well there's 
nothing anyone could possibly do that can make you accept rules you didn't agree with. 
Nothing. You yourself have to decide to consent to a rule change. But if running a full 
node becomes impossible for you then all that which you were told about Bitcoin, that 
rules virtually can't change, that it has a strict limit of 21million, ect, all these rules will 
then be left to be decided by a small number of super nodes and the people who con-
trol them. The second this becomes reality Bitcoin will be no different than simply a 
slightly more transparent Paypal. And if you don't want that you better make damn sure 
you can run a full node. (March 07, 2016, 01:54:06 AM) 

As illustrated in the quote, the 1MB block size and distributed structure of the 
Bitcoin Core codebase represents a set of ideological beliefs, values and norms 
about an alternative financial and economic structure. Thus, these beliefs coordi-
nate individual actions, leading to collective action despite the scale of the prob-
lem—and the lack of other clear incentives for action. 

Sub-Optimality Correction 

A sub-optimality correction refers to the generation of collective change to the social 
movement through technological adaptations to the digital code. The corrections 
may occur in response to a tangible short-term problem, but have long-term im-
pact on the code, and thus the fabric of the social movement.  

Given that community ideologies prefer a less centralised version of the under-
lying infrastructure, it might make sense for community members to remove 
threats to alternative code developments. In order for such “threat removal” to be 
effective, it needs to be credible and effective—which requires coordination and 
response at scale: 

Sometimes bottleneck happening,too much-unconfirmed transaction when the 
blocksize only limited for 1mb,and it'll affect on your transaction,need to wait longer 
than usual and sometimes it'd took time about 1 hour or more,it's sure a problem i 
guess, i'm sure you don't want to wait about ~1hour when your client is waiting for the 
transaction. I can catch up your point dude, you are absolutely right that sometimes the 
transaction of bitcoin have been delaying even troubled. But i hoe that problem will fix 
by developers of bitcoin. (May 27, 2016, 11:15:24 AM) 
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It has been speculated that the 1MB block size mentioned in the above quote 
would present a significant constraint to the scalability of transaction volume pos-
sible on the infrastructure. In turn, the technological fix of increasing block size 
means that more computing power is needed to participate in the network effec-
tively instituting a division between standard users and an additional layer of  
‘trusted third parties’ capable of maintaining the transaction ledger. In this case, the 
threat removal, seen as a sub-optimality in the code, was eliminated using a boycott 
of all those making use of the XT code. 

Having established the emerging trajectories and patterns of action in the 
Bitcoin community, we now discuss these findings in the context of existing litera-
ture on collective action and digital infrastructures, and suggest venues for further 
research.  

Discussion 
This paper builds on our understanding of the role of digital infrastructures in so-
cial undertakings, and social movements in particular. Through a longitudinal ex-
amination of the Bitcoin community, we a) propose a new class of infrastructure-
based social movement, namely the digital economic social movement; and b) 
show how collective action is instantiated and actualised in the digital economic 
social movement of Bitcoin. Our findings highlight the role the infrastructure plays 
in mediating action by the members of the social movement: leading to inaction, 
consensus, and collective action. These developments raise a number of questions 
in relation to existing literature on digital infrastructures and collective action.  

A Digital Economic Social Movement 

The generative capacity of digital infrastructures has been highlighted consistently 
in previous research. However, it is this generativity that is consistently emphasised 
(e.g. Hanseth & Aanestad, 2003; Henfridsson & Bygstad, 2013), rather than the 
contextualisation of the digital infrastructure within a social context with its own 
set of social and, in this case, economic goals (Star, 1999). The conceptualisation of 
a digital economic social movement combines our understandings of digital infra-
structures as code-based, generative foundations for activity (Henfridsson & 
Bygstad, 2013; Star & Ruhleder, 1996) with the social movements’ attempts to 
challenge or change a problematic set of social conventions (Kurzman, 2008; 
Lounsbury, Ventresca, & Hirsch, 2003; Tufekci, 2014). Indeed, it highlights how 
the widespread belief that technology can solve both large and small social prob-
lems (e.g. Libert et al., 2017; Toyama, 2015) is incomplete. 
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Moreover, this new class of social infrastructure is code-based in nature, and 
many of those who are part of the social movement are also part of the underlying 
OS community. Thus, while social agendas can be persuasive through existing 
methods (like legitimacy, framing, and others), the possibility of social change 
through code-level changes to an infrastructure is not only a possibility, it is a reali-
ty. In the case above, many of the potential responses to challenges that the social 
movement faced were translated into additions to, or changes to, the underlying 
code base. 

Collective Action in Such a Movement 

We find that these code changes and additions provided a concrete frame upon 
which meaning could be framed. As such, they reduced uncertainty and provides a 
rallying point for collective action, as well as reduced the costs of obtaining infor-
mation. Codification of potential solutions to collective action problems—or inter-
actions between the ideologies and technology at the level of infrastructure—
facilitated instantiations of action. 

In the case of code changes that led to collective action, we found that not on-
ly was a social critical mass necessary, but that mass adoption of this code led to 
collective action through both ideology encoding and sub-optimality correction. 
We further find that the structure of the infrastructure (contained in code) enables 
and constrains what other actions can be taken, given that the infrastructure is im-
bued with a social meaning that gives the social movement legitimacy. 

Thus, as in the case of Bitcoin, a digital infrastructure may be proffered as an 
alternative to an existing set of social institutions, themselves having been rendered 
infrastructural by virtue of their use. In our examination, we offer a more con-
tained view of the digital infrastructure: as something that mediates the evolution 
of a social movement, while it in turn is affected by the actions of those involved 
in the social movement. We therefore examine the interplay between the digital 
infrastructure and the collective that develop and maintain it—and who do so as 
part of a social movement. 

Actualisation of Collective Action through Translations between  
the Social Movement and the Digital  

As illustrated in our findings and shown in figure 3 and table 2 above, the actualisa-
tion of collective action in the context of digital economic social movements rests 
on the translation of ideology into technological development or the translation of 
new technological development into ideological tenants (see the crossing paths in 
figure 3). Without these technological mediators, any number of actions by an OS 
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community pursuant to a social movement would be possible: the limitations 
would only be social in nature, for instance, the need to organise (Selander & 
Jarvenpaa, 2016), or the need to find incentives to encourage action (Ostrom, 
1998). Conversely, digital mediation introduces a new way for collective action to 
be actualised, namely through ideology-technology translation. 

While the exact threshold is unclear, what is clear is that the actualisation of 
ideology through technology translation, or as translation of technological changes 
into ideology, is needed. In other words, for an ideological development within the 
community to manifest as collective action, its supporters needs to both mobilise a 
significant number of community members to translate it into digital code and then 
have them adopt the resulting new technology. This process is contingent on gen-
erating the necessary momentum to pass some threshold of mobilisation within the 
digital economic social movement. For instance, in the disagreement over collec-
tive action around the Bitcoin Core and XT forks, the actual code became not only 
a rallying point for those who preferred one side over another, it also showed what 
the choice would look like, insofar as the infrastructure encodes certain narratives 
around the nature of the social movement. 

Likewise, technological changes need to be significant and salient to a big 
enough part of the community to mobilise the negotiation of new ideological de-
velopment. For this to succeed, the encoding of a narrative within the social 
movement onto the infrastructure, for example the 1MB block size into the 
Bitcoin Core discussed previously, required in mobilisation. This combination of 
social and technical mobilisation allowed for corrections in the community in re-
sponse to technical shortcomings related to transaction capacity and speed within 
the Bitcoin infrastructure. 

Collective inaction is harder to see in the data: although both social and tech-
nical mobilisation have occurred, the collective decision is a decision to do noth-
ing. It therefore closely resembles instances in which neither social nor technical 
mobilisation has occurred.  For example, new applications of Bitcoin in giving 
credit raises a number of both technological and ideological challenges to the social 
movement, which requires mobilisation on both fronts. 

While collective (in)action may not occur in the absence of both social and 
technical mobilisation, other interactions might. These include entrepreneurial di-
versification, or additions to the social movement that do not require the consent 
of the collective—in this case, through entrepreneurial ventures in the form of 
code-level additions to the infrastructure (Yoo et al., 2010). Responses to short-
term crises also can occur without the full range of mobilisation; either narratives 
(social mobilisation) or individual-level technical protections (technical mobilisa-
tion) amount to actions in this context. 



204 CROWDS, COINS AND COMMUNITIES 

 

In conclusion, digital infrastructure development is a medium for the enact-
ment of collective action through reducing uncertainty, costs of coordination, and 
the costs of obtaining the information needed to actualise collective action.  

Implications for Digital Economic Social Movements 

Previous studies of Economic Social Movements have studied economic processes 
that are perceived to have failed, and often offer alternatives to the status quo (e.g. 
Bennett & Segerberg, 2011). However, social movements in a digital age, whether 
economic or otherwise, are increasingly relying on technology to solve social prob-
lems. In the case of Bitcoin, the belief is that the Bitcoin infrastructure is robust—
and expansive—enough to provide a blueprint for how to replace the entire finan-
cial system. 

Extant research into collectives building consensus, with and without collective 
action problems, has shown that it is possible for individuals in multiple dispersed 
social and geographical contexts, with specific and diverse agendas and characteris-
tics, to interact to build consensus (Boudreau & Lakhani, 2009; Lakhani & Panetta, 
2007). However, coming to a consensus in these situations is hard: while there may 
not always be a dearth of incentives, as in traditional collective action problems, 
the size and scope of OS communities means that obtaining information and rally-
ing around a particular pattern of action presents its own kind of collective action 
problem. While some solutions to these problems exist, for instance the use of col-
lective action repertoires (Selander & Jarvenpaa, 2016), sponsorship (Foray, 1994), 
and restricted membership (Axelrod et al., 1995), these solutions do not engage 
with the digital materiality of an OS project. Such materiality is particularly appar-
ent when an economic social movement, in the form of a digital infrastructure, is 
at issue. In such a case, the use of code in enabling—and constraining—action in a 
social movement is instructive. 

Digital infrastructures reduce the costs of coordination by providing a means 
to enact the choice. That is to say, they provide a pre-prepared range of possible 
change to the infrastructure that mobilised different parties within the community 
to make changes to the infrastructure without central coordination from those in-
volved. Additionally, digital infrastructures reduce uncertainty by providing a tan-
gible medium for the representation of collective action 

Implications for Digital Infrastructures 

Although studies of digital infrastructures are gaining interest and traction, they are 
typically within new fields where the infrastructures are run by established organi-
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sations (e.g. Eaton et al., 2015), and where they do not directly challenge incum-
bent infrastructures (Yoo et al., 2010). While it is understood that digital infrastruc-
tures are typically controlled by distributed teams or individuals (Hanseth & 
Bygstad, 2015; Henfridsson & Bygstad, 2013), it has not been suggested that these 
collectives have larger social or technical aims in mind. 

This paper opens up the vista, both empirically and theoretically, for studies of 
digital infrastructures with macro-level social aims, as is the case with a digital eco-
nomic social movement like Bitcoin. Not only does such an infrastructure directly 
challenge incumbent infrastructures in a field, but the absence of a clear organisa-
tion behind the infrastructure means that new methods of control, guidance, mobi-
lisation and coordination are required. As mentioned previously, while the belief 
that technology can solve social problems is widespread, this view is incomplete. 
The introduction of a new technology at the level of infrastructure brings with it 
new troves of problems—both social and technical in nature. 

Conclusion and Directions  
for Future Research 

In this paper, we investigated how collective action emerged in the digital econom-
ic social movement of Bitcoin. In so doing, we contributed to understanding social 
movements in a digital age, and digital infrastructures importance in distributed 
social settings. In particular, we showed a) how collective action occurs when social 
and technical mobilisation occurs in a digital economic social movement. This typ-
ically occurs through b) translation of social needs into technical requirements, or 
technical characteristics into social frames. Such mobilisation might also result in c) 
inaction; or just ordinary actions that build upon the social movement or underly-
ing infrastructure. In engaging with the interactions between digital infrastructures 
and social movements, we also offered an understanding of the idea of a digital 
economic social movement, with implications for both studies of social movement 
and our understandings of digital infrastructures. 

These contributions opened up a number of areas for future research. These 
include: First, the new social and technical problems introduced when an infra-
structure is a core part of a social movement. Second, as infrastructures are com-
posed of code, questions around the agency of the code—and encoding of human 
errors—remain. Lastly, the case of Bitcoin examined an only partly automated 
movement, with significant interaction between the social and technical; what if a 
social movement were reduced almost entirely to an automated technical infra-
structure—what would it look like, and how would it act?  
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Appendices 

Appendix One 

Table 18: The five events that culminated in Mt.Gox declaring bankruptcy 

 Description Date 

Event 1 Mt.Gox suspended trading from to “cool down the market”. The price 
of a Bitcoin fell from 266 USD to 56 USD and stabilised above 100 USD 
after the resumption of trading (Buterin, 2013). 

11-12 April 2013 

Event 2 The exchange suspended withdrawals of customer funds due to self-
claimed “system improvements” and problems with their banking 
partners (McMillan, 2013). 

20 June 2013 

Event 3 Ongoing problems with banks blamed for withdrawal lags in a Mt.Gox 
press release (Spaven, 2013) 

5 August 2013 

Event 4 Mt.Gox halted all withdrawals of customer funds to investigate tech-
nical problems at the exchange. Shortly thereafter, Mt.Gox publicly 
blamed  “transaction malleability”, a technical flaw in the Bitcoin pro-
tocol, for the problems (Southurst, 2014) 

7 February 2014. 

Event 5 Mt.Gox filed for bankruptcy after the exchange website went offline 4 
days earlier (Mt.Gox, 2014)ry 2014 

28 February 2014 
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Appendix Four 

Table 21:Coding of entrepreneurs' responses to stigma 

Open Coding Axial Coding Selective Coding 

Do not cooperate with governmental 
agencies and do not disclose account 
information 

Refuse to cooperate with main-
stream 

Isolation 

Existing banking infrastructure anti-
quated and bureaucratic 

Large organizations in Bitcoin should be 
avoided as this can lead to another 
Mt.Gox 

Refuse to collaborate with OS 
community 

Wants to limit influence of Bitcoin foun-
dation 

Boundary from OS community 

Avoid buying and selling with known 
libertarians 

Position themselves as countermove-
ment to Mt.Gox to attract customer 

Boundary from contaminated 
firm 

Distance themselves from Mt.Gox us-
ers, calling them arbitrage traders 

Claims to be the most respected en-
terprise in the Bitcoin environment 

Elevate own status within Bitcoin 
community 

Elevation 

Consider themselves local market 
leaders 

Elevate own status within Main-
stream community 

Strengthen their partnership with bank-
ing partner 

Cooperate with mainstream Association 

Establish relationships with banks and 
governmental agencies by 

Transparent about entrepreneurship 
and operations helped gain trust 

Over-complying with regulations 

Blocked American customers because 
existing regulations 

Regulators move with caution and 
prevents provoking them 

Entrepreneur is active in the communi-
ty, helped establish trust 

Collaborate with OS community 

Emphasize technical openness and 
transparency towards community 

Building up transparency of own pro-
cesses and infrastructure via documen-
tation and blogs 

Sponsored a Bitcoin trading tour to 
support adoption of Bitcoin trading 
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Open Coding Axial Coding Selective Coding 

Organizes community events and con-
ferences 

Checks reliability of partners or cus-
tomers 

Collaborate with screened part-
ners (no ideological pref) 

Revaluation of own infrastructure and 
processes to reassure 

Internal controls (operational) Verification 

Changed procedures to eliminate all 
thinkable possibilities; 

Trying to build up a robust system cus-
tomer can use for their services 

Emphasize flexibility as environment is 
volatile and future developments can-
not be foreseen 

Compensate customers for losses 

Hired additional personnel that can 
handle the technical system 

Building up technical redundancy, 
extra servers and capacity 

Internal controls (technical) 

Implemented a CRM system after 
problems occurred after an order peak 

Has built up a well-structured and clear 
website 

Public awareness (technical) Indemnification 

Ensure information on website 

Using an online forum for interested 
users to build up trust and transparency 
of actions 

Refuses to store Bitcoins of customers Avoid responsibility for losses 
 Emphasize holding Bitcoin in own wal-

lets 

Holding Bitcoins removed customer 
autonomy 

Storage of Bitcoin at exchanges would 
contradict Bitcoin idea 

Checks conducted at banking partner External controls 
 Introduced service (wallets) outside 

their core business model 

Cryptographic audit 
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Appendix Five 

Figure 14: Screenshot of crowdfunding platform 
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